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Discussion
One of the outstanding issues in the context of the standardization of network slicing is the handling of the concept of Network Slice Instance.

Rather than spending time on defining in strict terms what a slice Instance is in SA2, we shall rely on the fact that when a Network Slice is deployed, Network Functions are instantiated or(if already Instantiated) referenced, to form a Network Slice Instance (NSI). Network functions that belong to a Network Slice Instance are configured with a Network Slice Instance ID (NSI-ID). The concept of NSI is defined in detail in [SA5 SPEC].

In different networks, different choices can be made in the NSI-ID numerical assignments and number of NSIs to be used with a S-NSSAI value for which service is to be provided. Thus it is assumed that an S-NSSAI value can map to multiple NSI-ID values. This capability is required in a number of use cases related to e.g.

· Availability

· Testing and SW upgrades: controlled introduction and testing of new technology in a separate slice instance with limited user base

The process of assigning a UE to a certain NSI is as follows:

· When the UE registers with the network, the RAN selects the AMF to which it forwards the registration request. The RAN may choose the AMF based on a default routing or load balancing rule, if more specific routing or load balancing rules are not matching a NSSAI or a Locally Valid Temporary ID that the RAN receives in RRC signalling. 

· If the selected AMF is configured to optimally support the NSSAI provided by the UE in the Registration Request message, and this NSSAI can be allowed for the UE in the registration area, based on validation of subscription and other local policies, then the AMF which received the Registration Request from the UE remains as the serving AMF that will serve the UE and the AMF selection process is considered complete.

· However, if, the selected AMF detects it is not the most optimal AMF based on the Allowed NSSAI which consists of the subset of requested S-NSSAI allowed by subscription, or based on operator policies for a given UE, a decision is taken by the selected AMF to select another AMF to serve the UE. The AMF queries the NRF with the Allowed NSSAI for the given UE, to discover a list of AMFs that can be candidate to serve the UE. When the selected AMF obtains the list from the NRF, it will select the new AMF for the UE. The registration request will then be forwarded to this AMF (as described in 3GPP TS 23.502 section 4.2.2.2.3). The AMF selection process is then considered completed.

The AMF, for each S-NSSAI it is serving, must be configured with the value of the NSI-ID of the NSIs it is part of. When multiple NSIs are available serving the same S-NSSAI, the AMF selects one of the instances using a selection policy that is depending on the use case, potentially assisted by additional information related to the UE being served. When an SMF needs to be selected to handle a PDU session for the UE in a certain slice, the AMF will query the NRF to obtain a candidate list of SMFs by including the S-NSSAI of the slice, the DNN of the PDU session request. The AMF may also add the NSI-ID in its request to help the NRF to return candidate SMFs in the same NSI as the AMF for the S-NSSAI. 
This process can be generalized. To select functions in the same NSI, the requesting function shall include the NSI-ID of an NSI it belongs to, alongside the S-NSSAI.

For the roaming case, since the VPLMN and HPLMN are under different administrative domains, the NSI-ID shall not be included by the VPLMN when it queries the NRF to discover functions in the HPLMN. The requester shall include the S-NSSAI towards the NRF.

Proposal

It is proposed capture the following text in TS 23.501. 
>>>Start Changes<<<
5.15.x
Network Function Selection and Network Slicing 
When a Network Slice is deployed, Network Functions are instantiated, or (if already instantiated) referenced, to form a Network Slice Instance (NSI). Network functions that belong to a Network Slice Instance are configured with a Network Slice Instance ID (NSI-ID). The concept of NSI is defined in detail in [SA5 SPEC].

In different networks, different choices can be made in the NSI-ID numerical assignments and the number of NSI to be used with a S-NSSAI value for which service is to be provided. Thus it is assumed that an S-NSSAI value can map to multiple NSI-ID values. The process of assigning a UE to a certain NSI is as follows:

· When the UE registers with the network, the RAN selects the AMF to which it forwards the registration request. The RAN may choose the AMF based on a default routing or load balancing rule, if more specific routing or load balancing rules are not matching a NSSAI or a Locally Valid Temporary ID that the RAN receives in RRC signalling. 
· Editor’s note: The Locally Valid Temporary ID needs to be replaced with the correct name once it is defined
· If the selected AMF is configured to optimally support the NSSAI provided by the UE in the Registration Request message, and this NSSAI can be allowed for the UE in the registration area, based on validation of subscription and other local policies, then the AMF which received the Registration Request from the UE remains as the serving AMF that will serve the UE and the AMF selection process is considered complete.

· However, if, the selected AMF detects it is not the most optimal AMF based on the Allowed NSSAI which consists of the subset of requested S-NSSAI allowed by subscription, or based on operator policies for a given UE, a decision is taken by the selected AMF to select another AMF to serve the UE. The AMF queries the NRF with the Allowed NSSAI for the given UE, to discover a list of AMFs that can be candidate to serve the UE. When the selected AMF obtains the list from the NRF, it will select the new AMF for the UE. The registration request will then be forwarded to this AMF (as described in 3GPP TS 23.502 section 4.2.2.2.3). The AMF selection process is then considered completed.

The AMF, for each S-NSSAI it is serving, must be configured with the value of the NSI-ID of the NSIs it is part of. When multiple NSIs are available serving the same S-NSSAI, the AMF selects one of the instances using a selection policy that is depending on the use case, potentially assisted by additional information related to the UE being served. When an SMF needs to be selected to handle a PDU session for the UE in a certain slice, the AMF will query the NRF to obtain a candidate list of SMFs by including the S-NSSAI of the slice, the DNN of the PDU session request.The AMF may also add the NSI-ID in its request to help the NRF to return candidate SMFs in the same NSI as the AMF for the S-NSSAI 

This process can be generalized. To select functions in the same NSI, the requesting function shall include the NSI-ID of an NSI it belongs to, alongside the S-NSSAI.

For the roaming case, since the VPLMN and HPLMN are under different administrative domains, the NSI-ID shall not be included by the VPLMN when it queries the NRF to discover functions in the HPLMN. The requester shall include the S-NSSAI towards the NRF.

>>>End of Changes<<<
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