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Abstract of the contribution: This contribution proposes the UE triggered Service Request procedure over non-3GPP access when the UE is in CM-IDLE state.
Discussion

At the last SA2 meeting, it was agreed that CM-IDLE state is supported for the UE connected to 5G-CN via untrusted non-3GPP access. It is natural that the UE in CM-IDLE state over non-3GPP access supports Service Request procedure, which is the general procedure to transfer the UE in CM-IDLE state into CM-CONNECTED state.
The proposed Service Request procedure over untrusted non-3GPP access seeks for keeping alignment with the Service Request procedure over 3GPP access as much as possible 
1. The UE in CM_IDLE state initiates the Service Request procedure by including Service Request and SR indication within the IKE_AUTH request message.
2. The N3IWF forwards the NAS Service Request message rather than Registration procedure based on the SR indication parameter in the message
3. UE generates N1 NAS Service Request message which is encoded based on the existing NAS security context. The AMF validates the Service Request message and may skip UE authentication similar to 3GPP access case.
Proposal

It is proposed to accept the following UE triggered Service Request procedure in the TS 23.502.

*************** Start of the changes ***************
4.12.2
UE triggered Service Request via Untrusted non-3GPP Access in CM-IDLE state
This clause specifies how UE in CM-IDLE state requested Service Request procedure via an untrusted non-3GPP access network. It is based on the registration procedure specified in clause 4.2.3.2.
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Figure 4.12.2-1: Service request via untrusted non-3GPP access in CM-IDLE
1.
The UE connects to an untrusted non-3GPP access network with procedures outside the scope of 3GPP and it is assigned an IP address. When the UE decides to trigger service request, the UE may need to discover the IP address of N3IWF in a 5G PLMN as described in TS 23.501 [2], clause TBD.
2.
The UE proceeds with the establishment of an IPsec SA with the N3IWF by initiating the IKEv2 signalling procedure according to RFC 7296 [3] and RFC 5998 [4]. 
3.
The UE include SR indication, NAS Service Request(PDU session ID(s), security parameters, PDU session status) message, and UE Temporary ID within a 3GPP-specific Vendor Id (VID) payload in the IKEv2 message. The NAS Service Request message is encoded based on the existing NAS security context.

4.
The N3IWF initiates Service Request procedure based on SR indication. The N3IWF shall select an AMF according to Temporary ID and sends N2 Message(MM NAS Service Request, Temporary ID, Access Type) to the selected AMF as described in Step 2 in clause 4.2.3.2. Access Type (AT) is set to "untrusted non-3GPP access". The N2 message sets up a N2 relationship between the AMF and the N3IWF for this UE.

Editor's note:
It is FFS whether the some additional 3GPP access specific parameters included in Step 2 of clause 4.2.3.2 need to be delivered to AMF, e.g., Location information and RRC establishment cause.
5.
The AMF validate the received Service Request message according to the UE security context stored in the AMF. Based on the validation result, the AMF may skip the UE authentication procedures (step 6) and derives the security keys for the N3IWF based on existing UE security context.
Editor's note:
The procedures skipping UE authentication during Service Request over non-3GPP access may need to be further aligned with the registration procedure that does not require full authentication.
6.
If AMF determines that the UE authentication needs to be carried out, then UE authentication is triggered according to Step C to D in clause 4.12.2 of registration procedures. 

7.
The AMF sends a N2 message to N3IWF. If the AMF carried out the UE authentication with the AUSF, this message includes the EAP-Success message, the security key(s) for N3IWF and a NAS Security Mode Command (SMC) Request. . If the authentication with the AUSF was not carried out, then the message contains only the security key(s) for N3IWF and may contain a NAS Security Mode Command (SMC) Request if the AMF needs to refresh the NAS security context for the N1 connection over non-3GPP. After this step the N3IWF shall create a UE Context which stores UE-specific information such as the UE identity, the associated N2 connection, etc.
8a-8b. The N3IWF shall send an IKE_AUTH Response message to UE, which completes the establishment of the IPsec SA between the UE and N3IWF. The message contains an EAP-Success if the AMF performed the UE authentication. This IPsec SA, referred to as the "signalling IPsec SA", shall further be used to securely transport NAS messages over IP between the UE and N3IWF. After step 8b further IKEv2 messages are exchanged (not shown in Fig. 4.12.2-1) according to RFC 7296 [3] in order to complete the establishment of the signalling IPsec SA.
9.
If NAS SMC Request was received from AMF in step 7, the N3IWF shall send it to UE via the established signalling IPsec SA. The UE responds with a NAS SMC Complete message, which shall be forwarded by N3IWF to AMF within an N2 UL NAS Transport message.
10a-10b. If the MM NAS Service Request message includes PDU session UD(s), the AMF exchanges N11 messages with SMF(s) associated with the PDU session ID(s) as described in Step 4a-4b in clause 4.2.3.2.
11.
The AMF sends N2 Request (N2 SM information received from SMF, MM NAS Service Accept) to N3IWF according to Step 5 in clause 4.2.3.2. N2 SM information is included if the AMF received it in Step 10b.

Editor's note:
It is FFS whether the some additional 3GPP access specific parameters included in Step 5 of clause 4.2.3.2 need to be delivered to N3IWF, e.g., AMF Signaling Connection ID and HRL.
12.
The N3IWF determines the number of IPsec child SAs to establish and the QoS profiles associated with each IPsec child SA according to Step 3 in clause 4.12.4 and establishes IPsec child SA(s) for the PDU session(s) according to Step 4a-4d in clause 4.12.4.

13.
The N3IWF forwards the MM NAS Service Accept message to the UE via NAS transport over IPsec. 
14. The N3IWF may send N2 Request Ack (N2 SM information (AN Tunnel info, List of accepted QoS Flows for the PDU Sessions activated, List of rejected QoS Flows for the PDU Sessions activated) to the AMF according to Step 8 in clause 4.2.3.2.

Editor's note:
The step may requires further alignment with description in RAN specifications. 
15. Service Request procedure related to the established PDU session(s) may continue as described in Step 9-Step 12 in clause 4.2.3.2.
*************** End of the changes ****************
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