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Abstract of the contribution: this contribution proposes architecture clarifications on Context Awareness and Network Function Exposure capabilities.
Discussion
Although not finally reflected in any interim agreement, on Key Issue 9 ”3GPP architecture impacts to support network capability exposure and context information awareness”, TR23.799 section 5.9.1 states: 

To allow the 3rd party, UE or Network Functions to access information regarding services provided by the network (e.g. connectivity information, QoS, mobility, etc.) and to dynamically customize the network capability for different diverse use cases within the limits set by the operator, the next generation system should provide suitable access/exchange of network/connectivity information (e.g. via APIs) to the 3rd party, UE and Network Functions.
Additionally, to enable service optimisations, the NextGen system should support the combination, collection and exposure of additional context information from/to Network Functions, UE and 3rd parties.

The requirements specified by the TR23.799 as per text above are partly satisfied by some NFs and features currently defined in TS23.501 v0.3.0.
In particular:
· TS 23.501 v0.3.0, Sec 4.2.5 states: “the 5G system architecture allows any NF to store and retrieve its unstructured data into/from a UDSF. The UDSF belongs to the same PLMN where the network function is located. CP NFs may share a UDSF for storing their respective unstructured data or may each have their own UDSF (e.g. a UDSF may be located close to the respective NF).”

· TS 23.501 v0.3.0, Sec 4.2.5 states: “the 5G system architecture allows the NEF to store structured data in the SDSF intended for network external and network internal exposure by the NEF. SDSF belongs to the same PLMN where the NEF is located.”

· TS 23.501 v0.3.0, Sec 5.20 states: “The Network Exposure Function (NEF) supports external exposure of capabilities of network functions. External exposure can be categorized as Monitoring capability, Provisioning capability, and Policy/Charging capability. The Monitoring capability is for monitoring of specific event for UE in 5G system and making such monitoring events information available for external exposure via the NEF. The Provisioning capability is for allowing external party to provision of information which can be used for the UE in 5G system. The Policy/Charging capability is for handling QoS and charging policy for the UE based on the request from external party.”

· TS 23.501 v0.3.0, Annex A states: “The PCF shall be able to take input from Network Data Analytics (NWDA) into consideration for policies on assignment of network resources and for traffic steering policies.”

Although clearly hinting to some requirements expressed by TR23.799 Key Issue 9, the current text in TS23.501 v0.3.0 as well as the description and pictures of Annexes A.x do not include in the reference architecture a NF dedicated to the combination, collection and exposure of context information from/to Network Functions, UE and 3rd parties.
This paper proposes amendments to TS23.501 v0.3.0 clarify this aspect.
In particular, it is proposed the NWDA function description to be enhanced to fulfil requirements as per TR23.799 section 5.9.1:
· The NWDA function is supporting the collection, combination, and exposure of additional context information from/to Network Functions, UE and 3rd parties;

As NWDA is not properly defined within TS23.501 v0.3.0, some clean-up in some parts of the specification is also proposed.

Proposal
The following (tracked) changes to TS 23.501 are proposed.
***** START of 1st CHANGE *****
[bookmark: _Toc473190622]4.2.2	Network Functions and entities
The 5G System architecture consists of the following network functions (NF). The functional description of these network functions is specified in clause 6.
-	Authentication Server Function (AUSF)
-	Core Access and Mobility Management Function (AMF)
-	Data network (DN), e.g. operator services, Internet access or 3rd party services
-	Structured Data Storage network function (SDSF)
-	Unstructured Data Storage network function (UDSF)
-	Network Exposure Function (NEF)
-	NF Repository Function (NRF)
-	Policy Control function (PCF)
-	Session Management Function (SMF)
-	Unified Data Management (UDM)
-	Network Data Analytics (NWDA)
-	User plane Function (UPF)
-	Application Function (AF)
-	User Equipment (UE)
-	(Radio) Access Network ((R)AN)

***** END of 1st CHANGES *****



***** START of 2nd CHANGES *****

6.2.13	NWDA
The NWDA is an optional function that supports the following functionality:
· Collection and storage of information from UEs, (R)AN and 5GC NFs;
· Elaboration of the collected and stored information generating Context Information;
· Providing of Context Information to 5GC NFs (including PCF) and AFs.
· providing slice specific network data analytics;
· notifying / publishing slice specific network status analytic information to the PCF(s) that are subscribed to it;
· supporting N23 reference point;


Editor’s Note: the definitions of the collected information and its format, of NWDA interfaces and the information collection mechanisms are FFS. 

***** END of 2nd CHANGES *****


***** START of 3rd CHANGEs *****
[bookmark: _Toc476031067]A.2.2.6	N23 reference point
The N23 reference point resides between the Network Data Analytics (NWDA) and the PCF. The N23 reference point, enables the PCF to subscribe to and be notified on network status analytics e.g. congestion information for a specific slice. NWDA provides slice specific network data analytics. The subscription to NWDA by PCF therefore is on a network slice level and the NWDA is not required to know about the current subscribers using the slice. NWDA notifies / publishes slice specific network status analytic information and context information to the PCF(s) and other NFs that are subscribed to it. This information is not subscriber specific. PCF uses that data in its policy decisions. The PCF, the slice and NWDA in question are always in the serving network.
NOTE:  NWDA functionality beyond its support for N23 is out of scope of 3GPP.

***** END of 3rd CHANGEs *****
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