

SA WG2 Temporary Document
Page 9

SA WG2 Meeting #120	S2-172072
27 - 31 March 2017, Busan, South Korea	(revision of S2-17xxxx)
Source:	Huawei, Hisilicon
[bookmark: _GoBack]Title:	TS 23.501 Decoupling policy control for Access Management and Session Management
Document for:	Approval
Agenda Item:	6.5.6 
Work Item / Release:	5G_ph1 / Rel15
Abstract of the contribution: This contribution proposes to decouple policy control for access management (AM) and session management (SM).
Discussion
1	Introduction
In TR 23.799 clause 8.12.1, the conclusion on overall architecture includes a note addressed that the separation of PCF should be determined during normative phase:
-	Separated access and mobility management (AMF) and, session management (SMF) which enables independent evolution and scaling. Supports UE simultaneously connected to multiple network slices.
NOTE 1:	Other control plane functionalities can be separated (e.g. PCF) as shown in architecture figures in clause 8.12.2. How network slicing KI#1 outcome maps to architecture will be determined during the normative phase.
Accordingly, in current TS, an editor’s note addressed the related open issue:
Editor's note: Implications from multiple Slices and its relation to PCF are FFS.
This paper discusses the feasibility, benefits to separate current PCF into AMPCF and SMPCF, and the impact to current TS work.
2. Feasibility to separate PCF into AMPCF and SMPCF
[image: ]
Figure A.2.1-1: Overall non-roaming 5G Policy framework architecture
According to current discussion in policy framework, the policy enforcements are performed on two NFs: AMPEF (located in AMF) and PCEF (located in SMF). Accordingly, the definitions of N15 and N7 have already given a clear separation of PCF functionalities into AM-related and SM-related functionalities:
	[bookmark: _Toc476480253]A.2.2.3	N15 reference point (AM-related policy control)
The N15 reference point resides between the AMPEF and the PCF.
The N15 reference point enables the PCF to provide Access and Mobility Management related policies to the AMPEF and it supports the following functions:
-	Handling of UE Context Establishment request sent by the AMPEF to the PCF as part of UE Registration procedure(s);
-	Provision of access and mobility management decision from the PCF to the AMPEF;
-	Delivery of network events from the AMPEF to the PCF;
-	Handling of UE Context Termination request sent by the AMPEF to the PCF as part of UE De-Registration procedure.

	[bookmark: _Toc476480252]A.2.2.2	N7 reference point (SM-related policy control)
The N7 reference point resides between the PCEF and the PCF.
The N7 reference point enables the PCF to have dynamic policy and charging control at a PCEF.
The N7 reference point enables the signalling of policy and charging decision and it supports the following functions:
-	Establishment of IP-CAN session by the PCEF;
-	Request for policy and charging control decision from the PCEF to the PCF;
-	Provision of policy and charging control decision from the PCF to the PCEF;
-	Delivery of network events and IP-CAN session parameters from the PCEF to the PCF;
-	Termination of IP-CAN session by the PCEF or the PCF.


Note: For some UE-level QoS policy, e.g. UE-AMBR, should be part of AM-related policy.
For some special cases, e.g. moving one PDU session from one AN to another AN, both AMF/AMPCF and SMF/SMPCF need to be involved. In these cases, it’s not clear whether the direct interaction between AMPCF and SMPCF is needed or not. Therefore whether an interface between AMPCF and SMPCF is needed is FFS.
Observation 1: The policy control functionalities for AM and SM are independent from each other on both policy decision and enforcement. Hence it’s feasible to decouple the policy control functionalities to AMPCF (focusing on UE-granularity policy) and SMPCF (focusing on Session-granularity policy).
· UDR-PCF interaction
For UDR, the subscription can also be categorised into UE-granularity subscription (e.g. UE-AMBR, UE mobility characteristics) and session-granularity subscription (e.g. session-AMBR, flow level policy related subscription), which should be transferred to AMPCF and SMPCF accordingly.
· AF-PCF interaction
For AF, currently N5 interface is used to transfer two types of information: the application level session information and session event notification. Both of the information are only used/provided by the SMPCF. However, according to the following conclusion in TR, the AF may also provide UE-granularity information (e.g. UE mobility pattern) to AMPCF.
3.	The extensions to the PCC frame defined in TS 23.203 include:
a.	The NG Policy Function can obtain UE related information, e.g. UE mobility pattern, from 3rd application server via NEF or Rx interface.
b.	The NG Policy Function can adjust UE mobility restriction, and request the AMF (Access and Mobility management Function) to enforce the optimized UE mobility restriction.
Therefore, AF can have interfaces with both SMPCF and AMPCF for different granularity information transferring.
· NWDA-PCF interaction
It mentioned in TS 23.501 that currently the interaction between NWDA and PCF is for slice-specific policy control. Hence the NWDA should interact with SMPCF. The interaction between NWDA and AMPCF might be addressed according to the discussion on NWDA.
· OCS-PCF interaction
The PSy interface was not discussed in 5G yet. In 23.203, the Sy interface is used for spending limit report control. This can be considered as session/flow related, AMF need not be involved. The OCS can interact with SMPCF only for the purpose.
Observation 2: According to current conclusion in TS, the UDR and AF shall have interfaces with both AMPCF and SMPCF for UE-granularity and session-granularity control accordingly. The OCS shall interact with SMPCF only.
3. The benefits to separate the AMPCF and SMPCF
Similar with the motivation of AM/SM separation, the decoupling of AMPCF and SMPCF enables the separated deployment of AMPCF and SMPCF which then lead to the following:
1. Enable a full decoupling of SM and AM logics. 
With the separation of AMPCF and SMPCF, all session related basic functions, i.e. SMF, UPF and SMPCF can be deployed independent from AM related functions (AM and AMPCF). For example, the SMPCF can be deployed close to the edge together with SMF and UPF to enable faster session management procedure, while the AMPCF can be deployed centralized close to the UDM to avoid the unnecessary AMPCF relocation and signals to the AMF.
2. Enhance the isolation between slices. 
The session related NFs (SMPCF/SMF/UPF) can be deployed within a specific network slice. Only the AMPCF (together with AMF and other common NFs) need to be shared between different slices. The session policy can be managed more independently by the tenant who owns the slice without touching the shared part and connecting to the operator.
3. Enable on-demand AMPCF and SMPCF deployment.
The AMPCF and SMPCF can be deployed or scale-in/out independently according to the requirement. The operator can even decide to deploy only AMPCF or SMPCF according to the requirement. e.g for some network slices that serving sensor-type UE only, the SMPCF may be not necessary to be deployed. 

Observation 3: The separation of AMPCF and SMPCF can lead to a more modular network design, and can enhance the network slice isolation and flexible network deployment.
4. The impact to current TS work
Figure 1 shows a Policy framework architecture (non-roaming) with AMPCF and SMPCF separation.


Figure 1: Classified Policy framework architecture for 5G
Note: The potential interaction between NWDA and AMPCF is FFS.
In current TS 23.502, the following call flows have already involve PCF. However most of them only need to interact with AMPCF or SMPCF after the separation. 
· Registration:

4.2.2.2.2	General Registration
14. If the AMF has changed since the last registration, or if there is no valid subscription context for the UE in the AMF, or if the UE provides a SUPI which doesn't refer to a valid context in the AMF, the AMF initiates the Update Location procedure. This will include that UDM initiates Cancel Location to old AMF, if any. The old AMF removes the MM context and notifies all possibly associated SMF(s), and the new AMF creates an MM context for the UE after getting the AMF related subscription data from the UDM.
	The Update Location procedure is performed as described in clause X.
Editor's note: Whether interactions with UDM and PCF includes mobility restriction related information is FFS.
Editor's note: The PEI is to be provided to the UDM in the Update Location procedure.
Editor's note: It is FFS how to update the figure with the "UDM initiates Cancel Location to old AMF".
15.	Conditionally the AMF, based on the SUPI, selects a PCF.
	The AMF selects a PCF as described in TS 23.501 [2], clause X.
Editor's note: It is FFS whether the Permanent User ID is used for PCF selection.
Editor's note: The conditions when the AMF selects a PCF is FFS.
16.	[optional] AMF to PCF: UE Context Establishment Request ().
	The AMF request the PCF to apply operator policies for the UE.
17.	PCF to AMF: UE Context Establishment Acknowledged ().
The PCF acknowledges the UE Context Establishment Request message.
…
20.	[conditional] AMF to PCF: UE Context Termination Request ().
	If the old AMF previously requested UE context to be established in the PCF, the old AMF terminates the UE context in the PCF.
21.	PCF to AMF: UE Context Termination Acknowledged ().
For registration procedures, the interaction for policy control is UE-granularity, which can be handled by AMPCF.
· Service request and session management:

[bookmark: _Toc475536341]4.2.3.2	UE triggered Service Request in CM-IDLE state
10. [Optional]SMF to PCF: If dynamic PCC is deployed, SMF may initiate IP-CAN Session Modification and provides new location information to the PCF.
See clause x.y.z for details.
[bookmark: _Toc475536342]4.2.3.3	UE triggered Service Request in CM-CONNECTED state
9. [Optional]SMF to PCF: If dynamic PCC is deployed, SMF may initiate IP-CAN Session Modification and provides new location information to the PCF.
See clause x.y.z for details.
[bookmark: _Toc475536351][bookmark: _Toc475536354]4.3.2	PDU Session establishment
4.3.2.2.1	Non-roaming and Roaming with Local Breakout
6a. If dynamic PCC is deployed, the SMF performs PCF selection.
6b. The SMF may initiate PDU-CAN Session Establishment towards the PCF to get the default PCC Rules for the PDU Session.
Editor's note:	The purpose of step 5 is to receive PCC rules before selecting UPF. If PCC rules are not needed as input for UPF selection, step 5 can be skipped.
7. The SMF selects an SSC mode for the PDU Session. If step 5 is not performed, the SMF also selects an UPF as described in TS 23.501 [2] clause 6.3.3. In case of PDU Type IPv4 or IPv6, the SMF allocates an IP address/prefix for the PDU Session as described in TS 23.501 [2] clause 5.8.1.
8. If dynamic PCC is deployed and the PDU-CAN Session Establishment was not done in step 5, the SMF initiate PDU-CAN Session Establishment towards the PCF to get the default PCC Rules for the PDU Session. Otherwise, if dynamic PCC is deployed and PDU Type is IPv4 or IPv6, SMF initiates PDU-CAN Session Modification and provides the allocated UE IP address/prefix to the PCF.
[bookmark: _Toc475536359]4.3.3.2	UE or network requested PDU session modification (non-roaming and roaming with local breakout)
1. The procedure is triggered by following steps
1a. The UE initiates the PDU session modification procedure by the transmission of a PDU Session Modification Request (PDU session ID) message. Depending on the access type, if the UE was in CN-IDLE mode, this SM-NAS message is preceded by the Service Request procedure.
1b. The PCF initiates the PDU-CAN Session Modification procedure upon policy decision or upon AF requests.
1c. The UDM sends Insert Subscriber Data (Subscriber Permanent Identity, Subscription Data) message to the SMF. The SMF updates the Subscription Data and acknowledges the Insert Subscriber Data message by returning an Insert Subscriber Data Ack (Subscriber Permanent Identity) message to the UDM.
1d. The SMF may decide to modify PDU session. This procedure also may be triggered based on locally configured policy.
If the SMF receives one of the triggers in step 1a ~ 1d, the SMF starts SMF requested PDU session modification procedure.
2. The SMF may interact with the PCF to retrieve policy using PDU CAN Session Modification procedure. This step may be skipped if PDU session modification procedure is triggered by step 1b or 1d.
For SR and session management procedures, the interaction for policy control is session-granularity, which can be handled by SMPCF.
Observation 4: The separation of the AMPCF and SMPCF has limited impacts to current TS existing call flows.
3	Conclusion
Based on the above observations, we can get the following conclusions:
1. The separation of SMPCF and AMPCF is feasible according to current PCC discussion and conclusion.
2. The separation of SMPCF and AMPCF can lead to benefits for network flexibility, performance and management, and can enhance the isolation of network slices.
3. The separation of SMPCF and AMPCF has limited impact to current existing call flows defined in TS 23.501 and 502.

Note: If the proposed principle can be accepted, the source companies can provide necessary update to influenced existing call flows.
Proposal
It is proposed to decouple the SMPCF and AMPCF in 5G PCC framework. 
[bookmark: _Toc449517736]* * * First change* * * *
[bookmark: _Toc475575504][bookmark: _Toc461542729]A.2.1	Reference architecture
The policy framework functionality is comprised by the functions of the Access Management Policy Control Function (AMPCF) and Session Management Policy Control Function (SMPCF)Policy Control Function (PCF), the Policy Control Enforcement Function (PCEF), the Access and Mobility Policy Enforcement Function (AMPEF), the Online Charging System (OCS) and the Application Function (AF).
Figure A.2.1-1 shows the policy framework architecture (non-roaming) in 5G:





Editor's note:	The reference point PUd and PSy are not yet defined in the baseline 5G architecture and the actual name is expected to change.
Editor’s note: Whether an interface between AMPCF and NWDA is needed is FFS.
Editor’s note: Whether an interface between AMPCF and SMPCF is needed is FFS.
Editor's note:	Implications from multiple Slices and its relation to PCF are FFS.


* * * Second change* * * *
[bookmark: _Toc475575505]A.2.2	Reference points
[bookmark: _Toc475575506]A.2.2.1	N5 reference point
The N5 reference point resides between the AF and the AMPCF/SMPCF.
The N5 reference point enables transport of application level session information from AF to PCFSMPCF. UE related information, e.g. UE mobility pattern is transferred from AF to AMPCF.
The N5 reference point enables the AF to get information about IP-CAN session events.
[bookmark: _Toc475575507]A.2.2.2	N7 reference point
The N7 reference point resides between the PCEF and the PCFSMPCF.
The N7 reference point enables the PCFSMPCF to have dynamic policy and charging control at a PCEF.
The N7 reference point enables the signalling of policy and charging decision and it supports the following functions:
-	Establishment of IP-CAN session by the PCEF;
-	Request for policy and charging control decision from the PCEF to the PCFSMPCF;
-	Provision of policy and charging control decision from the PCFSMPCF to the PCEF;
-	Delivery of network events and IP-CAN session parameters from the PCEF to the PCFSMPCF;
-	Termination of IP-CAN session by the PCEF or the PCFSMPCF.
[bookmark: _Toc475575508]A.2.2.3	N15 reference point
The N15 reference point resides between the AMPEF and the PCFAMPCF.
The N15 reference point enables the PCFAMPCF to provide Access and Mobility Management related policies to the AMPEF and it supports the following functions:
-	Handling of UE Context Establishment request sent by the AMPEF to the PCFAMPCF as part of UE Registration procedure(s);
-	Provision of access and mobility management decision from the PCFAMPCF to the AMPEF;
-	Delivery of network events from the AMPEF to the PCFAMPCF;
-	Handling of UE Context Termination request sent by the AMPEF to the PCFAMPCF as part of UE De-Registration procedure.
[bookmark: _Toc475575509]A.2.2.4	N7r reference point
The N7r reference point resides between a PCF in the HPLMN (H-PCF) and a PCF in the VPLMN (V-PCF).
For roaming scenario, the N7r enables the H-PCF to:
-	Provision mobility policy rules to V-PCF in the VPLMN;
-	Handling of UE Context Establishment request sent by the V-PCF as part of UE Registration procedure(s);
-	Receipt of network events from the V-PCF;
-	Handling of UE Context Termination request sent by V-PCF as part of UE De-Registration procedure.
[bookmark: _Toc475575510][bookmark: _Toc473204338]A.2.2.5	PUd reference point
The PUd reference point resides between the UDR and the PCFAMPCF/SMPCF, acting as an Application Front End in a layered architecture as defined in 3GPP TS 23.335 on User Data Convergence. 
The PUd reference point enables the PCFAMPCF/SMPCF to access policy control related subscription data stored in the UDR. The PUd interface supports the following functions:
· Request for policy control related subscription information from the UDR
· Provisioning of policy control related information to the UDR
· Notifications from the UDR on changes in the subscription information
Editor’s note: The difference between Ud in TS 23.335 and PUd are FFS.
[bookmark: _Toc475575511]A.2.2.6	N23 reference point
The N23 reference point resides between the Network Data Analytics (NWDA) and the PCFSMPCF. The NG16 reference point, enables the PCFSMPCF to subscribe to and be notified on network status analytics e.g. congestion information for a specific slice. NWDA provides slice specific network data analytics. The subscription to NWDA by PCFSMPCF therefore is on a network slice level and the NWDA is not required to know about the current subscribers using the slice. NWDA notifies / publishes slice specific network status analytic information to the PCFSMPCF(s) that are subscribed to it. This information is not subscriber specific. PCFSMPCF uses that data in its policy decisions. The PCFSMPCF, the slice and NWDA in question are always in the serving network.
NOTE:  NWDA functionality beyond its support for N23 is out of scope of 3GPP.
Editor’s note: Whether reference point between NWDA and AMPCF is needed is FFS.

* * * End of changes* * * *
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