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Abstract of the contribution:

This contribution proposes to add NAS layer for Untrusted Non 3GPP access.
Proposal

Add the NAS layer between the N3IWF and AMF in the authentication procedure with the following reasons:
· The N3IWF shall create a NAS Registration Request message on behalf of the UE and send this message over N2 to AMF.

· Between the N3IWF and AMF the EAP messages are encapsulated within NAS Authentication Request/Response messages which, in turn, are encapsulated in a N2 NAS DL/UL transport messages.
Therefore, it is proposed to add the NAS layer in the Control plane Protocol stacks for the EAP authentication procedure.

*************** Start of changes *********************

8.2.x
Control Plane for untrusted non 3GPP Access
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Legend:

-
N2 Application Protocol (N2-AP): Application Layer Protocol between the N3IWF and the AMF.
-
N12 Application Protocol (N12-AP): Application Layer Protocol between the AMF and the AUSF.
-
The EAP messages are encapsulated in the NAS messages between the N3IWF and AMF over N2.
Figure 8.2.x-1: Control Plane for EAP authentication procedure via N3IWF
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Legend:

-
N2 Application Protocol (N2-AP): Application Layer Protocol between the N3IWF and the AMF.
-
IPsec transport mode and GRE is used to encapsulate NAS payload between UE and N3IWF.
Figure 8.2.x-2: Control Plane for NAS when CP IPsec SA is established
Editor's note:
It is FFS whether GRE encapsulation of NAS is needed or not.
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Legend:

-
N2 Application Protocol (N2-AP): Application Layer Protocol between the N3IWF and the AMF.
-
IKEv2 is used to establish the Child SA between UE and N3IWF for each PDU session.
Figure 8.2.x-3: Control Plane for user plane establishment via N3IWF
Editor's note:
The name of N2-AP and the protocol stack for N2 should be confirmed with RAN3.

Editor's note:
The name of N12-AP and the protocol stack for N12 is FFS.
*************** End of changes *********************
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