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Abstract of the contribution: Propose to update the PCC architecture and the description of PCEF with the clarification of PCEF distribution in the PCC Architecture
1
Discussion
On SA2#119, Distribution of the Enforcement of Policy Decisions was defined, however, there are still several open issues for further study, this paper attempts to resolve the following 2 open issues by analysing the functionalities of PCEF and the distribution of those PCEF functionalities in the PCC architecture:
· Definition of Enforcement Control Part is missing
· How PCEF functions as defined in 23.203 is mapped into 5GS

TS 23.203 Clause 6.2.2 specifies that: 
· The PCEF encompasses service data flow detection, policy enforcement and flow based charging functionalities. 

· This functional entity is located at the Gateway (e.g. GGSN in the GPRS case, and PDG in the WLAN case). 
· It provides service data flow detection, user plane traffic handling, triggering control plane session management (where the IP‑CAN permits), QoS handling, and service data flow measurement as well as online and offline charging interactions.

TS 23.214 further split those PCEF functionalities into control plane and user plane of S/P-GW and TDF, see Clause 4.3.2 Functionality F. In 5GC, some of those functionalities in the list of Functionality F are still supported, some of them are replaced by the new QoS model, session management mechanism and mobility management mechanism, and some others are to be further studied. 
For evaluating how PCEF functions as defined in 23.203 is mapped into 5GC, the following table shows the distribution of those PCEF functionalities in EPC NFs and 5GC NFs.
	Main functionality
	EPC
	5GC
	Comment

	
	SGW/PGW/TDF Control Plane
	SGW/PGW/TDF User Plane
	AMF
	SMF
	UPF
	

	1. Service detection (DPI, IP-5-tuple)
	
	X
	
	
	X
	

	2. Bearer binding (bearer QoS & TFT)
	X
	
	
	
	
	Not applied to 5GC

	3. UL bearer binding verification and mapping of DL traffic to bearers
	
	X
	
	
	
	Not applied to 5GC

	4. UL and DL service level gating 
	
	X
	
	
	X
	

	5. UL and DL service level MBR enforcement
	
	X
	
	
	X
	

	6. UL and DL service level charging (online & offline, per charging key)
	X
	X
	
	X
	X
	Interaction with OCS and OFCS is performed at SMF; usage monitoring and reporting are performed at UPF

	7. Usage monitoring
	X
	X
	
	X
	X
	Interaction with PCF and OFCS is performed at SMF; usage monitoring and reporting are performed at UPF

	8. Event reporting (including application detection)
	X
	X
	X
	
	X
	User-plane related events such as application detection reporting supported in UPF, while control-plane related events such as RAT change and location update etc. supported in AMF.

	9. Request for forwarding of event reporting
	X
(TDF)
	
	
	
	
	Not applied to 5GC

	10. Redirection
	X
	X
	
	
	X
	

	11. FMSS handling 
	
	X
	
	
	
	TBD for 5GC

	12. PCC support for NBIFOM 
	X
	
	
	
	
	TBD for 5GC

	13. DL DSCP marking for application indication
	
	X
	
	
	X
	

	14. Predefined PCC/ADC rules activation and deactivation
	X
	X
	
	
	
	TBD for 5GC

	15. PCC support for SDCI
	X
	X
	
	
	
	TBD for 5GC

	16. Reflective QoS
	
	
	
	X
	X
	Not applied to EPC


Based on the above analysis, it can be concluded that the functionalities of PCEF in EPC are distributed in AMF, SMF and UPF in 5GC. For the PCEF functionality distributed in AMF, it has been renamed to be AMPEF.
2
Proposal

It is proposed to approve the following changes to TS 23.501:
· Update Architecture model and reference points to reflect the distribution of PCEF

· Update the definition of PCEF
· Give out a description of Enforcement Control Part
* * * * Start Change 1* * * *
A.2
Architecture model and reference points

A.2.1
Reference architecture
The policy framework functionality is comprised by the functions of the Policy Control Function (PCF), the Policy Control Enforcement Function (PCEF), the Access and Mobility Policy Enforcement Function (AMPEF), the Online Charging System (OCS) and the Application Function (AF).

Figure A.2.1-1 shows the policy framework architecture (non-roaming) in 5G:
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Figure A.2.1-1: Overall non-roaming 5G Policy framework architecture

Editor's note:
The reference point PUd and PSy are not yet defined in the baseline 5G architecture and the actual name is expected to change.
Editor's note:
Implications from multiple Slices and its relation to PCF are FFS.

Figure A.2.1-2 shows the roaming policy framework architecture (local breakout scenario with AF in VPLMN) in 5G:
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Figure A.2.1-2: Overall roaming policy framework architecture - local breakout scenario with AF in VPLMN
Figure A.2.1-3 shows the roaming policy framework architecture (local breakout scenario with AF in HPLMN) in 5G:
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Figure A.2.1-3: Overall roaming policy framework architecture - local breakout scenario with AF in HPLMN
Editor's note:
The need for this roaming scenario with local breakout and AF in HPLMN is FFS. Resolution of this editor's note also depends on feedback from GSMA.
Figure A.2.1-4 shows the roaming policy framework architecture (home routed scenario) in 5G:
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Figure A.2.1-4: Overall roaming policy framework architecture - home routed scenario

A.2.2
Reference points

A.2.2.1
N4 reference point

The N4 reference point resides between the SMF and the UPF.

The N4 reference point enables transport of QoS, traffic detection, traffic routing and forwarding, charging and usage monitoring control policies as well as the session control information from SMF to UPF.

The N4 reference point enables UPF to report the user plane events and usage to SMF.
A.2.2.2
N5 reference point

The N5 reference point resides between the AF and the PCF.

The N5 reference point enables transport of application level session information from AF to PCF.

The N5 reference point enables the AF to get information about IP-CAN session events.

A.2.2.3
N7 reference point

The N7 reference point resides between the PCEF and the PCF.

The N7 reference point enables the PCF to have dynamic policy and charging control at a PCEF.

The N7 reference point enables the signalling of policy and charging decision and it supports the following functions:

-
Establishment of IP-CAN session by the PCEF;

-
Request for policy and charging control decision from the PCEF to the PCF;

-
Provision of policy and charging control decision from the PCF to the PCEF;

-
Delivery of network events and IP-CAN session parameters from the PCEF to the PCF;

-
Termination of IP-CAN session by the PCEF or the PCF.

A.2.2.4
N15 reference point
The N15 reference point resides between the AMPEF and the PCF.

The N15 reference point enables the PCF to provide Access and Mobility Management related policies to the AMPEF and it supports the following functions:

-
Handling of UE Context Establishment request sent by the AMPEF to the PCF as part of UE Registration procedure(s);

-
Provision of access and mobility management decision from the PCF to the AMPEF;

-
Delivery of network events from the AMPEF to the PCF;

-
Handling of UE Context Termination request sent by the AMPEF to the PCF as part of UE De-Registration procedure.
A.2.2.5
N7r reference point

The N7r reference point resides between a PCF in the HPLMN (H-PCF) and a PCF in the VPLMN (V-PCF).

For roaming scenario, the N7r enables the H-PCF to:

-
Provision mobility policy rules to V-PCF in the VPLMN;

-
Handling of UE Context Establishment request sent by the V-PCF as part of UE Registration procedure(s);

-
Receipt of network events from the V-PCF;

-
Handling of UE Context Termination request sent by V-PCF as part of UE De-Registration procedure.
A.2.2.6
PUd reference point
The PUd reference point resides between the UDR and the PCF, acting as an Application Front End in a layered architecture as defined in TS 23.335 on User Data Convergence.

The PUd reference point enables the PCF to access policy control related subscription data stored in the UDR. The PUd interface supports the following functions:

-
Request for policy control related subscription information from the UDR

-
Provisioning of policy control related information to the UDR

-
Notifications from the UDR on changes in the subscription information

Editor's note:
The difference between Ud in TS 23.335 and PUd are FFS.

A.2.2.7
N23 reference point
The N23 reference point resides between the Network Data Analytics (NWDA) and the PCF. The N23 reference point, enables the PCF to subscribe to and be notified on network status analytics e.g. congestion information for a specific slice. NWDA provides slice specific network data analytics. The subscription to NWDA by PCF therefore is on a network slice level and the NWDA is not required to know about the current subscribers using the slice. NWDA notifies / publishes slice specific network status analytic information to the PCF(s) that are subscribed to it. This information is not subscriber specific. PCF uses that data in its policy decisions. The PCF, the slice and NWDA in question are always in the serving network.

NOTE:  NWDA functionality beyond its support for N23 is out of scope of 3GPP.
Editor's note:
The actual parameter notified to the PCF is FFS.
Editor's note:
Applicability of slicing in PCF architecture is FFS.
* * * * End Change 1* * **
* * * * Start Change 2* * * *
A.3.1.1
Distribution of the Enforcement of Policy Decisions

The table below summarizes the distribution of the enforcement of policy decisions, indicating per type of policy their enforcement control part functions, their actual enforcement functions, and the involved reference points. 
The enforcement control part function interacts with PCF, NEF and OCS for the exchange of policy and event/usage reporting information. 
The enforcement control part function derives policy rules based on the policies received from PCF, the result of credit management and other inputs (e.g. local events and events reported by the enforcement functions) if delegated policy is enabled by the PCF, and provides the derived policy rules to the enforcement function. 
The enforcement control part function collects events locally or from the enforcement function, and reports the events to PCF, NEF and/or OCS who subscribe the events.
Table A.3.1.1-1: Type of Polices versus Policy Enforcement

	Type of Policies
	Enforcement Control Part
	Enforcement 
	Involved Reference Points/Interfaces

	QoS
	SMF 
	UPF, RAN, UE
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF
N2: SMF -> RAN/AMF
N1: AMF/SMF-> UE

	Packet Inspection 
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	Packet Routing and forwarding
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	traffic usage reporting
	SMF 
	UPF 
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF

	Service Steering & Service Chaining
	FFS
	FFS
	FFS

	Congestion Management
	FFS
	FFS
	FFS

	Mobility Restrictions (MOD): Service Area Restrictions
	AMF 
	AMF, RAN, UE
	Npcf /N15: PCF -> AMF
N2: AMF -> RAN
N1: AMF -> UE

	RAT/Frequency selection Priority
	AMF 
	RAN
	Npcf /N15: PCF -> AMF
N2: AMF -> RAN

	Access Network Discovery and Selection Policy
	FFS
	UE, FFS
	FFS


NOTE: 
Credit management and reporting are to be defined in SA WG5 specification.  Charging control and relevant information is provided by SMF and UPF towards charging system.

Editor's note:
It is FFS the Enforcement distribution for Service Steering and Service Chaining, Congestion Management, Access Network Discovery and Selection Policy, SSC Mode Selection, and Network Slice Selection Policy in the 5GS.  Additional policy requirements are FFS.
* * * * End Change 2* * **
* * * * Start Change 3* * * *
A.3.1.2
Policy and Charging Enforcement Function 

PCEF is distributed in both the Policy Enforcement Control part and the Policy Enforcement function.
The PCEF of the Policy Enforcement Control part is within the SMF, and the PCEF of the Policy Enforcement function is within UPF.
The PCEF is responsible for the enforcement control of policy decisions related to QoS, charging, gating, service flow detection, packet routing and forwarding, traffic usage reporting.  

The actual enforcement of QoS, charging, gating, service flow detection, packet routing and forwarding and traffic accounting and reporting policy decisions can be distributed among the UPF, RAN and UE depending on the policy type. 


The functionalities of PCEF defined in TS23.203 are distributed in AMF, SMF and UPF in 5GC. For the PCEF functionality distributed in AMF, it has been renamed to be AMPEF. Table A.3.1.2 shows the mapping of PCEF functions as defined in 23.203 into 5GC NFs. 
Table 4.3.2-1: mapping of PCEF functions as defined in 23.203 into 5GC NFs
	Main functionality
	EPC
	5GC
	Comment

	
	SGW/PGW/TDF Control Plane
	SGW/PGW/TDF User Plane
	AMF
	SMF
	UPF
	

	1. Service detection (DPI, IP-5-tuple)
	
	X
	
	
	X
	

	2. Bearer binding (bearer QoS & TFT)
	X
	
	
	
	
	Not applied to 5GC

	3. UL bearer binding verification and mapping of DL traffic to bearers
	
	X
	
	
	
	Not applied to 5GC

	4. UL and DL service level gating 
	
	X
	
	
	X
	

	5. UL and DL service level MBR enforcement
	
	X
	
	
	X
	

	6. UL and DL service level charging (online & offline, per charging key)
	X
	X
	
	X
	X
	Interaction with OCS and OFCS is performed at SMF; usage monitoring and reporting are performed at UPF

	7. Usage monitoring
	X
	X
	
	X
	X
	Interaction with PCF and OFCS is performed at SMF; usage monitoring and reporting are performed at UPF

	8. Event reporting (including application detection)
	X
	X
	X
	
	X
	User-plane related events such as application detection reporting supported in UPF, while control-plane related events such as RAT change and location update etc. supported in AMF.

	9. Request for forwarding of event reporting
	X
(TDF)
	
	
	
	
	Not applied to 5GC

	10. Redirection
	X
	X
	
	
	X
	

	11. FMSS handling 
	
	X
	
	
	
	TBD for 5GC

	12. PCC support for NBIFOM 
	X
	
	
	
	
	TBD for 5GC

	13. DL DSCP marking for application indication
	
	X
	
	
	X
	

	14. Predefined PCC/ADC rules activation and deactivation
	X
	X
	
	
	
	TBD for 5GC

	15. PCC support for SDCI
	X
	X
	
	
	
	TBD for 5GC


NOTE: How the enforcement is performed for each policy type and what information carries the involved reference points (N4, N3, N2, N1) is described in TBD clauses of TS 23.501/TS 23.502.
* * * * End Change 3* * **
3GPP


_1550221790.doc


PUd







User Data Repository (UDR)







HPLMN







VPLMN











N7r







 



Home  Policy Control Function (hPCF)







PSy







Policy and Charging Enforcement Function (PCEF)







Access and Mobility Policy Enforcement Function (AMPEF)







N15







N7











Visted  Policy Control Function (vPCF)







Online Charging System (OCS)







N5







Application Function (AF)












_1550221792.doc


PUd







User Data Repository (UDR)







HPLMN







VPLMN











N7r







 



Home  Policy Control Function (hPCF)







PSy







Policy and Charging Enforcement Function (PCEF)







Access and Mobility Policy Enforcement Function (AMPEF)







N15







N7











Visted  Policy Control Function (vPCF)







Online Charging System (OCS)







N5







Application Function (AF)












_1551514582.doc


N4







UPF







Policy Control Enforcement Function (PCEF)







N7







N23







Policy Control Enforcement Function (PCEF)







SMF







Network Data Analytics  (NWDA)







Access and Mobility Policy Enforcement Function (AMPEF)







AMF







PUd







User Data Repository (UDR)







PSy







N15











Policy Control Function (PCF)







Online Charging System (OCS)







N5







Application Function (AF)












_1550221791.doc


PUd







User Data Repository (UDR)







HPLMN







VPLMN











N7r







 



Home  Policy Control Function (hPCF)







PSy







Policy and Charging Enforcement Function (PCEF)







Access and Mobility Policy Enforcement Function (AMPEF)







N15







N7











Visted  Policy Control Function (vPCF)







Online Charging System (OCS)







N5







Application Function (AF)












_1550221789.doc


N23







Network Data Analytics  (NWDA)







SMF







Access and Mobility Policy Enforcement Function (AMPEF)







AMF







N7







PUd







User Data Repository (UDR)







PSy







N15











Policy Control Function (PCF)







Online Charging System (OCS)







N5







Application Function (AF)












