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Discussion

1
Introduction

This paper proposes the interface from the PCF to provide policies to the UE.
2
UE Policy provision from PCF
According to the chapter A.3.1.3 UE Policy in the 3GPP TS 23.501 V0.3.1, the PCF can provide policy information to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in clause A.3.1.3.2.
2)
Route Selection Policies: These policies are used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The following policies are used for route selection:
2a)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.
2b)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI..
2c)
DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.
2d)
Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).

Editor's note:
It is FFS if the Route Selection Policies will be defined separately or if they could be grouped into a single policy. Clause A.3.1.3.3 shows an example of how these policies could be grouped.

The SSCMSP and NSSP shall be provided from the PCF to the UE via the N1 interface.
Editor's note:
It is FFS regarding PCF interactions and if the SSCMSP and the NSSP policies are transported via SMF and AMF or AMF only.

Editor's note:
It is FFS if the size of the policy rules to be transferred and frequency of the rules update from the PCF to the UE would require additional transport options.
Editor's note:
It is FFS if part of the policies can be transferred via UDM.
Editor's note:
Whether the information for Local Area Data Network described in clause 5.6.5 is included as UE Policy Provisioning or not is FFS.
The document specifies that the SSCMSP and the NSSP shall be provided from the PCF to the UE via the N1 interface. In addition, it shall also specify that the DNN Selection Policy and the Non-seamless Offload Policy shall be provided via the N1 interface to consider the whole set of routing policies.

One of the editor’s note questions if these policies shall be transported via SMF and AMF or AMF only.

Another editor’s note questions if the size of the policy rules to be transferred and frequency of the rules update from the PCF to the UE would require additional transport options
2.1
Considerations on the interface in the PCF to provide UE policy information 
The following table contains an analysis of the policies under discussion. They provide information about when the policy is used by the UE and which is the most appropriated moment to provide it to the UE.
	Policy
	Purpose
	When the policy is needed

	NSSP
	The UE uses this policy to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI.
	prior to the PDU session establishment

	SSCMSP
	The UE uses this policy to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.
	prior to the PDU session establishment

	DNN Selection Policy
	The UE uses this policy to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.
	prior to the PDU session establishment

	Non-seamless Offload Policy
	The UE uses this policy to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).
	prior to the PDU session establishment


2.2
Considerations on the size of the policy rules and the frequency of update
In chapter A.3.1.3.3 Grouping the Route Selection Policies there some examples of the contents of the routing policies. 
Considering that:
- the number of slices that can be expected in a network will not be a very big number

- the values of SSC mode is limited to three different values.

- the number of DNNs that can be expected in a network will not be a very big number
- although the policies may need to be updated in the UE, the frequency of the update per subscriber will not be high.
- the PCF can control the size of information provided to the UE by delivering the policies applicable to the UE according to the UE location and time of day.

it is considered sufficient the mechanism based on N15 and N1 interface to convey the routing policies to the UE and there is no need to consider additional transport options for these policies.

3
Summary

Regarding the NSSP, the UE needs to have the policy information prior to initiate application traffic so it is possible to steer the application to the proper slice and the proper PDU Session for the traffic.

For the SSCMSP, the situation is similar, i.e. the UE needs to have the policy information prior to initiate application traffic so it is possible to select the proper SSC mode and the proper PDU Session for the traffic.

The DNN Selection Policy, is also needed in the UE prior to initiate application traffic so it is possible to select the proper DNN and the proper PDU Session for the traffic.

The non-seamless offload policy is also needed in the UE prior to initiate application traffic so it is possible to select the proper access for the traffic.

Based on the above observations, in all the cases, the UE needs to have the policy information prior to establish a PDU Session to the network in order to be able to select the most appropriated session for the application traffic initiated by the UE.

Considering that the registration procedure is decoupled from the PDU session establishment procedure, the UE shall obtain the policy information during the registration procedure in order to have it available for the session establishment.

This means that the PCF shall provide the policy information for the routing policies via the N15 interface.

The mechanism based on N15 and N1 interface to convey the routing policies to the UE is appropriated and there is no need to consider additional transport options for these policies.

2
Proposal

The following is proposed to be updated to TS 23.501. It is proposed to use N15 interface to provide all types of routing policies to the UE that are further conveyed to the UE via N1.
* * * First change* * * *
A.3.1.3
UE Policy

A.3.1.3.1
General

The 5G core network shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in clause A.3.1.3.2.
2)
Route Selection Policies: These policies are used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The following policies are used for route selection:
2a)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.
2b)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI..
2c)
DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.
2d)
Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).

Editor's note:
It is FFS if the Route Selection Policies will be defined separately or if they could be grouped into a single policy. Clause A.3.1.3.3 shows an example of how these policies could be grouped.

The SSCMSP,NSSP, DNN Selection Policy and Non-seamless Offload Policy shall be provided from the PCF to the AMF via N15 interface and then from AMF to the UE via the N1 interface.


Editor's note:
It is FFS if part of the policies can be transferred via UDM.
Editor's note:
Whether the information for Local Area Data Network described in clause 5.6.5 is included as UE Policy Provisioning or not is FFS.
* * * End of changes* * * *
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