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1
Discussion

When the UE provides an NSSAI to the network, in some scenarios the network may not be able to select an AMF that supports all the S-NSSAIs in the NSSAI provided by the UE (e.g. the network may have AMFs dedicated to a specific S-NSSAI and that do not support other S-NSSAIs).

Depending on the type of services to which the UE requires access, the network may need to select which S-NSSAIs that are allowed by the network based on subscription and policies shall be supported for the UE, and select an AMF based on such S-NSSAIs.

Some S-NSSAIs configured in the UE may be required by the UE, depending on the type of connectivity required by the UE based on the UE subscription. Other S-NSSAIs may not be required but may have a higher priority than others.

This P-CR proposes to introduce an S-NSSAI Priority by defining an S-NSSAI as being comprised of:

- A Slice/Service type (SST), which refers to the expected Network Slice behaviour in terms of features and services;
- A Slice Differentiator (SD). which is optional information that complements the Slice/Service type(s) to allow further differentiation for selecting an Network Slice instance from the potentially multiple Network Slice instances that all comply with the indicated Slice/Service type. This information is referred to as SD.
- An optional S-NSSAI Priority, which identifies the priority of a specific S-NSSAI with respect to other S-NSSAI. The Priority can indicate that the S-NSSAI is “required”, or may provide a relative priority value with respect to the priority of other S-NSSAIs. 
When the network determines a conflict between the S-NSSAIs in the NSSAI and cannot support all the S-NSSAIs that are both supported by the network and allowed by the subscription (e.g. because no AMF can be selected that support all such S-NSSAIs), the AMF uses the S-NSSAI Priority to select which S-NSSAI(s) shall be supported for the UE and for which a value shall be returned in the Accepted NSSAI. The network then selects an AMF that support such S-NSSAI(s). 

2
Proposal

It is proposed to adopt the following in TS 23.501. 

* * * * First Change * * * *
5.15
Network slicing

5.15.1
General

Editor's note:
It is FFS for the following definitions ...

The network slice is a complete logical network that comprises of a set of network functions and corresponding resources necessary to provide certain network capabilities and network characteristics. It includes both 5G-AN and 5G CN. A Network Slice Instance (NSI) is the Instantiation of a Network Slice, i.e. a deployed set of network functions delivering the intended Network Slice Services according to a Network Slice Template.
A network slice comprises all the resources required to fulfil the service and may include:

-
the Core Network control plane and user plane Network Functions, as described in clause 4.2, as well as their resources (in terms of compute, storage and network resources, including the transport resources between the Network Functions),

-
the 5G Radio Access Network described in TS 38.xxx [x],

-
the N3IWF functions to the non-3GPP Access Network described in clause 4.2.7.2, and their respective resources in case the network slice is supporting a roaming service, the network slice encompasses the VPLMN part and the HPLMN part of the network slice.

Network slices may differ for supported features and network functions optimisations. The operator may deploy multiple Network Slice instances delivering exactly the same features but for different groups of UEs, e.g. as they deliver a different committed service and/or because they may be dedicated to a customer.

A single UE can simultaneously be served by one or more Network Slice instances via a 5G-AN. The AMF instance serving the UE logically belongs to each of the Network Slice instances serving the UE, i.e. this AMF instance is common to the Network Slice instances serving a UE.

Editor's note:
The following text is FFS ...


The AMF discovery and selection for the set of slices for a UE is triggered by the first contacted AMF in a registration procedure and it may lead to change of AMF. SMF discovery and selection is initiated by the AMF when a SM message to establish a PDU session is received from the UE. The NRF is used to assist the discovery and selection tasks.

A PDU session belongs to a specific Network Slice instance. Different Network Slice instances do not share a PDU session, though different slices may have slice-specific PDU sessions using the same DNN.

5.15.2
Identification and selection of a Network Slice: The S-NSSAI and the NSSAI

An S-NSSAI (Single Network Slice Selection Assistance information) identifies a Network Slice.

An S-NSSAI is comprised of:

- A Slice/Service type (SST), which refers to the expected Network Slice behaviour in terms of features and services;
- A Slice Differentiator (SD). which is optional information that complements the Slice/Service type(s) to allow further differentiation for selecting an Network Slice instance from the potentially multiple Network Slice instances that all comply with the indicated Slice/Service type. This information is referred to as SD.
- An optional S-NSSAI Priority, which identifies the priority of a specific S-NSSAI with respect to other S-NSSAI. The Priority can indicate that the S-NSSAI is “required”, or may provide a relative priority value with respect to the priority of other S-NSSAIs. 
The S-NSSAI can have standard values or PLMN-specific values. S-NSSAIs with PLMN-specific values are associated to the PLMN ID of PLMN that assigns it. An S-NSSAI shall not be used by the UE in access stratum procedures in any PLMN other than the one to which the S-NSSAI is associated.

Editor's note:
Whether a single value which is a representation of a collection of the S-NSSAIs could also be used as NSSAI is FFS.
The NSSAI is a collection of S-NSSAIs (Single Network Slice Selection Assistance Information). Each S-NSSAI assists the network in selecting a particular Network Slice Instance. The CN part of a Network Slice instance(s) serving a UE is selected by CN not by the RAN.

Editor's note:
Whether NSSAI is used for selection for the RAN part of the slice, it is up to RAN WGs.
5.15.3
Subscription aspects

Subscription data include the S-NSSAI of the Network Slices that the UE subscribes to. One or more S-NSSAIs can be marked as default S-NSSAI. If an S-NSSAI is marked as default, then the network is expected to serve the UE with the related Network Slice even when the UE does not send any S-NSSAI to the network in a Registration request.
Editor's note:
The following is FFS …

The UE subscription data may contain a default DNN value for a given S-NSSAI.
The NSSAI the UE provides in the Registration Request is verified against the user's subscription data.

5.15.4
UE NSSAI configuration and NSSAI storage aspects

A UE can be configured by the HPLMN with NSSAI. This is defined as Configured-NSSAI. A Configured NSSAI is PLMN-specific unless it is solely comprised of Standard S-NSSAI values, in which case the PLMN ID in the Configured NSSAI needs not be specified if it applies to all PLMNs a UE could roam to. A UE can be configured with NSSAI for several PLMNs.

Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an NSSAI, which may include one or more S-NSSAIs that shall be used by the UE for subsequent slice selection related procedures. This is known as Accepted NSSAI.
The UE shall store the Accepted NSSAI for each PLMN. The UE shall use the Accepted NSSAI when returning to the PLMN.
5.15.5
Detailed Operation Overview

When a UE Registers with a PLMN, the UE shall provide to the network in RRC and NAS layer either the Configured-NSSAI, the Accepted NSSAI or sub-set of those, if stored in the UE.
Editor's note:
Whether NSSAI in RRC and NAS are exactly the same, is to be determined. 

The NSSAI is used to select the AMF, whereas, the S-NSSAI is used to assist the selection of a Network Slice instance.
The UE shall store a Configured and/or Accepted NSSAI per PLMN.

-
The Configured NSSAI is configured in a UE by the HPLMN to be used in a PLMN when no PLMN-specific Accepted NSSAI is stored in the UE.

-
The Accepted NSSAI is the NSSAI provided by the PLMN to the UE in registration procedures and the UE shall use this in that PLMN until the next registration from that PLMN. The Registration Accept message may include the Accepted NSSAI. The accepted NSSAI may be updated by a subsequent Registration Procedure.

If the UE has been provided a Configured or Accepted NSSAI for the selected PLMN, the UE shall include this NSSAI in RRC Connection Establishment and in NAS. The RAN routes the initial access to an AMF using the provided NSSAI.
If the UE has not yet received any Accepted NSSAI for the selected PLMN, but the UE has been provided with a Configured NSSAI for the selected PLMN, the UE may provide the Configured NSSAI or sub-set in RRC Connection Establishment and in NAS. The RAN uses the NSSAI for routing the initial access to an AMF.

If the UE does not provide any NSSAI (Accepted or Configured) for the selected PLMN in RRC Connection Establishment and in NAS, the RAN sends NAS signalling to a default AMF.
Upon successful Registration, the UE is provided with a globally unique Temporary ID by its serving AMF. The UE includes the locally unique Temporary ID in the RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS message to the appropriate AMF, as long as the Temp ID is valid. In addition, the serving PLMN may return the latest Accepted NSSAI of the slices permitted by the serving PLMN for the UE. The Accepted NSSAI includes the S-NSSAI values of the slices permitted by the UE's serving PLMN.
When receiving the NSSAI and a complete locally unique Temporary ID in RRC, if the RAN can reach to the AMF corresponding with the locally unique Temporary ID, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the provided NSSAI, then the request is sent to a default AMF.

The network operator may provision the UE with network slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI. A default rule which matches all applications to a S-NSSAI may also be included. When a UE application associated with a specific S-NSSAI requests data transmission, then:

-
If the UE has one or more PDU sessions established with this specific S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.

If the UE does not have a PDU session established with this specific S-NSSAI, the UE requests a new PDU session with this S-NSSAI and with the DNN that may be provided by the application. In order for the RAN to select a proper resource for supporting network slicing in the RAN, RAN needs to be aware of the Network Slices used by the UE.

Editor's note:
how the RAN is made aware of the network slices used by the UE is FFS.
The network, based on local policies, subscription changes and/or UE mobility, can change the set of Network Slices that is being used by a UE by providing the UE a notification of Accepted NSSAI change indicating a new value of NSSAI. This then triggers a UE initiated re-Registration procedure including in RRC and NAS Signalling the value of the new NSSAI the network has provided.

Change of set of slices used by a UE (whether UE or Network initiated) may lead to AMF change subject to operator policy.

NOTE 1:
Changing the set of network slices accessible by the UE will result in termination ongoing PDU sessions with the original set of network slices if these slices are no longer used (Some slices are still retained, potentially).
Editor's note:
The condition is under which the UE is able to request the change of the network slices, and what it is able to request is FFS.
During the initial Registration procedure, in case the network decides that the UE should be served by a different AMF, then the AMF that first receives the initial Registration Request shall redirect the initial Registration request to another AMF via the RAN or via direct signalling between the initial AMF and the target AMF. The redirection message sent by the AMF via the RAN shall include information about the new AMF to serve the UE.
For a UE that is already registered, the system shall support a redirection initiated by the network of a UE from its serving AMF to a target AMF.

-
Operator policy determines whether redirection between AMFs is allowed.

-
If the network decides to redirect the UE due to NSSAI change, the network send the updated/new NSSAI to the UE using an RM procedure and an indication for the UE to initiate an Registration Update procedure with the updated/new NSSAI. The UE then initiates the Registration Update procedure with the updated/new NSSAI.

The AMF selects an SMF in a network slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies. The selected SMF establishes a PDU session based on S-NSSAI and DNN.
5.15.6
Network Slicing Support for Roaming

For roaming scenarios, the network slice specific network functions in VPLMN and HPLMN are selected based on the S-NSSAI provided by the UE during PDU connection establishment as following.

-
If a standardized S-NSSAI is used, then selections of slice specific NF instances are done by each PLMN based on the provided S-NSSAI.

-
Otherwise, the VPLMN maps the S-NSSAI of HPLMN to a S-NSSAI of VPLMN based on roaming agreement (including mapping to a default S-NSSAI of VPLMN). The selection of slice specific NF instance in VPLMN are done based on the S-NSSAI of VPLMN, and the selection of any slice specific NF instance in HPLMN are based on the S-NSSAI of HPLMN.

Editor's note:
The case where the HPLMN (based on roaming agreements) configured non-standard S-NSSAI values of the VPLMN in the Configured NSSAI for that PLMN is FFS
5.15.7
Network Slice Co-Existence
When the UE provides an NSSAI to the network, the network may not be able to select an AMF that supports all the S-NSSAIs in the NSSAI provided by the UE (e.g. the network may have AMFs dedicated to a specific S-NSSAI and that do not support other S-NSSAIs).

Depending on the type of services to which the UE requires access, the network may need to select which S-NSSAIs that are allowed by the network based on subscription and policies shall be supported for the UE, and select an AMF based on such S-NSSAIs.

Some S-NSSAIs configured in the UE may be required by the UE, depending on the type of connectivity required by the UE based on the UE subscription. Other S-NSSAIs may not be required but may have a higher priority than others.

When the network determines a conflict between the S-NSSAIs in the NSSAI and cannot support all the S-NSSAIs that are both supported by the network and allowed by the subscription (e.g. because no AMF can be selected that support all such S-NSSAIs), the AMF uses the S-NSSAI Priority to select which S-NSSAI(s) shall be supported for the UE and for which a value shall be returned in the Accepted NSSAI. The network then selects an AMF that support such S-NSSAI(s). 

Editor’s Note: it is FFS whether the S-NSSAI Priority value can be set only by the network when providing the Configured NSSAI(s) to the UE, or if the UE can modify the priority based e.g. on the services/applications activated by the user in the UE.

If the NSSAI provided by the UE contains:

-
S-NSSAI(s) whose priority is set to “required”, the network shall give priority to selecting an AMF that support such S-NSSAI(s), even if this means other S-NSSAIs in the NSSAI provided by the UE cannot be supported

Editor’s Note: it is FFS how the network behaves if multiple S-NSSAIs have a priority set to “required” cannot be simultaneously supported, e.g. in case of roaming UEs. 

-
after considering an S-NSSAI(s) whose priority is set to “required”, the network shall give priority to the S-NSSAIs with the highest relative priority value.

* * * * Next Change * * * *
* * * * End of Changes * * * *
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