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Reason for 
change:

The purpose of this CR is to describe how the lost of radio channel affects the SM states and the negotiated PDP context parameters. 

In case of lost of a radio channel, the MS should know how to behave when it has good radio condition again. Therefore the possible change of the SM state should be unambiguous in both MS and SGSN.  Different solution can be considered:

1)The complete deactivation of all PDP contexts in both MS and SGSN: 

This will trigger the MS to lose its connectivity and IP address. Immediately after this short radio break (that TCP may have recovered), the MS should reactivate all its PDP context, but also update many applications with the possibly new address. The applications may be Email servers, Mobile IP HA, push services, or a secure VPN... This solution will create a bad service for the user.

2) Maintaining all PDP contexts active: 

This is not really possible for real-time context, as the lost of radio channel prevent to maintain the negotiated QoS.

3) Real time PDP context are deactivated but non real time PDP context  are maintained active:

This proposal assume that a real time bearer is always associated with control channel, which is using a non-real time bearer. This seems needed as the reliability of both traffic are very different. Typically, voice frame are not retransmitted and error detection apply only to their header. But for control frame, error detection is used on all the frame, and retransmission guarantee its delivery.

Also real time channel are normally not used to carry bursty traffic, as bursty traffic will use unefficientely the reserved resources and may suffer from the more strict policing of real time bearer.

More in detail, the solution 3 is that:

- real time PDP context are deactivated if the radio connection is lost and radio re-establishment procedure have failed. This behaviour is similar to CS.

- Non real time PDP context are maintained even if  the radio access bearer is released. The reason is that non-real time PDP context provide connectivity for users (e.g. push services, Email service, web browsing). A break of radio connection would not disrupt significantly this services (e.g. TCP may recover up to 10 minutes), while a release of PDP context would disrupt this services (a lost of the IP address and/or firewall states would prevent push services to work).

4) All PDP contexts are maintained in Active state, but real-time PDP context are downgraded (locally in MS and SGSN) to a guaranteed bit rate of 0:

This solution will avoid losing IP address and connectivity for the (short) time the MS is out of coverage, even if the IP address is linked only with a single real-time PDP context. However, a real-time context with a guaranteed bit rate of 0 may not be able to have any data transfer due to policing. It will require the MS to modify this context immediately when recovering the radio connection or to deactivate the context.

Both solution 3 and 4 seems feasible. This CR propose this solution 4 as it does not make any assumptions of the services and how they should behave in this type of abnormal case, and the user should not loose the subscriber connectivity (due to our assumptions).

Note: In a practical example, a voice over IP user having a real time context for voice and a non real time context for VoIP CC, would lose its voice connection if the radio connection is lost and radio re-establishment procedure have failed. However, if shortly after a that a new call request arrives, the UMTS network will try to find the MS through paging, and if the MS is back under coverage, re-establish the call.

Note: The proposed behaviour is independent of the cause of the RAB release.
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9.2.3
Modification Procedures

An MS or GGSN can request, an SGSN can decide, possibly triggered by the HLR as explained in subclause "Insert Subscriber Data Procedure" or after Iu releasing initiated by the RNC an MS and SGSN shall according to predefined rules locally start, to modify parameters that were negotiated during an activation procedure for one or several PDP contexts.The following parameters can be modified:

-
QoS Negotiated;

-
Radio Priority;

-
Packet Flow Id;

-
PDP Address (in case of the GGSN-initiated modification procedure); and

-
TFT (in case of MS-initiated modification procedure).

The SGSN can request the modification of parameters by sending a Modify PDP Context Request message to the MS.

A GGSN can request the modification of parameters by sending an Update PDP Context Request message to the SGSN.

An MS can request the modification of parameters by sending a Modify PDP Context Request message to the SGSN.

An RNC can request the release of the Iu by sending an Iu Release Request message to the SGSN. After Iu releasing the MS and SGSN shall locally modify the PDP contexts according to rules defined in the chapter 9.2.3.4.
A trace may be activated while a PDP context is active. To enable trace activation in a GGSN, the SGSN shall send an Update PDP Context Request message to the GGSN. If PDP context modification is performed only to activate a trace, then the SGSN shall not send a Modify PDP Context Request message to the MS.

9.2.3.1
SGSN-Initiated PDP Context Modification Procedure

The SGSN-Initiated PDP Context Modification procedure is illustrated in Figure 1. Each step is explained in the following list.
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Figure 1: SGSN-Initiated PDP Context Modification Procedure

1)
The SGSN may send an Update PDP Context Request (TEID, QoS Negotiated, Trace Reference, Trace Type, Trigger Id, Initiating OMC Identity, OMC Identity) message to the GGSN. If QoS Negotiated received from the SGSN is incompatible with the PDP context being modified (e.g., the reliability class is insufficient to support the PDP type), then the GGSN rejects the Update PDP Context Request. The compatible QoS profiles are configured by the GGSN operator. The SGSN shall include Trace Reference, Trace Type, Trigger Id, Initiating OMC Identity, and OMC Identity in the message if GGSN trace is activated while the PDP context is active. The SGSN shall copy Trace Reference, Trace Type, and Initiating OMC Identity from the trace information received from the HLR or OMC.

2)
The GGSN may restrict QoS Negotiated given its capabilities and the current load. The GGSN stores QoS Negotiated and returns an Update PDP Context Response (TEID, QoS Negotiated, Cause) message.

3)
The SGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated, and may send a Modify PDP Context Request (TI, QoS Negotiated, Radio Priority, Packet Flow Id) message to the MS.

4)
The MS acknowledges by returning a Modify PDP Context Accept message. If the MS does not accept the new QoS Negotiated it shall instead de-activate the PDP context with the PDP Context Deactivation Initiated by MS procedure.

5)
For UMTS, the radio access bearer modification procedure may be executed.

6)
If BSS trace is activated while the PDP context is active, then the SGSN shall send an Invoke Trace (Trace Reference, Trace Type, Trigger Id, Initiating OMC Identity, OMC Identity) message to the BSS or UTRAN. Trace Reference, Trace Type, and Initiating OMC Identity are copied from the trace information received from the HLR or OMC.

For an MS with GPRS‑CSI defined, CAMEL interaction may be performed, see referenced procedure in 3G TS 23.078:

C1)
CAMEL-GPRS-Modify-PDP-Context.

9.2.3.2
GGSN-Initiated PDP Context Modification Procedure

The GGSN-Initiated PDP Context Modification procedure is illustrated in Figure 2. Each step is explained in the following list.
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Figure 2: GGSN-Initiated PDP Context Modification Procedure

1)
The GGSN sends an Update PDP Context Request (TEID, PDP Address, QoS Requested) message to the SGSN. QoS Requested indicates the desired QoS profile. PDP Address is optional.

2)
The SGSN may restrict the desired QoS profile given its capabilities, the current load, the current QoS profile, and the subscribed QoS profile. The SGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated, and sends a Modify PDP Context Request (TI, PDP Address, QoS Negotiated, Radio Priority, Packet Flow Id) message to the MS. PDP Address is optional.

3)
The MS acknowledges by returning a Modify PDP Context Accept message. If the MS does not accept the new QoS Negotiated it shall instead de-activate the PDP context with the PDP Context Deactivation Initiated by MS procedure.

4)
For UMTS, the radio access bearer modification procedure may be executed.

5)
Upon receipt of the Modify PDP Context Accept message, or upon completion of the RAB modification procedure, the SGSN returns an Update PDP Context Response (TEID, QoS Negotiated) message to the GGSN. If the SGSN receives a Deactivate PDP Context Request message, it shall instead follow the PDP Context Deactivation Initiated by MS procedure.

For an MS with GPRS‑CSI defined, CAMEL interaction may be performed, see referenced procedure in 3G TS 23.078:

C1)
CAMEL-GPRS-Modify-PDP-Context.

9.2.3.3
MS-Initiated PDP Context Modification Procedure

The MS-Initiated PDP Context Modification procedure is illustrated in Figure 3. Each step is explained in the following list.
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Figure 3: MS-Initiated PDP Context Modification Procedure

1)
The MS sends a Modify PDP Context Request (TI, QoS Requested, TFT) message to the SGSN. Either QoS Requested or TFT or both may be included. QoS Requested indicates the desired QoS profile, while TFT indicates the TFT that is to be added or modified or deleted from the PDP context.

2)
The SGSN may restrict the desired QoS profile given its capabilities, the current load, and the subscribed QoS profile. The SGSN sends an Update PDP Context Request (TEID, QoS Negotiated, TFT) message to the GGSN. If QoS Negotiated and/or TFT received from the SGSN is incompatible with the PDP context being modified (e.g., the reliability class is insufficient to support the PDP type or TFT contains inconsistent packet filters), then the GGSN rejects the Update PDP Context Request. The compatible QoS profiles are configured by the GGSN operator.

3)
The GGSN may further restrict QoS Negotiated given its capabilities and the current load. The GGSN stores QoS Negotiated, stores, modifies, or deletes TFT of that PDP context as indicated in TFT, and returns an Update PDP Context Response (TEID, QoS Negotiated) message.

4)
For UMTS, the radio access bearer modification procedure may be executed.

5)
The SGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated, and returns a Modify PDP Context Accept (TI, QoS Negotiated, Radio Priority, Packet Flow Id) message to the MS.

NOTE:
If the SGSN does not accept QoS Requested, then steps 2 and 3 of this procedure are skipped, and the existing QoS Negotiated is returned to the MS in step 4.

For an MS with GPRS‑CSI defined, CAMEL interaction may be performed, see referenced procedure in 3G TS 23.078:

C1)
CAMEL-GPRS-Modify-PDP-Context.

9.2.3.4
RNC-Initiated local PDP Context Modification Procedure
The RNC can request the release of Iu connection (see the chapter 12.8.3) e.g. due to a break of the radio connection or user inactivity. After Iu Release the PDP Contexts are modified as follows.

In SGSN, for a PDP context using background or interactive traffic class, the PDP Context is preserved.

In SGSN, for a PDP context using streaming or conversational traffic class, the PDP Context is preserved, but the guaranteed bit rate is downgraded to 0 kbit/s when the associated Radio Access bearer is released. The SGSN shall update PDP Context with the downgraded bit rate to the GGSN. This indicates the GGSN to stop sending packets to the SGSN on this PDP Context.
 A break of the radio connection triggers both MS and the SGSN to downgrade the guaranteed bit rate of the PDP context using streaming or conversational traffic class to 0kbits/s, but will not trigger modification of the PDP context using background or interactive traffic class. The Radio Access Bearer shall be released by the RNC only when the RRC re-establishment is not any more possible. Therefore the change happens simultaneously in MS and SGSN.

The following procedures shall be done in the MS when the radio coverage is lost.

In MS, for a PDP context using background or interactive traffic class, the PDP Context is preserved even if RRC re-establishment procedures have failed.

In MS, for a PDP context using streaming or conversational traffic class, the PDP Context is preserved, but the guaranteed bit rate is downgraded to 0 kbit/s when, after the associated Radio bearer is released, RRC re-establishment procedure have failed. The MS should start the MS-initiated PDP context modification procedure if it wishes to retain the PDP context or the PDP Context deactivation procedure after coverage is regained.
**** Next Modified Section ****

12.8.3
Iu Release Procedure

This procedure is used to release the Iu interface. This procedure also triggers the release of all the Iu connections and changes the 3G‑SGSN PMM state to PMM‑IDLE. Both RNC-initiated and SGSN-initiated Iu release procedures are showed in the figure below.
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Figure 4: Iu Release Procedure

NOTE 1:
Message 1 is only sent when the RNC-initiated Iu release procedure is considered.

NOTE 2:
Message 1 is not sent but message 2 is sent when the SGSN-initiated Iu release procedure is considered.

1)
The RNC notices that the RRC connection has been released or detects a need to release the radio resources. It sends an Iu Release Request (Cause) message to the SGSN. Cause indicates the reason for the release (O&M Intervention, Equipment Failure, Implicit Release, or Resource Optimisation). Implicit Release means that the periodic URA update timer expired. Resource Optimisation means that RNC decided to release an MS with only a non real-time bearer established to optimise the radio usage after the RRC-Connection-Release timer expired.

2)
The SGSN releases the Iu by sending the Iu Release Command (Cause) message to the RNC. This message may be triggered either by an Iu Release Request message, or by another SGSN event (e.g., authentication failure or detach). It is optional for the SGSN to send the Iu Release Command message after an Iu Release Request message with Cause set to Resource Optimisation is received from the RNC.

3)
If the RRC connection is not already released (Cause = Resource Optimisation), then the RNC sends a Release RRC Connection message to the MS. [Cause "Detach" or "Authentication failure are FFS]

4)
The MS returns a Release RRC Connection Acknowledge message to the RNC.

5)
The RNC confirms the Iu release by returning an Iu Release Completion message to the SGSN.

If the RNC does not receive the Release RRC Connection Acknowledge message and if Cause is different from Authentication Failure or Detach, then it should send a failure message to the SGSN, and the SGSN should stay in the MM‑CONNECTED state.
After Iu releasing, the MS and SGSN shall locally modify the PDP context using streaming or conversational traffic class according to predefined rules (see chapter 9.2.3.4).
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