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Abstract of the contribution: Proposes to update overall architecture.
1. Rationale for changes
[bookmark: _Toc471750287]It is proposed to update the arch. principle in 4.1 to clarify that the NF should be orthogonal entities to avoid duplication of functionality and ensure modularity. Orthogonality is essential for extensibility system.
In the TR, following agreements were made:
“To support "stateless" NFs (where the "compute" resource is decoupled from the "storage" resource that stores state as opaque data), 3GPP will specify (possibly by referencing) interfaces from NFs to a data storage function. NFs may use data storage function to store opaque data.
Exposure of information as a service is supported as follows:
-	Network functions may expose structured information (e.g. UE related information) to other network functions as a capability. Exposure of information can trigger actions in the consuming NF.
NOTE 6:	What information is to be exposed will be determined during the normative phase.
-	A network function may use information exposed by other network functions.
-	A network function may expose information that it received from another NF.
-	The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions and used for other purposes such as analytics.”
According to the agreements, it is understood that the NFs may use DSF for storing opaque data and NEF may store structured data in DSF. Furthermore, DSF is a 3GPP defined network function. 
It is up to implementations/deployments to decide whether a single instance of DSF is deployed for both the purpose or different instances of DSFs are deployed for both the purpose. 
Just as for other interfaces, it is up to stage 3 (CT4) decision to determine whether it is the same protocol or different protocol to be used for the two purpose. In either case, a DSF network function can support one or two protocols (e.g. e.g. a single NF can support GTP and PMIP or GTP and DIAMETER in EPS). 
For both the use cases, DSF should be in the PLMN local to the respective NF. For storing session context, DSF should be local to respective NF that uses DSF for session context. For storing structured data for information exposure, DSF should be local to NEF. Thus for roaming scenarios, it must be present in the VPLMN and HPLMN.
Fixed roaming SB architecture figures to move AF outside the enclosed box.
Added a reference point for AMF to EIR. Just as in TS 23.401, reference point number and description has been added for EIR but not added in the figure.
2	Proposal
It is proposed to modify TS 23.501 as follows… 
* * * * First Change * * * *(update existing text)
[bookmark: _Toc473204167][bookmark: _Toc473547244]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
5GC	5G Core Network
5GS	5G System
5G-AN	5G Access Network
5QI	5G QoS Indicator
5G-RAN	5G Radio Access Network
AF	Application Function
AMF	Access and Mobility Management Function
AS	Access Stratum
CP	Control Plane
FQDN	Fully Qualified Domain Name
NEF	Network Exposure Function
NF	Network Function
NR	New Radio
NRF	Network Repository Function
PCF	Policy Control Function
QoE	Quality of Experience
SA NR	Standalone New Radio
S-DSF	Structured Data Storage Function
SMF	Session Management Function
U-DSF	Unstructured Data Storage Function

UPF	User Plane Function

* * * * Next Change * * * *(update existing text)
4.2	Architecture reference model
[bookmark: _Toc473547245]4.2.1	General
This specification describes the architecture for the 5G system. The interaction between network functions is represented in two ways.
-	A service-based representation, where network functions (e.g. AMF) within the control plane enables other authorized network functions to access their services. This representation also includes point-to-point reference points where necessary.
-	A reference point representation, focusing on the interactions between pairs of network functions described by point-to-point reference point (e.g. N11) between any two network functions (e.g. AMF and SMF) is depicted when some interaction exists between these two network functions.
Service-based interfaces are listed in clause 4.2.4. Reference points are listed in clause 4.2.5.
Network functions within the 5G Core Control Plane unless explicitly stated otherwise, shall exhibit service-based interfaces for services that can be used by other authorized network functions.
NOTE:	This will be evaluated on a case by case basis when specifying the procedure.
Editor's note:	The above two statements will be revisited when the work on system procedure is stable.
[bookmark: _Toc473547246]4.2.2	Network Functions and entities
The 5G System architecture consists of the following network functions (NF). The functional description of these network functions is specified in clause 6.
-	Authentication Server Function (AUSF)
-	Core Access and Mobility Management Function (AMF)
-	Data network (DN), e.g. operator services, Internet access or 3rd party services
-	Structured Data Storage network function Function (S-DSF)
-	Unstructured Data Storage Function (U-DSF)
Editor's note:	Different data storage functions can be used for storing structured data from NEF and storing opaque data from NF. How this is captured is FFS.
-	Network Exposure Function (NEF)
-	NF Repository Function (NRF)
-	Policy Control function (PCF)
-	Session Management Function (SMF)
-	Unified Data Management (UDM)
-	User plane Function (UPF)
-	User Equipment (UE)
-	(Radio) Access Network ((R)AN)
4.2.3	Non-roaming reference architecture
Figure 4.2.3-1 depicts the non-roaming reference architecture with service-based interfaces within the Control Plane.




Figure 4.2.3-1: 5G System Service-based architecture
Figure 4.2.3-2 depicts the 5G System architecture in the non-roaming case, using the reference point representation showing how various network functions interact with each other.


Figure 4.2.3-2: Non-Roaming 5G System Architecture in reference point representation
NOTE 12:	N9, N14 are not shown in all other figures however they may also be applicable for other scenarios.
NOTE 23:	For the sake of clarity of the point-to-point diagrams, the U-DSF, S-DSF, NEF and NRF have not been depicted. However, all depicted Network Functions can interact with the U-DSF, NEF and NRF as necessary. 
NOTE 4:	The UDM contains UDR. For clarity, the UDR and its connections with other NFs, e.g. PCF, are not depicted in the point-to-point and service-based architecture diagrams.

Figure 4.2.3-3 depicts the non-roaming architecture for UEs concurrently accessing two (e.g. local and central) data networks using multiple PDU Sessions, using the reference point representation. This figure shows the architecture for multiple PDU sessions where two SMFs are selected for the two different PDU sessions. However, each SMF may also have the capability to control both a local and a central UPF within a PDU session.


Figure 4.2.3-3: Applying non-roaming 5G System architecture for multiple PDU session in reference point representation
Figure 4.2.3-4 depicts the non-roaming architecture in case concurrent access to two (e.g. local and central) data networks is provided within a single PDU session, using the reference point representation.


Figure 4.2.3-4: Applying non-roaming 5G System architecture for concurrent access to two (e.g. local and central) data networks (single PDU session option) in reference point representation
[bookmark: _Toc473204174]4.2.4	Roaming reference architectures
Figure 4.2.4-1 depicts the 5G System roaming architecture with local breakout with service-based interfaces within the Control Plane.




Figure 4.2.4-1 Roaming 5G System architecture- local breakout scenario with AF in VPLMN in service-based interface representation
Figure 4.2.4-2 depicts the 5G System roaming architecture with local breakout with AF in HPLMN in service-based interfaces within the Control Plane.




Figure 4.2.4-2 Roaming 5G System architecture - local breakout scenario with AF in HPLMN in service-based interface representation
Figure 4.2.4-2 depicts the 5G System roaming architecture in case of home routed scenario when service-based interfaces within the Control Plane.




Figure 4.2.4-3 Roaming 5G System architecture - home routed scenario in service-based interface representation
Figure 4.2.4-4 depicts 5G System roaming architecture in case of local break out scenario with AF in VPLMN using the reference point representation.


Figure 4.2.4-4: Roaming 5G System architecture - local breakout scenario with AF in VPLMN in reference point representation
Figure 4.2.4-5 depicts 5G System roaming architecture in case of local break out scenario with AF in the HPLMN using the reference point representation.


Figure 4.2.4-5: Roaming 5G System architecture -local breakout scenario with AF in the HPLMN in reference point representation
Following figure 4.2.4-4 depicts the 5G System roaming architecture in case of home routed scenario using the reference point representation.


Figure 4.2.4-5: Roaming 5G System architecture-Home routed scenario in reference point representation
[bookmark: _Toc473204175]4.2.5	Data Storage architectures
As depicted in Figure 4.2.5-1, the 5G system architecture allows any NF to store and retrieve its unstructured data into/from a U-DSF. The U-DSF belongs to the same PLMN where the network function is located. CP NFs may share a U-DSF for storing their respective unstructured data or may each have their own U-DSF (e.g. a U-DSF may be located close to the respective NF).


Figure 4.2.5-1: Data storage architecture for unstructured data from any NF
NOTE 1: 	3GPP will specify (possibly by referencing) the N18 interface.
As depicted in Figure 4.2.5-2, the 5G system architecture allows the NEF to store structured data in the S-DSF intended for network external and network internal exposure by the NEF. S-DSF belongs to the same PLMN where the NEF is located. 


Figure 4.2.5-2: Data storage architecture for structured data from the NEF
NOTE 2:	Deployments can choose to collocate S-DSF with other NFs (e.g. UDR, U-DSF).
4.2.56	Service-based interfaces
The 5G System Architecture contains the following service-based interfaces:
Namf:	Service-based interface exhibited by AMF.
Nsmf:	Service-based interface exhibited by SMF.
Nnef:	Service-based interface exhibited by NEF.
Npcf:	Service-based interface exhibited by PCF.
Nudm:	Service-based interface exhibited by UDM.
Naf:	Service-based interface exhibited by AF.
Nnrf:	Service-based interface exhibited by NRF.
Nausf:	Service-based interface exhibited by AUSF.
[bookmark: _Toc473204176]4.2.67	Reference points
The 5G System Architecture contains the following reference points:
N1:	Reference point between the UE and the Access and Mobility Management function.
N2:	Reference point between the (R)AN and the Access and Mobility Management function.
N3:	Reference point between the (R)AN and the User plane function (UPF).
N4:	Reference point between the Session Management function (SMF) and the User plane function (UPF).
N5:	Reference point between the Policy Function (PCF) and an Application Function (AF).
N6:	Reference point between the UP function (UPF) and a Data Network (DN).
NOTE:	The traffic forwarding details of N6 between a UPF acting as an uplink classifier and a local data network will not be specified in this release.
N7:	Reference point between the Session Management function (SMF) and the Policy Control function (PCF).
N7r:	Reference point between the vPCF and the hPCF.
N8:	Reference point between Unified Data Management and AMF.
N9:	Reference point between two Core User plane functions (UPFs).
N10:	Reference point between UDM and SMF.
N11:	Reference point between Access and Mobility Management function (AMF) and Session Management function (SMF).
N12:	Reference point between Access and Mobility Management function (AMF) and Authentication Server function (AUSF).
N13:	Reference point between UDM and Authentication Server function (AUSF).
N14:	Reference point between two Access and Mobility Management functions (AMFs).
N15:	Reference point between the PCF and the AMF in case of non-roaming scenario, V-PCF and AMF in case of roaming scenario.
N16:	Reference point between two SMFs, (in roaming case between V-SMF and the H-SMF).
N17:	Reference point between AMF and EIR.
N18:	Reference point between any NF and U-DSF.
N19:	Reference point between NEF and S-DSF.
[bookmark: _GoBack]Editor’s note: The nature of N18 is FFS and it will be determined in coordination with Stage 3 groups. Depending on the conclusion, the N18 reference point may need to be renamed.
Editor’s note: Whether the N19 reference point between the NEF and the S-DSF is a service-based interface or not is FFS. Depending on the conclusion the N19 reference point may also be renamed.

* * * * Next Change * * * *(update existing text)
[bookmark: _Toc473204294]6	Network Functions
Editor's note:	This should include Network functions, functionalities and NF selection functionality, etc.
[bookmark: _Toc473204295]6.1	General
[bookmark: _Toc473204296]6.2	Network Function Functional description
Editor's note:	This should include various network functions in the architecture, features and functionalities supported.
[bookmark: _Toc473204297]6.2.1	AMF
The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functionalities may be supported in a single instance of a AMF:
-	Termination of RAN CP interface (N2).
-	Termination of NAS (N1), NAS ciphering and integrity protection.
-	Registration management.
-	Connection management.
-	Reachability management.
-	Mobility Management.
-	Lawful intercept (for AMF events and interface to LI System).
-	Transparent proxy for routing SM messages.
-	Access Authentication.
-	Access Authorization.
-	Security Anchor Function (SEA). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF.
-	Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys.
NOTE:	Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and mobility management.
NOTE:	Not all of the functionalities are required to be supported in an instance of a network slice.
Editor's note:	When there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.
[bookmark: _Toc473204298]6.2.2	SMF
The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:
-	Session Management e.g. Session establishment, modify and release, including tunnel maintain between UPF and AN node.
-	UE IP address allocation & management (incl optional Authorization).
-	Selection and control of UP function.
-	Configures traffic steering at UPF to route traffic to proper destination.
-	Termination of interfaces towards Policy control functions.
-	Control part of policy enforcement and QoS.
-	Lawful intercept (for SM events and interface to LI System).
-	Termination of SM parts of NAS messages.
-	Downlink Data Notification.
-	Initiator of AN specific SM information, sent via AMF over N2 to AN.
-	Determine SSC mode of a session (for IP type PDU session)
-	Roaming functionality:
-	Handle local enforcement to apply QoS SLAs (VPLMN).
-	Charging data collection and charging interface (VPLMN).
-	Lawful intercept (in VPLMN for SM events and interface to LI System).
-	Support for interaction with external DN for transport of signalling for PDU session authorization/authentication by external DN.
NOTE:	Not all of the functionalities are required to be supported in an instance of a network slice.
Editor's note:	when there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.
[bookmark: _Toc473204299]6.2.3	UPF
The User plane function (UPF) includes the following functionality. Some or all of the UPF functionalities may be supported in a single instance of a UPF:
-	Anchor point for Intra-/Inter-RAT mobility (when applicable).
-	External PDU session point of interconnect to Data Network.
-	Packet routing & forwarding.
-	Packet inspection and User plane part of Policy rule enforcement.
-	Lawful intercept (UP collection).
-	Traffic usage reporting.
-	Uplink classifier to support routing traffic flows to a data network.
-	Branching point to support multi-homed PDU session.
-	QoS handling for user plane, e.g. packet filtering, gating, UL/DL rate enforcement
-	Uplink Traffic verification (SDF to QoS flow mapping).
-	Transport level packet marking in the uplink and downlink.
-	Downlink packet buffering and downlink data notification triggering.
NOTE:	Not all of the UPF functionalities are required to be supported in an instance of user plane function of a network slice.
[bookmark: _Toc473204300]6.2.4	PCF
The Policy function (PCF) includes the following functionality:
-	Supports unified policy framework to govern network behaviour.
-	Provides policy rules to control plane function(s) to enforce them.
NOTE:	The Policy control function (PCF) is assumed to retrieve subscription information from a subscription repository (UDM).
[bookmark: _Toc473204301]6.2.5	NEF
The Network Exposure Function (NEF) supports the following functionality:
-	It provides a means to securely expose the services and capabilities provided by 3GPP network functions e.g 3rd party, internal exposure/re-exposure.
-	The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions and used for other purposes such as analytics.
Editor's note:	Bullet above needs to be reflected in the figure.
[bookmark: _Toc473204302]6.2.6	NRF
The NF Repository Function (NRF) supports the following functionality:
-	Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.
NOTE:	Whether NRF is an enhancement of DNS server is to be determined during Stage 3.
Editor's note:	Whether NRF is used only for NF instance discovery or both NF discovery and selection is FFS.
Editor's note:	Whether Network repository function (NRF) is an enhancement of DNS server will be determined by CT WGs.
[bookmark: _Toc473204303]6.2.7	UDM
The Unified Data Management (UDM) supports the following functionality:
-	Supports Authentication Credential Repository and Processing Function (ARPF). This function stores the long-term security credentials used in authentication for AKA.
-	Stores Subscription information.
NOTE:	UDR (User data repository) could be present within the UDM.
[bookmark: _Toc473204304]6.2.8	AUSF
The AUSF supports the following functionality:
-	Supports Authentication Server Function (AUSF) as specified by SA WG3.
Editor's note:	when there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.
6.2.9	S-DSF
The S-DSF is an optional function that supports the following functionality:
-	Storage and retrieval of information as structured data by the NEF.
NOTE 1:	Deployments can choose to collocate DSF-S with other NFs (e.g. UDR, DSF-U). 
6.2.10	U-DSF
The U-DSF is an optional function that supports the following functionality:
-	Storage and retrieval of information as unstructured data by any NF.
NOTE 1:	Deployments can choose to collocate DSF-U with other NFs (e.g. DSF-S).

* * * * End Change * * * 
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