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Abstract of the contribution: New solution proposed for FS_IOPS_LB.
Discussion
This is a new solution to FS_IOPS_LB were the limited backhaul is used for authentication only.
***************** Start of changes **********************

6.x
Solution n: Limited backhaul for authentication only
6.x.1
Description
6.x.1.1
Introduction and high-level architecture
This is a solution to Key Issue 1.

This solution is based on the concept described in TS23.401 Annex K (informative): Isolated E-UTRAN Operation for Public Safety but also making it possible to use a limited backhaul for authentication of UEs not having the subscription in the local HSS. This makes it possible for IOPS-enabled UEs equipped with USIM credentials of other IOPS PLMNs not handled by the Local HSS to attach to the IOPS network i.e. a type of roaming functionality in the IOPS network.
Based on these principles, the following architecture is proposed:


[image: image1.emf]I

I

I

IOPS network no backhaul

Broadcast PLMN ID = I

Local EPC

HSS (I)

I

J

K

PLMN J

HSS (J)

HSS (K)

PLMN K

I

I

I

IOPS network with Limited Backhaul

Broadcast PLMN ID = I

Local EPC

HSS (I)

I

AAA Proxy

Or

DRE

S6a’

S6a

S6a


Figure 6.1.1.1-1: High-level architecture for IOPS network using the backhaul for authentication only
With regards to Network Domain Security (see TS 33.210 [x]), the AAA Proxy/DRE belongs to the security domain of the macro CN whereas the IOPS Network (including the L-MME) does not. The solution for handling the authentication between the IOPS network, AAA Proxy/DRE and the macro PLMNs to be determined by SA3.

The IOPS Network uses a PLMN ID that is dedicated to IOPS mode of operation and therefore different to the PLMN ID of the macro network. When operating in IOPS mode, IOPS-enabled UEs only use the appropriate USIM credentials defined in the UICC, i.e. those defined exclusively for use in an IOPS PLMN. A UE moving between IOPS networks or between IOPS network and macro network will make detach followed by an attach i.e. TAU or handover is not possible. The reasons that mobility are not supported are due to the use of different USIM credentials and that there is no user plane going in/out from the IOPS network (PDN GW change) 
6.x.1.3
Information flows

6.x.1.3.1
Initial Attach procedure

The following diagram describes the information flow for the Initial Attach procedure. 
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Figure 6.1.1.3.1-1: Initial Attach procedure

The eNodeB, New MME, Serving GW and PDN GW in the above figure will be the part of the IOPS network i.e. eNodeB, Local MME and Local GW. The HSS can be either the Local HSS or an HSS in the macro network. PCRF is not valid in the IOPS network. 
1-2.
Attach Request sent from UE to L-MME as specified in TS 23.401 [2].

3-4.
The L-MME may send the Identification Request to L-MME in another IOPS network over the limited backhaul were the UE has used the IOPS PLMN. If the UE previously was attached to a macro PLMN not using the IOPS PLMN it will not be useful to make an Identification Request as the UE is not having the same IMSI in the IOPS network as used in the macro PLMN due to change of USIM.
5a.
The L-MME sends the Authentication Request to the Local HSS if the UE has a subscription in the Local HSS. If the UE has no subscription in the Local HSS the local MME sends the Authentication request to a relevant HSS in the macro network. 
5b.
Local MME sends ME Identity Check over the limited backhaul to the relevant EIR..
8.
The L-MME sends an Update Location Request message to the Local HSS, unless the UE was already registered in this L-MME. HSS responds and provides the subscription data in step 11. If the UE subscription is not in the Local HSS the L-MME sends the Update Location Request over the limited backhaul to a HSS in a macro network.
12-16.
The L-MME sends a Create Session request to the L-GW located in the same IOPS network. The L-GW performs the operations of both S-GW and P-GW for creating the default bearer and returns a Create Session Response to the L-MME.

17-18.
Attach Accept from L-MME to UE, as specified in TS 23.401 [2] from MME to UE.

6.x.2
Impacts on existing nodes and functionality
New reference point S6a' between L-MME and AAA Proxy/DRE, based on S6a.
6.x.3
Solution evaluation
Editor's Note: The security aspects of this solution need to be investigated by SA3.
***************** End of changes **********************
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