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1. Introduction
This paper proposes a solution to key issue 1. This solution uses RAT type parameter to identify unlicensed spectrum per bearer basis in EPS.

In the EPS, the RAT type parameter is used to identify a RAT being attached and being used to carry user packets. This solution proposes to continue using existing RAT type parameter to identify unlicensed spectrum in dual connectivity environment. 

This solution is characterized by the following enhancements;

-
Defining the RAT type information per bearer

As the E-RAB Modification can be performed per bearer basis, it is reasonable to identify the RAT type per bearer. In order to identify a RAT type per bearer, this solution proposes the following updates.

S1-AP interface:

The E-RAB Modification indication message newly carry RAT type information per S1-U bearer basis. For example, "E-RAB to Be Modified Item IEs" will include RAT type. But how to update the S1 AP protocol is left open to the RAN3.

GTP v2 interfaces:

The following GTP messages newly carry RAT type information per bearer basis. 
· Create Session Request message

· Bearer Resource Command message

· Modify Bearer Request message

· Modify Access Bearers Request message

· Context Request message

· Change Notification Request message

Note that according to the 3GPP TS 29.274 [XX], the RAT type information is already included per message, i.e. per PDN session or per UE. 

As new RAT type information can be indicated in the each bearer context IEs, EPC nodes can recognize which RAT actually being used for carrying user packets per bearer basis.

As new RAT type information is added in addition to the existing RAT type information, this approach guarantees backward compatibility. For example, if the PGW is made based on release 14, then newly added RAT type in the bearer contest IE by the MME is simply discarded but the existing RAT type information can still be refereed as it is today.

-
Procedure updates.

E-UTRAN initiated E-RAB modification procedure needs to be updated.
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Figure 6.x.1-1: RAT type reporting flow
Step 1: Whenever E-RAB Modification procedure takes place that effects RAT type change, the MeNB sends the E-RAB Modification indication message to the MME with RAT type information per S1-U bearer basis.
Step 2: The Modify Bearer Request message newly includes RAT type information per bearer basis. If the SGW detects that the RAT type information is changed, then the SGW forwards the Modify Bearer Request message to the PGW in order to let the PGW know the last RAT type being used by the UE.
-
RAT type information value.

According to the 3GPP TS29.272 [YY], the following RAT type values are defined.

· WLAN (0)

· VIRTUAL (1)

· UTRAN (1000)

· GERAN (1001)

· GAN (1002)

· HSPA_EVOLUTION (1003)

· EUTRAN (1004)

· EUTRAN-NB-IoT (1005)

· CDMA2000_1X (2000)

· HRPD (2001)

· UMB (2002)

· EHRPD (2003)

There are a few ways to express Dual Convertibility configuration. This solution proposes to take Alternative 2 from the following alternatives since this alternative can express exact how RAT is used for carrying user packets. 

Note that this added RAT type values can apply not only GTP based interfaces but also S1-AP, Gx, Gxx, Rx, Sy and Gy interfaces.  
· Alternative 1: Use RAN terminology. Although it is simple, it does not indicate exactly what RAT being used. The following values are candidates to be added.
· LAA 

· LWA

· LWIP
· Alternative 2: Add unlicensed LTE access and all combination of split bearer. For the switched LWA bearer in the LWA and the LWIP, the existing RAT type "WLAN" is used. The newly added "Unlicensed EUTRAN" is used for the LAA with the SCG bearer.
· Unlicensed EUTRAN 

· EUTRAN and Unlicensed EUTRAN aggregation
· EUTRAN and WLAN aggregation
1. Proposal

It is proposed capture it as a solution of the Key issue #1 in TR 23.729. 
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2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.101: "Service aspects; Service principles".

[3]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".
[XX]
3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".
[YY]
3GPP TS 29.272: "Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".

>>>Start Next Changes<<<
6.x
Solution #x: Use of RAT type IE per bearer for unlicensed spectrum identification

This is a solution to Key issue #1.

6.x.1
Description
In the EPS, the RAT type parameter is used to identify a RAT being attached and being used to carry user packets. This solution proposes to continue using existing RAT type parameter to identify unlicensed spectrum in dual connectivity environment.
This solution applies to only the SCG bearers in DC and switched LWA bearer.
This solution is characterized by the following enhancements;

-
Defining the RAT type information per bearer

As the E-RAB Modification can be performed per bearer basis, it is reasonable to identify the RAT type per bearer. In order to identify a RAT type per bearer, this solution proposes the following updates.

S1-AP interface:

The E-RAB Modification indication message newly carry RAT type information per S1-U bearer basis. For example, "E-RAB to Be Modified Item IEs" will include RAT type. But how to update the S1 AP protocol is left open to the RAN3.

GTP v2 interfaces:

The following GTP messages newly carry RAT type information per bearer basis. 

· Create Session Request message

· Bearer Resource Command message

· Modify Bearer Request message

· Modify Access Bearers Request message

· Context Request message

· Change Notification Request message

Note that according to the 3GPP TS 29.274 [XX], the RAT type information is already included per message, i.e. per PDN session or per UE. 

As new RAT type information can be indicated in the each bearer context IEs, EPC nodes can recognize which RAT actually being used for carrying user packets per bearer basis.

As new RAT type information is added in addition to the existing RAT type information, this approach guarantees backward compatibility. For example, if the PGW is made based on release 14, then newly added RAT type in the bearer contest IE by the MME is simply discarded but the existing RAT type information can still be refereed as it is today.

-
Procedure updates.

E-UTRAN initiated E-RAB modification procedure needs to be updated.
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Figure 6.x.1-1: RAT type reporting flow
Step 1: Whenever E-RAB Modification procedure takes place that effects RAT type change, the MeNB sends the E-RAB Modification indication message to the MME with RAT type information per S1-U bearer basis.

Step 2: The Modify Bearer Request message newly includes RAT type information per bearer basis. If the SGW detects that the RAT type information is changed, then the SGW forwards the Modify Bearer Request message to the PGW in order to let the PGW know the last RAT type being used by the UE.
-
RAT type information value.

According to the 3GPP TS29.272 [YY], the following RAT type values are defined.

· WLAN (0)

· VIRTUAL (1)

· UTRAN (1000)

· GERAN (1001)

· GAN (1002)

· HSPA_EVOLUTION (1003)

· EUTRAN (1004)

· EUTRAN-NB-IoT (1005)

· CDMA2000_1X (2000)

· HRPD (2001)

· UMB (2002)

· EHRPD (2003)

In addition to the existing RAT type, the following RAT type can be added.

· LAA

· WLAN with LWA


Note that this added RAT type values can apply not only GTP based interfaces but also S1-AP, Gx, Gxx, Rx, Sy and Gy interfaces.  

· 
· 
· 
· 
· 
· 
· 
· 
6.x.2
Impacts on existing nodes and functionality
-
eNB
When a master eNB sends the E-RAB Modification Indication message to the MME, the master eNB includes the RAT type information being used per S1-U bearer basis.



-
MME
The MME extracts the RAT type information per bearer in the E-RAB Modification Indication message and put them into the modify bearer request message.

The MME indicates in the modify bearer request message that the purpose of this message is just to inform RAT type update only. I.e. No path update is required.

-
SGW
The SGW relay the modify bearer request message to the PGW when the SGW detects that the RAT type information per bearer is changing.

The SGW indicates in the modify bearer request message to the PGW that the purpose of this message is just to inform RAT type update only.

The SGW receives the modify bearer request message with the RAT type information per bearer and take necessary action toward the Gxx interface.
-
PGW
The PGW receives the modify bearer request message with the RAT type information per bearer and take necessary action toward the Gx, Sy and Gy interfaces.

6.x.3
Solution Evaluation

Editor's note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
>>>End of Changes<<<
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*************START OF TEXT EXTRACT*************

=== 23.402 ===

13
Information Storage

13.0
General

This clause describes the additional information stored in different nodes while the UE is in non-3GPP access.

The information provided in clauses 13.1, 13.2 and 13.3 is incomplete in this Release of the specification and intended only for information. Detailed information is available in corresponding stage 3 specifications.

13.1
HSS

The data held in the HSS when non 3GPP accesses are not used is defined in TS 23.401 [4].

The additional data held in the HSS when non 3GPP accesses are used is defined in table 13.1-1 below.

Table 13.1-1: HSS EPS Data (additional aspects for non 3GPP accesses)

	Field
	Description

	3GPP AAA Server name
	The Identity of the 3GPP AAA Server serving the UE currently.

	QoS profile per access 
	The quality of service profile subscribed for a particular access for a specific APN

	ODB 
	Indicates that the status of the operator determined barring for a specific access.

	Access Restriction
	Indicates the access restriction subscription information. 


=== 23.008 Organization of subscriber data (CT4 specification) ===

2.4.18
Access Restriction Data

The use of this data is described in 3GPP TS 23.221 [57].

The Access Restriction Data is permanent subscriber data and is conditionally stored per PLMN in the HLR/HSS, the VLR, the SGSN and the MME. 

The parameter takes either of the following values:

-
GERAN not allowed, the subscriber shall not be allowed to access the network in GERAN radio access. Valid for Idle and Connected mode;

-
UTRAN not allowed, the subscriber shall not be allowed to access the network in LA/RAs using a UTRAN radio access. Valid for Idle and Connected mode;
-
E-UTRAN not allowed, the subscriber shall not be allowed to access the network in TAs using a E-UTRAN radio access. Valid for Idle and Connected mode; 
-
GAN not allowed, the subscriber shall not be allowed to access the network via GAN; 

-
I-HSPA-Evolution not allowed, the subscriber shall not be allowed to access the network in LA/RAs using I-HSPA-Evolution radio access. Valid for Idle and Connected mode;

-
HO-To-Non-3GPP-Access not allowed, the subscriber is not allowed to get EPS services that require handover support between 3GPP and non-3GPP accesses;
-
NB-IoT not allowed, the subscriber shall not be allowed to access the network in TAs using a NB-IoT radio access. Valid for Idle and Connected mode.
Only the access restriction for WB-E-UTRAN and NB-IoT may include a different value per PLMN.
The use of this parameter for LA/RA/TA update procedures is described in 3GPP TS 23.012 [8] and 3GPP TS 23.060 [21], and 3GPP TS 23.401 [74].

=== 29.273 3GPP EPS AAA interfaces (CT4 specification) ===
5.1.2.1
STa Access Authentication and Authorization

5.1.2.1.1
General
These procedures are transported over Diameter, the Access (Re-)Authentication and Authorization between the trusted non-3GPP access network and the 3GPP AAA Proxy or Server. The STa interface and Diameter application shall be used for authenticating and authorizing the UE for EPC access in PMIPv6, GTPv2, MIPv4 FA-CoA mode or for TWAN access without EPC S2a access (i.e. non-seamless WLAN offload) via trusted non-3GPP accesses and non-3GPP accesses that are decided to be untrusted during the authentication and authorization procedure.

... Skipped.
5.1.2.1.2
3GPP AAA Server Detailed Behaviour

On receipt of the first DER message, the 3GPP AAA Server shall check the validity of the ANID AVP and whether the non-3GPP access network is entitled to use the included value. The correct syntax of the ANID is checked as follows:  

-
In a non-roaming case, i.e. when the 3GPP AAA Server receives the request directly and not via the 3GPP AAA Proxy, checking ANID is mandatory;

-
In a roaming case when the request is received via an 3GPP AAA proxy, checking ANID is optional. The 3GPP AAA Server may decide to check ANID based on local configuration, e.g. depending on the received visited network identifier.

-
If the checking result shows that the included ANID value is not valid (not defined by 3GPP) or that the requesting entity is not entitled to use the received ANID value, the Result-Code shall be set to DIAMETER_UNABLE_TO_COMPLY.

The 3GPP AAA Server shall check if user data exists in the 3GPP AAA Server (containing valid authentication information for the current access network identity). If not, the 3GPP AAA Server shall use the procedures defined in SWx interface to obtain access authentication and authorization data.
If IMEI check is required by operator policy and the TWAN is in the HPLMN, the 3GPP AAA Server shall:

-
retrieve the IMEI(SV) from the UE as specified in 3GPP TS 23.402 [26];

-
if the IMEI(SV) is available, check the Mobile Equipment's identity status towards the EIR, using the ME Identity Check procedure (see clause 11); 

-
upon getting the IMEI check result from the EIR, determine whether to continue or stop the authentication and authorization procedure;

-
if the IMEI(SV) is not available, determine whether to continue or stop the authentication and authorization procedure based on operator policy;

-
if the 3GPP AAA Server determines that the authentication and authorization procedure shall be stopped, it shall:

-
notify the UE that the Mobile Equipment used is not acceptable to the network (e.g. blacklisted), as specified in 3GPP TS 24.302 [26];

-
respond to the TWAN with the Experimental-Result-Code DIAMETER_ERROR_ILLEGAL_EQUIPMENT.

If the IMEI-Check-Required-In-VPLMN bit is set in the DER-Flags AVP of the first Authentication and Authorization Request message and the TWAN is in the VPLMN, the 3GPP AAA Server shall:

-
retrieve the IMEI(SV) from the UE as specified in 3GPP TS 23.402 [26];

-
request the VPLMN to check the IMEI, by setting the IMEI-Check-Request-In-VPLMN bit in the DEA-Flags AVP and including the IMEI(SV) if available in the DEA message;

-
upon getting the IMEI-Check-In-VPLMN-Result AVP in the subsequent DER message, if the IMEI check failed in the VPLMN: 

-
notify the UE that the Mobile Equipment used is not acceptable to the network (e.g. blacklisted), as specified in 3GPP TS 24.302 [26];
-
respond to the TWAN with the Experimental-Result-Code DIAMETER_ERROR_ILLEGAL_EQUIPMENT.

See Annex A.2.3 and A.3.2.
If the 3GPP AAA Server receives a request message not related to any existing session and is able to recognize that the non-3GPP access network included the AAA-Failure-Indication AVP in the request, the 3GPP AAA Server shall also include the AAA-Failure-Indication AVP over the SWx interface, while retrieving the access authentication and authorization data from the HSS. 
If SWx authentication response indicates that:

-
The user does not exist, then the 3GPP AAA Server shall respond the non-3GPP access network with Experimental-Result-Code DIAMETER_ERROR_USER_UNKNOWN.

-
The user does not have non-3GPP access subscription, then 3GPP AAA Server shall respond the non-3GPP access network with Experimental-Result-Code DIAMETER_ERROR_USER_NO_NON_3GPP_SUBSCRIPTION.

-
The user is not allowed to roam in the visited network, then 3GPP AAA Server shall respond the non-3GPP access network with Experimental-Result-Code DIAMETER_ERROR_ROAMING_NOT_ALLOWED.

-
The user is currently being served by a different 3GPP AAA Server, then the 3GPP AAA Server shall respond to the non-3GPP access network with the Result-Code set to DIAMETER_REDIRECT_INDICATION and the Redirect-Host set to the Diameter URI of the 3GPP AAA Server currently serving the user (this Diameter URI shall be constructed based on the Diameter Identity included in the 3GPP-AAA-Server-Name AVP returned in the SWx authentication response from the HSS). 
-
The user is not allowed to use the current access type, then the 3GPP AAA Server shall respond to the non-3GPP access network with Experimental-Result-Code DIAMETER_ERROR_RAT_TYPE_NOT_ALLOWED.
-
Any other error occurred, then the error code DIAMETER_UNABLE_TO_COMPLY shall be returned to the non-3GPP access network.

When SWx authentication response includes the requested authentication information, the 3GPP AAA Server shall proceed with the authentication and authorization procedure. The 3GPP AAA Server shall use the procedures defined in SWx interface to obtain the user's subscription profile from HSS. 

*************END OF TEXT EXTRACT*************
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