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1.
DISCUSSION
This paper proposes a solution on how to address the key issue 1 which is related to how network authorise whether a UE can act as an eRelay-UE, and network authorise whether the eRemote-UE can access the network through an eRelay-UE.

<< all new text below to TR 23.733 >>, revision to baseline is done with revision marks
6.1
Solutions to key issue 1

6.1.1
Solution: subscription based authorization
6.1.1.1
Description
This solution describes how to solve Key Issues 1:
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In this solution, the problem is divided into 4 areas:

1/2.      Block A and B are all about provisioning and association aspect between eRemote-UE and eRelay-UE. This will be addressed by solution toward Key Issue #2 and Key issue #3. For the context of this solution being proposed for key issue #1, they are outside the MME control. 
3.      Block C is just a generic procedure to allow UE to become a L2 Relay. This can be done via subscription which MME gets from HSS. The main point is that MME does not need to know who will be the eRemote-UE using this Relay. So block C is independent from Block A/B/D.

4.      Block D is when eRemote-UE is accessing the network via eRelay-UE. eNb knows that this connection is via a eRelay-UE and therefore can include an indication toward MME that this S1-MME is eRelay-UE associated. If this connection is not allowed to be accessed via eRelay-UE then MME can reject the service Request. The main point is that even when they are both paired, it does not mean the network will allow the connection via eRelay-UE to be established. This block is independent from A/B/C.

6.1.1.2
Impact analysis
To authorize UE to act as Relay: 

· MME receives a subscription parameter from HSS to indicate whether UE is allowed to act as eRelay-UE or not.
· MME indicates to eNb whether UE is allowed to act as eRelay-UE in UE initial context setup, UE Context Modification Procedure.

· If eRelay-UE is in ECM-IDLE and receives a connecting from eRemote-UE to setup an connection to the network, the eRelay-UE always start with Service Request procedure to activate S1-MME for the eRelay first prior to handle the NAS signalling from eRemote-UE. This is needed in order to allow the eNb to be aware whether this UE can be an eRelay-UE via the UE context information and authorization from MME. 
To allow network to authorise whether the eRemote-UE can access the network through an eRelay-UE 
· eNB indicates to the MME that this connection is done via eRelay-UE. An indication of “connection via eRelay-UE” is added in the corresponding S1-AP procedure by eNB.
· MME has UE subscription data from HSS, whether the eRemote-UE is allowed to access EPS via eRelay-UE or not. 

· If subscription does not allow eRemote-UE to access the network via eRelay-UE then MME rejects the SR/TAU/Attach with a NAS cause code to enforce eREMOTE UE will not try again.

6.1.1.3
Evaluation
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