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Abstract of the contribution: This contribution provides discussion of Non-3GPP access network discovery and selection mechanism based on the analysis of ANDSF defined in TS 23.402 and agreements achieved in TR 23.799.
1. Introduction
1.1 Location of Access Network Discovery and Selection (ANDS)

In EPC ANDSF is defined in TS 23.402 for (non-3GPP) access network selection and traffic steering between 3GPP access and WLAN. The architecture for access network discovery and selection includes the UE and the ANDSF. S14 is defined between the UE and the ANDSF which is based on OMA-DM. TS 33.402 defines the security requirements over S14 reference point:
In order to address the security of communication over S14 reference point (i.e. between UE and ANDSF), the following requirements apply: 

-
UE and ANDSF shall be mutually authenticated; 

-
The UE shall be able to verify that the ANDSF is authorized to serve it. 

-
Signalling over S14 reference point shall be integrity protected

-
Signalling over S14 reference point shall be confidentiality protected.  

-
Signalling over S14 reference point shall be protected against possible replay attacks.  

This mechanism requires the UE to support additional protocol stack. Authentication and authorization between the UE and the ANDSF is needed after the UE is already authenticated by the operator’s network. Moreover, an additional network function is required in the operator’s network which supports internet interface towards the UE. This increases the complexity of deployment of ANDSF mechanism.
During the discussion of NextGen, it was proposed to have a unified NG policy function which is able to provide different policies to the UE. In TR 23.799, it was agreed that network discovery and selection policy is provided by the policy framework:

2.
The NextGen policy framework shall be able to provide policy information to UE, such as network discovery & selection policy, SSC Mode Selection Policy (see clause 8.6), etc. How this policy information is provided to UE (e.g. via NG1 or a new interface) will be decided during the normative phase of the work.
During last meeting, Policy Control function (PCF) is defined as the 5G policy function locating in the operator network. Therefore, it is reasonable for the PCF to transport the ANDS policies to the UE.

Proposal 1: It is proposed that the PCF send the access network discovery and selection (ANDS) policy to the UE.

1.2 Policy transfer between the UE and the ANDS
Alternative 1: transferring policy via direct user plane interface, similar to S14

If we simply reuse the principle defined in EPC TS 23.402, it means that the PCF may need to support a user plane interface (based on OMA-DM) towards the UE to transfer access network discovery and selection policies. 
This mechanism uses use plane to transfer policy so it does not need to worry about how large the policy packet would be. The impacts described in clause 1.1 still apply (e.g. additional protocol layer, additional security mechanism).
Alternative 2: transferring policy via NAS

During the discussion of NextGen, it is also mentioned to use the control plane signalling (i.e. 5G NAS) to transfer access network discovery and selection policies to the UE from the operator network. 
This mechanism does not need additional protocol layer or additional security mechanism since mutual authentication between the UE and the ANDS (operator network) is already performed during registration procedure. 

This mechanism would bring impacts to the AMF and NAS connection due to potential large packet and frequent policy update. 
Alternative 3: transferring policy via dedicated user plane
One possible option is to use one dedicated user plane tunnel to transport access network discovery and selection policies between the UE and the UPF. The interactions between the UPF and the PCF could be transferred via N6-like interface, or could be transferred via N7 and N4.
This mechanism does not need additional protocol layer or additional security mechanism between the UE and the PCF since mutual authentication between the UE and the PCF (operator network) is already performed during registration procedure. 
This mechanism reduce the signalling exchange between the UE and the core network while reduce the concern about the “large packet” of ANDS policy. The interactions between the UPF and the PCF may need further considerations (whether an additional interface is needed or not).

To sum up, we see some aspects which may impact the decision of the final solution. As this topic is not completely discussed during the TR phase, it is proposed to discuss those aspects before deciding the final solution. It is also proposed to adopt Alternative 3 as the way forward.
· Mutual authentication between the UE and the ANDS;

· Secure policy transfer tunnel between the UE and the ANDS;

· Additional protocol layer supported in the UE and the ANDS;

· Potential scale of the policy packet transferred between the UE and the ANDS;

· Potential policy update frequency.

· …
Proposal 2: It is proposed to use a dedicated user plane tunnel to transport ANDS policies to the UE.
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Proposal
It is proposed to introduce the text below according to the two proposals.
Proposal 1: It is proposed that the PCF send the access network discovery and selection (ANDS) policy to the UE.

Proposal 2: It is proposed to use a dedicated user plane tunnel to transport ANDS policies to the UE.
BEGIN 1st CHANGES

4.2.7
Support of non-3GPP access
4.2.7.x
Non-3GPP Access network discovery and selection
Access network selection and traffic steering between 3GPP access and non-3GPP is supported using Access Network Discovery and Selection (ANDS) Policies.

ANDS Policies are transferred from the PCF to the UE. The UE obtains the ANDS Policies from a dedicated user plane tunnel.
Editor's note:
How the access network discovery and selection policies are transferred between the PCF and the dedicated UP and how the dedicated UP tunnel is established is FFS.

Editor's note:
The details of ANDS Policies are FFS.
END of CHANGES
