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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution discusses about the relationship between the S-NSSAI and the network slice instance, and how to use S-NSSAI to select a network slice instance and determine the slice-specific NFs.  
1. Introduction
In the approved SMF selection function, it is stated that following context about SMF selection, NRF and S-NSSAI:
The SMF selection function is supported by the AMF and is used to allocate an SMF that shall manage the PDU Session.  
The SMF selection function in the AMF shall utilize the Network Repository Function to discover the SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The NRF provides the IP address or the FQDN of SMF instance(s) to the AMF.
Editor’s note: Further detailing of the cases where SMF selection is not using NRF is FFS. 
Editor’s note: Whether the Network repository function (NRF) is an enhancement of DNS server will be determined by CT WGs. A proper reference will be added once this is available in stage 3.
The SMF selection function in AMF is applicable to both 3GPP access and non-3GPP access. 
The following factors may be considered during the SMF selection:
-  Selected Data Network Name (DNN)
-  S-NSSAI 
-  Subscription information from UDM, e.g. whether local breakout may apply to the session
-  Local operator policies
-  Load conditions of the candidate SMFs
Editor’s note: It is FFS what other information may be considered for SMF selection. It is also FFS what parts of S-NSSAI is considered, e.g. whether both SST and ST is used or only SST. 

On the above description, S-NSSAI is used to select a SMF (and maybe other potential slice-specific NFs). However, how a network slice instance can be decided by the S-NSSAI is not fully discussed and understood. The relationship between S-NSSAI and Network slice instance, and hence the relationship between the Network slice instance selection and selection of the NFs within the Network slice instance need to be further discussed.
Note: This paper only relates to selection of a specific slice instance during SM procedure. This has no relationship with selection of common network function part.
2. Discussion
2.1  Relationship between S-NSSAI and Network Slice Instance
Case 1:  one-to-one mapping between S-NSSAI and NSI (the simplest case)
A network slice instance can support only one S-NSSAI and for a specific S-NSSAI, there is only one single NSI deployed in the network in a specific domain. As shown in Figure 1, S-NSSAI 1 is supported and only supported by NSI #1, and NSI #1 only supports S-NSSAI 1. Same relationship to NSI #2 and S-NSSAI 2.


Figure 1: one-to-one mapping between S-NSSAI and Network slice instance
In this case, S-NSSAI can be regarded as kind of identifier of a NSI. “Network slice selection” is very simple procedure, i.e. “mapping from S-NSSAI to a specific network slice instance based on configuration of slice instance”.
Case 2:  multiple-to-one mapping between S-NSSAI and NSI
In this case, a network slice instance can support multiple S-NSSAIs and for a specific S-NSSAI, there is only one supporting NSI. As shown in Figure 2, NSI#1 supports S-NSSAI 1and S-NSSAI 2 and NSI#2 supports S-NSSAI 3 and S-NSSAI 4.


Figure 2: multiple-to-one mapping between S-NSSAI and Network slice instance
This scenario might happen, e.g. 1. In roaming case the visited PLMN only provide one common slice instance for roaming UEs with different S-NSSAIs. 2. In non-roaming case, operator may temporally deploy a slice instance to aggregate S-NSSAIs.
In this case, S-NSSAI can still be used to uniquely identify a NSI in the network.
Propose 1: A network slice instance is allowed to support multiple S-NSSAIs.
Case 3:  one-to-multiple mapping between S-NSSAI and NSI
In this case, for a specific S-NSSAI, there are more than one supporting NSIs deployed in the network. As shown in Figure 3, both the NSI#1 and NSI#2 support the same S-NSSAI 1. 


Figure 3: one-to-multiple mapping between S-NSSAI and Network slice instance
Whether this scenario is allowed or not is not clear in current stage. The answer to this question impacts how to select a slice instance and slice-specific NFs, e.g. whether other factors besides S-NSSAI need to be considered during NSI and NF selection.
We see two options to move forward:
Option 1: It’s up to operator to decide whether multiple slices instances can serve same S-NSSAI or not. The slice instances with same S-NSSAI can be differed during slice selection procedure considering other customized factors, e.g. time, location, UE subscription.
[bookmark: _GoBack]This means one-to-multiple mapping between S-NSSAI and network slice instance need to be considered in the specification.
Option 2: It’s forbidden by the specification for this case, i.e. only one network slice instance can exist for one S-NSSAI in the PLMN network in a specific domain. If operator want to deploy a new slice instance beside existing ones, they have to define a new S-NSSAI corresponding to the new NSI. To deploy the new slice instance, the operator need to update all UEs to be served by the new slice instance, so that the configured NSSAI and NSSP can align with the new S-NSSAI. And roaming agreement with its potential visited operators need to be updated as well, so that visited operators can understand the new S-NSSAI.
The scenarios need to be discussed in SA2. It seems option 1 provide more flexibility for operator to initiate/teardown network slice instances and reduce the influences to UE and other operators when they re-design their network slice instances.
Propose 2: Whether multiple slices instances need to be deployed for same S-NSSAI is up to operator’s deployment decision.

2.2  Impact on NSI selection and slice-specific NF discovery/selection
If only case 1 and 2 are allowed, then S-NSSAI is the only decisive factor to NSI selection and can be used to decide NSI easily. With that, NSI selection based on S-NSSAI can be very simple and can be done together with NF discovery and selection.
If case 3 is allowed, then S-NSSAI may be just one of factors to NSI selection. Since other factors need also be considered, it seems more efficient to separate NSI selection from NF selection. i.e. determine the NSI firstly (identified by a unique NSI ID) based on S-NSSAI and other factors, then use the NSI ID as input to NRF for future NF discovery and selection. 
Propose 3: The procedures of network slice selection and slice-specific NF discovery/selection shall be performed separately.
3. Proposal
Add the following to the TS 23.501.
[bookmark: _Toc473547355]* * * Begin of 1nd Changes * * * 
5.15	Network slicing
A network slice instance is allowed to support multiple S-NSSAIs. Whether multiple slices instances need to be deployed for same S-NSSAI is up to operator’s deployment decision.
The procedures of network slice selection and slice-specific NF discovery/selection shall be performed separately.
* * * End of 1st Changes * * *
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