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Abstract of the contribution: Proposes to update SMS architecture and functional description.

1. Proposed changes
This paper proposes the following structural and technical changes:

1) Functional description should appear in section 6.2 and not in section 4. Thus it is proposed to move SMSF functional description to section 6.2
2) Feature overview should appear in section 5.x and not in section 4.x. Thus it is proposed to move section 4.4.2.3 to section 5.16.2.

3) It is also proposed to solve the following Editor’s note:

4) It is assumed that there is only one SMSF per UE. It is also assumed that an AMF can relocate without relocating SMS function for the same UE. In order to realize this behaviour, source AMF should include SMS function in the context transfer to the target AMF. Thus it is proposed to clarify this in the description and remove the following Editor’s note.

NOTE 4:
When AMF is changed, SMS function for a given UE does not need to change.

Editor's note:
It is FFS on how NOTE 4 can be realized.

5) We have the following text in section 4.4.2.3 however this is incompatible with the requirement stated in section for UE to move from IDLE to CONNECTED mode. Initial NAS message refers to the message sent as a first message when the UE transitions to CONNECTED mode as this is the first message that triggers N2 setup. According to 5.3.3.3.2, only registration procedure or Service request can cause this trigger N2 setup. Thus MM transport message carrying SMS cannot be transmitted as initial NAS message as proposed in 4.4.2.3. Furthermore, there is no concept of initial NAS message in the downlink direction. Rather initial NAS message is used to refer to the first NAS message that triggers N2 setup. In the downlink direction, when there is no N2 setup and the UE is in idle mode, network needs to initiate paging. In response, the UE sends Service request as the initial NAS message. Thus both in UL and DL direction, SMS has to be carried in an MM transport message that is sent after the initial NAS message.
Section 4.4.2.3:

“The MM transport message can be transmitted as initial NAS message both in downlink and uplink direction.”
Section 5.3.3.3.2:

“When the UE in CM-IDLE state needs to transmit an NAS message, the UE shall initiate a Service Request or a registration procedure to establish a signalling connection to the AMF as specified in TS 23.502 [3] clause 4.1.2 and TS 23.502 [3] clause 4.1.1.”
One option for the UL direction is for the UE to include SMS within the Service request message however this could be an issue for network initiated SR if we need the SR to be sent within a single transport block as this was one of the design criteria for Service request in EPS. So, the size of the Service Request message has to be limited to the size of a single transport block defined for 5G RAN (NR and E-UTRA). Expecting an SMS message to be limited to the size of a transport block is not possible. Thus it is proposed to remove the unrealistic requirement in section 4.4.2.3.
6) We have the following editor’s note related to security. After initial NAS signalling connection is established, NAS security should be established thus it would be superfluous to describe NAS security related requirements for SMS being carried as part of subsequent NAS messages (integrity checking) and payload within NAS messages (ciphering). If there are additional SMS specific requirements, such requirements must come from SA3. Since we have the following editor’s note, it is better to defer the security aspects based on discussions with SA3:
Editor's note:
Security aspects will depend on SA WG3.

2
Proposal

It is proposed to modify TS 23.501 as follows… 

* * * * First Change * * * *(update existing text)
4.4.2
SMS over NAS


4.4.2.1
Architecture to support SMS over NAS

Figure 4.4.2.1-1 shows the architecture to support SMS over NAS.
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Figure 4.4.2.1-1: System Architecture for SMS over NAS

NOTE 1:
SMS Function (SMSF) may be connected to the SMS-GMSC/IWMSC/SMS Router via one of the standardized interfaces as shown in TS 23.040 [5].

NOTE 2:
UDM may be connected to the SMS-GMSC/SMS Router via one of the standardized interfaces as shown in TS 23.040 [5].

NOTE 3:
Each UE is associated with only one SMS Function.

NOTE 4:
When serving AMF is relocated for a given UE, SMS function for a given UE does not need to change. Thus the source AMF includes SMSF identifier as part of UE context transfer during AMF relocation to target AMF.

Editor's note:
The representation of SMS Function in service-based architecture is FFS.

Figure 4.4.2.1-2 shows the roaming architecture to support SMS over NAS.
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Figure 4.4.2.2-2: Roaming architecture for SMS over NAS










4.4.2.2
Reference point to support SMS over NAS

N1:
Reference point for SMS transfer between UE and AMF via NAS.

N8:
Reference point for SMS function address retrieval between AMF and UDM.

Nsms:
Reference point for SMS transfer between AMF and SMS Function.

Ny:
Reference point for SMS subscription retrieval and SMS notification procedure between SMS Function and UDM.









* * * * Next Change * * * 
5.16
Support for specific services

5.16.1
Public Warning System

Editor's note:
This include functional description for supporting Public Warning System in 5G system.

5.16.2
SMS over NAS


5.16.2.1
General

This section includes feature description for supporting SMS over NAS in 5G system. Support for SMS incurs the following functionality:
-
Support for SMS over NAS transport between UE and AMF

-
Support for AMF determining the SMSF for a given UE.
-
Support for subscription checking and actual transmission of MO/MT-SMS transfer by the SMSF.
-
Support for MO/MT-SMS transmission for both roaming and non-roaming scenarios.
5.16.2.2
SMS over NAS transport

During registration procedure, a UE that wants to use SMS provides an "SMS supported" indication over NAS signalling indicating the UE's capability for SMS over NAS transport. If the core network supports SMS functionality, the AMF includes "SMS supported" indication to the UE.

SMS is transported over NAS without the need to establish data radio bearers, via MM transport message, which can carry SMS messages as payload.

The UE and AMF send SMS payload over MM transport after successful negotiation of "SMS over NAS service" during the last registration/registration update. If the UE is transitioning from IDLE to CONNECTED mode or the UE is responding to paging for SMS, the UE can encapsulate SMS within an initial NAS message (Service Request). Otherwise, the UE shall not use initial NAS message instead use regular MM transport message which is not an initial NAS message to transmit SMS.
NOTE:
The MM transport message used for SMS payload is the same as the MM transport message that transport SM signaling.

Editor's note:
Security aspects will depend on SA WG3.
5.16.3
IMS support

Editor's note:
This could include functional description for supporting IMS based services such as voice.

5.16.4
Emergency services

Editor's note:
This could include functional description for supporting emergency services in 5G system, including support for unauthenticated emergency services.

5.16.5
Multimedia Priority Services

Editor's note:
This include functional description for supporting Multimedia Priority Services.

* * * * Next Change * * * *(existing text)
6
Network Functions

Editor's note:
This should include Network functions, functionalities and NF selection functionality, etc.

6.1
General

6.2
Network Function Functional description

Editor's note:
This should include various network functions in the architecture, features and functionalities supported.

6.2.1
AMF

The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functions may be supported in a single instance of a AMF:

-
Termination of RAN CP interface (N2).

-
Termination of NAS (N1), NAS ciphering and integrity protection.

-
Registration management.

-
Connection management.

-
Reachability management.

-
Mobility Management.

-
Lawful intercept (for AMF events and interface to LI System).

-
Transparent proxy for routing SM messages.

-
Access Authentication.

-
Access Authorization.

-
Security Anchor Function (SEA). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF.

-
Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys.

NOTE:
Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and mobility management.

Editor's note:
When there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.

6.2.2
SMF

The Session Management function (SMF) includes the following functionality. Some or all of the SMF functions may be supported in a single instance of a SMF:

-
Session Management e.g. Session establishment, modify and release, including tunnel maintain between UPF and AN node.

-
UE IP address allocation & management (incl optional Authorization).

-
Selection and control of UP function.

-
Configures traffic steering at UPF to route traffic to proper destination.
-
Termination of interfaces towards Policy control functions.

-
Control part of policy enforcement and QoS.

-
Lawful intercept (for SM events and interface to LI System).

-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Determine SSC mode of a session (for IP type PDU session)
-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Lawful intercept (in VPLMN for SM events and interface to LI System).

-
Support for interaction with external DN for transport of signalling for PDU session authorization/authentication by external DN.

NOTE:
Not all of the functions are required to be supported in a instance of a network slice.

Editor's note:
when there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.
6.2.3
UPF

The User plane function (UPF) includes the following functionality. Some or all of the UPF functions may be supported in a single instance of a UPF:

-
Anchor point for Intra-/Inter-RAT mobility (when applicable).

-
External PDU session point of interconnect to Data Network.

-
Packet routing & forwarding.

-
Packet inspection and User plane part of Policy rule enforcement.

-
Lawful intercept (UP collection).

-
Traffic usage reporting.

-
Uplink classifier to support routing traffic flows to a data network.

-
Branching point to support multi-homed PDU session.

-
QoS handling for user plane, e.g. packet filtering, gating, UL/DL rate enforcement

-
Uplink Traffic verification (SDF to QoS flow mapping).

-
Transport level packet marking in the uplink and downlink.

-
Downlink packet buffering and downlink data notification triggering.
NOTE:
Not all of the UPF functions are required to be supported in an instance of user plane function of a network slice.
6.2.4
PCF

The Policy function (PCF) includes the following functionality:

-
Supports unified policy framework to govern network behaviour.

-
Provides policy rules to control plane function(s) to enforce them.

NOTE:
The Policy control function (PCF) is assumed to retrieve subscription information from a subscription repository (UDM).

6.2.5
NEF

The Network Exposure Function (NEF) supports the following functionality:

-
It provides a means to securely expose the services and capabilities provided by 3GPP network functions e.g 3rd party, internal exposure/re-exposure.

-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions and used for other purposes such as analytics.

Editor's note:
Bullet above needs to be reflected in the figure.

6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.

Editor's note:
Whether NRF is used only for NF instance discovery or both NF discovery and selection is FFS.

Editor's note:
Whether Network repository function (NRF) is an enhancement of DNS server will be determined by CT WGs.
6.2.7
UDM

The Unified Data Management (UDM) supports the following functionality:

-
Supports Authentication Credential Repository and Processing Function (ARPF). This function stores the long-term security credentials used in authentication for AKA.

-
Stores Subscription information.

NOTE:
UDR (User data repository) could be present within the UDM.

6.2.8
AUSF

The AUSF supports the following functionality:

-
Supports Authentication Server Function (AUSF) as specified by SA WG3.

Editor's note:
when there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.

6.2.9
SMSF

The SMSF supports the following functionality to support SMS over NAS:

-
SMS subscription checking.

-
SM-RP/SM-CP with the UE (see TS 24.011 [6]).

Editor's note:
It is FFS whether and how optimization on SMS transfer procedure between SMSF and UE can be further optimized for 5G.

-
Relay the SMS from UE toward SMS-GMSC/IWMSC/SMS-Router.

-
Relay the SMS from SMS-GMSC/IWMSC/SMS-Router toward the UE.

-
SMS related CDR.

-
Lawful Interception.

-
Interaction with AMF and UDM for notification procedure that the UE is available for SMS transfer (i.e, set UE not reachable flag, and notifies UDM when UE is available for SMS).

* * * * End Change * * * 
3GPP
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