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Abstract of the contribution: In this contribution, the granularity of NF service and the usages of the service based interface for NF in core network are analysed. It is proposed to adopt the service based interface as baseline for interaction among CN NFs.
1. Introduction
Per TR conclusion it is agreed that the service based interface should be adopted as the design principle. At the SA2#118Bis, some NF services provided by AMF, UDM, PCF, EIR, NEF have been listed and captured is TS23.502. 

However during the meeting discussion, the granularity of the NF service and the criteria of NF service definition are questioned. 
2. Discussion

2.1 The granularity of Service
For the NF service granularity, two views are expressed so far: 
· Option 1: Regard the service defined as the capability of the network exposed outside, i.e. similar as network openness. This type of service we named it as Network service. The Network service is not the service exposed by one single CN NFs. It is implemented by orchestrating the service/capabilities from several involved CN NFs. 
· Option 2: Regard the service can be defined as the capability exposed by one CN NF. This type of service we name it as the NF service. The NF service exposed by one NF can be reused by other NFs or 3rd party, e.g. AS. 

There is no doubt that Network Service can be defined as a Service and reused by 3rd party AS. So indeed the question is on whether the granularity of service can be defined as option 2. One example is shown below on whether we can get benefit if option 2 is adopted. 
As described in Section 4.3.1 and Section 5.2.6, the network initiated PDU session is implemented by a Device trigger service. 
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During the Device trigger message handling procedure, the NF services involved include:

· UDM: “Get UE Serving NF” service in Section 5.2.3.4.

Note: 
it is FFS whether the step 3/5 can be implemented via the “Message Transfer” service defined in Section 5.2.2.4 and the “Message Notify” service in Section 5.2.2.3

If we only consider the service defined as option 1, then the step 2 will not be defined as a service. However it is clear when we do the SMS transferring, similar procedures are also needed. Thus we do see the benefit to define step 2 as a service, i.e. we should permit the NF capability defined as a service. 

Another example is that we have agreed to define location reporting from AMF as a service (refer to TS23.501 clause 7.2.2). In that case when the AMF has been subscribed to report the UE location change, it will notify the related NF when the UE location is changed. The subscribed NF should be any potential NF, i.e. not only the NEF. 
Per above consideration we do not see any reason why the service can not be a NF capability. And this NF capability can be used internally or externally. For the NF capability it can be a request/response or sub/notify type interaction message among NFs. 
C1: the service should be possible to be a NF capability which is to be exposed by NF and potential used by other NF. 

2.2. Applicable of service based interface
As the service can be a NF capability, the interaction message among NFs can be defined as a NF service. Some question has been raised before on whether for the basic interaction handling, i.e. MM/SM procedure, the service based interface is needed. The argument is that for those procedures the NF service consumers are only one. From our view this view is incorrect. 

In the P2P interface design, the NF capability is always combined with the related process handling. It is indeed impossible to be reused directly by other process handling without some further checking as it is not considered to be reused from the beginning. However when we define the NF capability as a NF service, it has been designed from the beginning that it is not linked to any specific process handling. It should be possible to be reused by any process. So even if the related NF capability may only be consumed by one specific NF now, it is possible and easily to be reused by any other NF later. This is one big advantage we see to introduce the service based interface for basic procedure from the beginning stage.  
For the defined NF service, we assumed it should be generalized. That means when we defined the message interaction between the NF, the NF service should be defined to accommodate similar interactions if possible. The NF service provided by one specific NF will be listed as a separate clause (refer to TS23.502 clause 7). When we introduce a new NF service, that clause should be checked first on whether the existing NF service can be reused or with small extension to support the new interaction. 
Per that consideration we also check the possible interaction among NFs, which is used during the basic procedure, on whether similar interaction from other NF exists. 

Below NF function we focus on the interaction related to NF interaction.   

· AMF: 
	Functionality
	NF Service
	Similar NF interaction case
	Potential consumer

	Maintain UE context i.e. context data for access and mobility management.
	Get UE Context: 
	· New AMF requests old AMF to provide UE context

· NEF requests AMF to get UE context for data exposure and analysis
	AMF, NEF

	Termination of RAN CP interface (N2).

Termination of NAS (N1), NAS ciphering and integrity protection.
	Message Transfer
	· Transfer the SM message from SMF to UE/AN 

· Transfer SMS message from SMSF to UE
	SMF, SMSF

	
	Message Notify
	· Transfer the SM message from UE/AN to the corresponding SMF

· Transfer SMS message to SMSF
	SMF, SMSF, 

	Mobility management

Reachability management
	UE Mobility Event Notification
	· Notify the UE mobility event(e.g TAU and New TAI) to SMF, and SMF further perform the handling on the PDU session

· Notify the UE mobility event to NEF, and NEF further notice the related applications.
· Notify the UE mobility event to PCF, and PCF may generate a new policy to the UE.
	SMF, NEF, PCF


· SMF: 

	Functionality
	NF Service
	Internal service exposure case
	Potential consumer

	Maintain session context
	Get Session Context
	· New SMF serving one UE’s PDU session requests the PDU session context from old SMF
· NEF requests PDU session context from SMF NF for data exposure and analysis
	SMF, NEF

	PDU session management
	PDU Session Create
	· V-SMF requests H-SMF to create the PDU session in HPLMN for the roaming UE.
	SMF

	
	PDU Session Update
	· V-SMF requests H-SMF to update the PDU session in HPLMN for the roaming UE.
	SMF

	
	PDU Session Delete
	· V-SMF requests H-SMF to update the PDU session in HPLMN for the roaming UE.
	SMF


· PCF: 

	Functionality
	NF Service
	Internal service exposure case
	Potential consumer

	Provides policy rules to control plane function(s) to enforce them.
	Get UE Policy
	· AMF requests the access and mobility policy i.e. the allowed mobility pattern from PCF

· SMF requests the PDU session policy from PCF

· NEF requests UE policy for data exposure and analysis
	AMF, SMF, NEF

	
	UE Policy Change Notification
	· PCF notices AMF when the access and mobility policy for the UE changes

· PCF notices SMF when the PDU session policy for the UE changes


	AMF, SMF


· UDM: 

	Functionality
	NF Service
	Internal service exposure case
	Potential consumer

	Subscription Data change notification
	Subscriber Data Change Notification
	· UDM notifies the serving AMF when the subscriber data related to mobility management changes

· UDM notifies the serving SMF when the subscriber data related to session management changes
	AMF, SMF,

	Stores the serving NF(s) per UE
	Register UE serving NF
	· AMF registers itself to UDM when this AMF serves one UE.

· SMF registers itself to UDM when this SMF serves one PDU session of one UE.
	AMF, SMF

	
	UE serving NF change Notification
	· UDM notifies the serving AMF when the subscriber data changes

· UDM notifies the serving SMF when the subscriber data related to session management changes
	AMF, SMF

	Query the serving NF
	Get UE serving NF
	· SMSC requests the serving AMF from UDM when sending SMS to one UE;
· NEF requests the serving AMF from UDM when sending one trigger message to one UE;
	SMSC, NEF, 


· NRF: 

	Functionality
	NF Service
	Internal service exposure case
	Potential consumer

	Maintain NF profile of the deployed NF instance in core network
	NF discovery
	· The CN NF in the same PLMN requests the expected NFs from NRF
· To support NF discovery across PLMNs, the NRF in local PLMN requests the expected NF instance in the remote PLMN from the NRF in the remote PLMN.
	Any NF 


From above initial analysis we see the interaction among NF on the basic procedure can be also used in other case. As such we see some benefit to also adopt the service based interface for the basic procedure definition. 
Another consideration for one NF we see no value to define some interface is service based and another part of interface is P2P based, i.e. the NF capability should be exposed outside either via the P2P interface or via the service based interface. As such we think it is better to consider from the beginning to define the NF interaction as a NF service based. And if there are really some problem to apply NF service based, we can check one by one.    

C2: The interaction among CN NFs should be defined as NF service based.   
3. Proposal

It is proposed to discuss above issue and make a decision on each proposal. The related change proposals are also included below. 
* * * Begin of 1st Changes * * *
4
Architecture model and concepts

4.1
General concepts

The 5G system architecture is defined to support overall system service of 5G. The system design enables the deployments to use techniques e.g. Network Function Virtualization and Software Defined Networking. The 5G system architecture shall leverage service-based interactions between Control Plane (CP) network functions where identified. Some key principles and concept are the following:

-
Separate User Plane (UP) functions from the Control Plane (CP) function, allowing independent scalability, evolution and a flexible deployment e.g. centralised location or distributed (remote) location.

-
Modularize the function design, e.g. to enable flexible and efficient network slicing.

-
Wherever applicable, procedures (i.e. the set of interactions between network functions) are defined as NF services provided by core network NFs, so that their re-use by the NF service requester in implementing network services is possible to enable 5G system simplicity and efficiency.

-
Each Network function can interact with the other NF directly if required, and the interaction among core network NFs should be defined as NF service based. The architecture does not preclude the use of an intermediate function to help route control plane messages (e.g. like a DRA).

-
Minimizes dependencies between Access Network (AN) and Core Network (CN), the architecture is defined with a converged access-agnostic core network with a common AN - CN interface which integrates different 3GPP and non-3GPP access types.

-
Support a unified authentication framework.

-
Support "stateless" NFs, where the "compute" resource is decoupled from the "storage" resource.

-
Support capability exposure.

-
Concurrent access to local and centralized services is supported. To support low latency services and access to local data networks, UP functions can be deployed close to the radio network.

-
Support for roaming with both Home routed traffic as well as Local breakout traffic in the visited PLMN.

4.2
Architecture reference model

4.2.1
General

This specification describes the architecture for the 5G system. The interaction between network functions is represented in two ways.
-
A service-based representation, where network functions (e.g. AMF) within the control plane enables other authorized network functions to access their NF services listed in clause 7.2. This representation also includes point-to-point reference points where necessary.

-
A reference point representation, focusing on the interactions between pairs of network functions described by point-to-point reference point (e.g. N11) between any two network functions (e.g. AMF and SMF) is depicted when some interaction exists between these two network functions.

Service-based interfaces are listed in clause 4.2.4. Reference points are listed in clause 4.2.5.

Network functions within the 5G Core Control Plane unless explicitly stated otherwise, shall exhibit service-based interfaces for NF services that can be used by other authorized network functions.

NOTE:
This will be evaluated on a case by case basis when specifying the procedure.
Editor's note:
The above two statements will be revisited when the work on system procedure is stable.

* * * End of Changes * * *
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