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Abstract of the contribution: A proposal to handle ‘Application influence on traffic routing’ via the Policy Framework, specifically via the N5 and N7 interfaces respectively.
Background 
In TS 23.501 v2.0 annex A.1, High level architectural requirements, we have a requirement for the PCF to be able to support Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point.
TS 23.501 v2.0 5.13, Support for Edge Computing, indicates policy or/and or other related traffic rules as one of the key factors, which are considered for performing Edge computing, ie route specific traffic through an entry/exit point in the 5G operator network, which is close to a 3rd party services network.
TS 23.501 v2.0 5.6.7 has the following two Editor's Notes: “The normative phase will determine how the request of the application function is routed to SMF e.g. whether the SMF receives it from the NEF or the PCF.”

Since TS 23.501 v2.0 5.6.7 focuses on Application Function within the PLMN, this paper focuses the discussion on the PCF (ie no need for now to get the NEF involved in this section). 
Discussions
The intent of this PCR is to justify the importance of the traffic routing influenced by the application that needs to be “always” handled via the Policy Framework, specifically via the N5 and N7 interfaces respectively. Having a direct interface between an application function and the SMF is not recommended because of the following technical concern:

· SMF becomes application aware and can no longer be agnostic and modular to support variety of services which share the similar service characteristic

· UE could be served by more than one SMF.  Unlike PCF which is a centralized control function.  It will be added complexity to keep track of the proper UE’s serving SMF to communicate with the target application. 

· Operator specific Traffic Detection Function (TDF) which has been well defined and has been integrated with the Policy Control Framework. If having the application to directly interfacing with the SMF, it will have significant impact to the TDF existing design as well, not to mention the charging and accounting impacts.  

In summary, allowing the application to directly interface with the SMF for influencing the traffic routing would add significant complexity to the existing traffic management framework in the 3GPP system.  

Proposal
It is proposed to replace the above Editor Notes (from section 5.6.7) with normative text as described below.
* * * Start of Change#1 * * * *
5.6.7
Application influence on traffic routing

Editor's note:
Roaming case is FFS.

An application function may send requests to the PCF to influence SMF routeing decisions for traffic of PDU session.  This may influence UPF selection and allow routeing user traffic to a local access to a Data Network
Editor's note:
It is FFS whether the application function corresponds to the AF defined in clause 4.2

Such requests may contain at least:

-
Information to identify the traffic to be routed.

-
Information on where to route the traffic.

-
Potential locations of the application to where the traffic routing should apply.

Editor's note:
The normative phase will determine the nature of the Location Information exchanged with the application environment.

-
Information on the UE(s) whose traffic is to be routed.

Editor's note:
It is FFS How the UE is identified in the request

-
Information on when (time indication) the traffic routing is to apply.

The application function issuing such requests is assumed to belong to the PLMN serving the UE. The application function may issue requests on behalf of other applications not owned by the PLMN serving the UE.
The application function sends such a request to the PLMN PCF via the N5 interface. The PCF in turn processes the request and conveys it to the SMF via the N7 interface.
SMF may take this information into account to:

-
(re)select UPF(s) for PDU sessions.

-
activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). Such mechanisms are defined in clause 5.3.5. This may include providing the UPF with traffic forwarding (e.g. break-out) rules.

-
inform the application function of the (re)selection of the UP path.


An application function may request via the PCF to get notified about the Location Information of UE(s).

Editor's note:
The nature of the Location Information exchanged with the application environment will be determined during the normative phase.


* * * End of Changes * * * *
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