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Abstract of the contribution:

This paper proposes to update the network capability exposure feature of edge computing in clause 5.13 and 6.2.5 of TS 23.501.
Discussion
(1) In clause 5.13, it proposes that the 5G core network may expose network information and capabilities to an Edge Computing application. However, this feature has not been described completely. The capability exposure from the Edge Computing applications to the 5G core network also needs to be added.
(2) In clause 5.13, there is another statement:


“Network capability exposure: 5G core network and application function to provide information to each other via NEF as described in clause 5.3.10.”
There is no clause 5.3.10 in TS23.501 yet. The related feature needed to be described in clause 6.2.5 NEF. So we propose to update NEF functionalities in 6.2.5 to include the capability exposure of Edge Computing applications.
Proposal: 
The following changes are proposed to be added to clause 5.13 and 6.2.5 in TS 23.501.
**************************************Start of 1st change*****************************************
5.13
Support for Edge Computing

Edge computing enables operator and 3rd party services to be hosted close to the UE's access point of attachment, so as to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network.

The 5G core network selects a UPF close to the UE and executes the traffic steering from the UPF to the local Data Network via a N6 interface. This may be based on the UE's subscription data, location, policy or other related traffic rules.

Due to user or application mobility, the service or session continuity may be required based on the requirements of the service or the 5G network.
The 5G core network may expose network information and capabilities to an Edge Computing application. An Edge Computing application may expose its information and capability to the 5G core network.
The functionality supporting for edge computing includes:
-
Local Routing: the 5G core network selects UPF to route the user traffic to the local Data Network.

-
Traffic Steering: the 5G core network selects the traffic to be routed to the application servers in the local Data Network.

-
Session and service continuity to enable UE and application mobility.

-
User plane selection and reselection, e.g. based on input from application function.

-
Network capability exposure: 5G core network and application function to provide information to each other via NEF as described in clause  6.2.5.

-
QoS and Charging: PCF provides rules for QoS Control and Charging for the traffic routed to the local Data Network.

**************************************** Next change***************************************
6.2.5
NEF

The Network Exposure Function (NEF) supports the following functionality:

-
It provides a means to securely expose the services and capabilities provided by 3GPP network functions and Edge Computing applications to e.g 3rd party, internal exposure/re-exposure.

-
The Network Exposure Function receives information from other network functions and Edge Computing applications (based on exposed capabilities of other network functions and Edge Computing applications). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions or Edge Computing applications and used for other purposes such as analytics.
Editor's note: Bullet above needs to be reflected in the figure.

****************************************End of change*******************************************
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