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Abstract of the contribution: Proposes a way forward for usage of NSSAI when the UE is served by AMFs supporting all Network Slices allowed by the subscription.
Introduction

Many UEs will have a rather static behavior in terms of their communication needs and type of network usage. Some of the complexity and flexibility in the key agreements is not needed to satisfy most common use cases. Also, in many cases an AMF may support and serve all the network slices that the UE subscription allows. In some cases compatibility with EPS may be required.
A simple solution that covers those scenarios, and can be extended with additional parameters and complexity for use cases and scenarios that require additional flexibility would be beneficial as it reduces complexity and unnecessary signaling (e.g. if UE trigger an MM message to update the network with new S-NSSAIs).

Discussion

The Apps in a UE may use a single slice, or require multiple slices. It is assumed that in many cases:

-
The Apps in the UE will be rather the same all along the UE life time, or even if they change, the S-NSSAIs list will not change.  (no need to exchange that information with the network, as it can be part of the subscription);

-
The specific Apps and S-NSSAIs might change, but still the CCNF part of the slice and AMF does not need to change because of that; and

-
The AMF does not need to take into account the possible S-NSSAIs to tune its own behavior, but that will depend on other aspects: mobility patterns and so on.

In these cases, no added value comes from exchanging the S-NSSAI list between the UE and the network and keeping the network aware of changes on that list (e.g. due to change of UE configuration/applications). The AMF that is required can be deducted from a single NSSAI value (representing the collection of network slices the UE can use). We can call it C-NSSAI (Common Network Slice Selection Assistance Information). Configuring this value in the UE is one option, and to derive the value from the subscription and be provided by the AMF as Accepted NSSAI is another option. For the second option, the solution would only be applicable once the UE been registered in the PLMN.
TR 23.799 conclusions states that:

"NOTE 1:
Whether a single value which is a representation of a collection of the SM-NSSAIs could also be used as NSSAI is to be assessed in normative work."

The NSSAI is stated to be:

"The NSSAI (which is used to select the CCNF) is a collection of SM-NSSAIs" and SM-NSSAI is stated to include:

"Each SM-NSSAI in the NSSAI may include:
-
Slice/Service type (SST), which refers to the expected network behaviour in terms of features and services.
-
Information that complements the Slice/Service type(s) to allow further differentiation for selecting from the potentially multiple network slice instances that all comply with the indicated slice/service type(s). This information is referred to as Slice Differentiator (SD)."

For a UE which is only accessing one Network Slice it is straightforward to include the NSSAI potentially including SST and SD in all messages which should include the full NSSAI (i.e. all the applicable S-NSSAIs).
For a UE which is allowed to access multiple Network Slices the UE may include all S-NSSAIs or a subset. The criteria when to include all or a subset of the S-NSSAIs is FFS e.g. one proposal discussed is that the UE includes S-NSSAIs dependent on the active applications. Another proposal discussed is that the UE may trigger a NAS MM message to indicate a change of S-NSSAIs. 
In case the network assigns AMFs which are handling all the UE subscribed network slices, then there is no need to send all or a subset of the S-NSSAIs as part of the MM messages. Instead, the network may provide a single value to be used as Accepted NSSAI in that PLMN. That Accepted NSSAI will be stored in the UE to be used in subsequent procedures. The accepted NSSAI value is determined by the network based on UE provided information, subscription and operator policies. RAN uses this single value NSSAI to route the MM request to the right AMF, and RAN will route the MM request to a default AMF if no NSSAI value is provided by the UE.
The UE may also store S-NSSAIs as a collection of SST and optionally SD pairs. They will be used by the UE in addition to DNN when the Apps require data transmission to determine whether a new data connection is needed or an existing one can be reused. If available, the UE will include the applicable S-NSSAI in the PDU session establishment request in addition to DNN.

The solution with a single value used as Accepted NSSAI (C-NSSAI) in the PLMN also works if a UE/subscription only support one network slice, and/or compatbility with EPS (DECOR/eDECOR) is required. 

The solution with a single value sent as Accepted NSSAI can be used together with a list of S-NSSAIs if multiple network slices for a UE is used, i.e. in such case the UE will use the single value in messages common to all network slices (e.g. MM) and S-NSSAIs in messages dedicated to a network slice (e.g. SM).
Proposal 1: A network/PLMN which assigns AMFs, to a UE, supporting all the UE subscribed network slices, may assign the UE a single NSSAI value (C-NSSAI), which is used to select such AMF. The UE will use that C-NSSAI single value in procedures common to more than one network slice e.g. Registration requests.
NOTE:
This does not preclude that AMF also assigns a list of S-NSSAIs at the same time, which the UE will use for SM related messages (i.e. messages which are dedicated to one network slice) in case multiple network slices are used.

Proposal 2: A UE that is assigned a single NSSAI value (to an AMF serving all the subscribed network slices) does not trigger any NAS MM messages to change SM-NSSAI(s) configuration.
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The figure above shows how C-NSSAI can be used.
Proposal

It is proposed to agree on:

Proposal 1: After the initial Registration procedure, the network/PLMN which assigns AMFs, to a UE, supporting all UE’s subscribed network slices, may assign the UE a single NSSAI value (C-NSSAI), which is used to select an AMF. The UE will use that C-NSSAI single value in procedures common to more than one network slice e.g. Registration requests.

Proposal 2: After the initial Registration procedure, the UE that is assigned a C-NSSAI (to an AMF serving all the subscribed network slices) does not trigger any NAS MM messages to change S-NSSAI(s) configuration.
It is further proposed to add the following to the TS 23.501.

*************** Start of changes *****************

5.13
Network slicing

If the UE has a subscription to multiple network slices, during the Registration procedure, the network/PLMN may provide the UE with a C-NSSAI (Common Network Slice Selection Assistance Information) as part of the Accepted NSSAI, which is used for selecting an AMF that serves all the UE’s subscribed network slices. The UE will use the C-NSSAI of the Accepted NSSAI in subsequent procedures that are common to more than one network slice, e.g., Registration request. If the UE is assigned a C-NSSAI (that represents an AMF that serves all the UE’s subscribed network slices), the UE does not trigger any NAS MM messages to change S-NSSAI(s) configuration.
*************** End of changes *********************
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