SA WG2 Temporary Document

Page 1

SA WG2 Meeting #119
S2-170904
13 - 17 Feb 2017, Dubrovnik, Croatia
(revision of S2-17xxxx)
Source:
Ericsson
Title:
23.501: SM-level subscription data handling
Document for:
Approval 

Agenda Item:
6.5.3

Work Item / Release:
5GS_Ph1 / Rel-15

Abstract of the contribution: This paper proposes updates to how SM-level subscription data is handled.
Introduction

The N10 interface is defined for subscription data retrieval from the SMF towards the UDM. It is expected that not all subscriber data for a subscriber shall be sent over the N10 but only such data related to SMF functionality. Moreover, it may be expected that if an SMF is handling one or more DNNs, only data related to the DNNs handled by the requesting SMF is needed over the N10. Subscriber data related to other DNNs not handled by the requesting SMF do not need to be sent.

Even if an initial retrieval of subscriber data from the SMF at PDU session Establishment is agreed for N10, it can still be discussed how updates of subscriber data shall be sent from UDM to the SMF. 
-
A possible solution is that the UDM keeps track of the SMFs that has retrieved subscriber data, and also what data (e.g. what DNN) the SMFs have received, and update these SMFs when a change is made to the part of the subscription pertaining to that SMF, i.e. the related DNN-profile. 

-
This solution and alternative ones are discussed below.
Propagation of subscription updates
An initial question is if a change of the N10-related data requires immediate notification to SMF or if session could live with previous characteristics until next PDU Session establishment for that DNN.

x)
It may be foreseen that in some cases the updated data is not time-critical, while in other cases the opposite may be true. E.g. if a DNN profile is removed, a PDU release is required, and the update from the UDM is time-critical. So a method for the UDM to inform the NW of profile updates is necessary.

x)
Shall subscription changes be pushed by the UDM towards the SMF over N10? Are there problems with this solution?
-
Subscription data updates are provided to the requesting party in the other cases (e.g. PCF, AMF). Why would SMF be different? When it comes to the AMF updates, there is only one AMF per UE (apart from use cases involving non-3GPP access, where it may not be possible in all cases to use a single AMF). It is more effective for the UDM to update a single AMF on all subscription changes, than to keep track of all SMFs where a PDU session for the user is activated and update those when needed. The same reasoning goes for SMSF and the Ny-interface.
-
One aspect that is worth analysing is in case AMF and multiple SMFs need to be notified about subscription data, e.g. parameters that may apply to both AMF and SMF. What if one of these interfaces fail? How should UDM proceed? Will the e2e service be consistent in this case? Fault management and corresponding procedures would be needed in the UDM, creating additional complexity and processing to a business critical NF that does not have such functionality today (HSS). It is not effective to let the UDM handle such cases, but managing such notifications via AMF would be motivated; AMF will have procedures to take actions if SMFs do not respond, UDM does not have that.
x)
An alternative method would be that the UDM sends updated profile data via the AMF. The UDM sends the message with the subscription data towards the AMF which will be responsible for initiating the updates towards the appropriate SMF. In such a solution the AMF will need to handle DNN subscription data which is only used by the SMFs. It is not compliant to the idea to use of a N10 interface for such data, offloading the AMF from such data handling.

x)
Another alternative to consider is that notification of SM-related subscriber data updates may be sent via AMF as a trigger for renewal of subscriber data. The UDM would not send the actual data to AMF but only a notification of that updates in the SM-related subscription exist. It is the responsibility for the AMF to distribute the notification towards the different SMFs related to the updated SM profile. Thereafter, the SMFs in question will use the request for retrieval of subscriber data towards the UDM to get the updated DNN profile. Benefits with this approach include:
-
In the UDM the same retrieval for SM-related subscription data over N10 as was used in the original retrieval request (at PDU Session establishment) is triggered. This simplifies handling in UDM and avoids the need for UDM to keep track of which NF requested what data.
-
No need to introduce fault handling in the UDM for e2e services. This will be done by the AMF.

- 
Principles of separation between MM and SM maintained as AMF is still not aware of, or has to handle, SM-related subscription data content. Future enhancements of SM-level subscription data does not impact AMF.
-
A unified handling with respect for UE level subscription updates and DNN level subscription updates is defined. In both cases the UDM notifies AMF, which then takes further actions.
Conclusion

All in all, when subscriber data is updated in the UDM for an active user, the UDM shall send a Notification towards the AMF. It is the responsibility for the AMF to distribute the notification towards the different SMFs related to the updated SM profile. Thereafter, the SMFs in question will use the request for retrieval of subscriber data towards the UDM to get the updated DNN profile.

Proposal

It is proposed to update TS 23.501 as follows:

**** First Change ****
5.6
Session Management

Editor's note:
This should include session management etc.

Editor's note:
Handling ATSSS is FFS.

5.6.1
Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU sessions that are activated upon request from the UE.

Editor's note:
It is FFS whether "DNN" or "APN" is to be used.

Each PDU session supports a single PDU session type i.e. supports the exchange of a single type of PDU requested by the UE at the activation of the PDU session. The following PDU session types are defined: IPv4, IPv6, Ethernet, Unstructured (where the type of PDU exchanged between the UE and DN is totally transparent to the 5G system).

NOTE 1:
In this release the 5GC does not support dual stack PDU Session (PDU Session type IPv4v6): The 5GC supports dual Stack UEs by using separate PDU sessions for IPv4 and IPv6.

PDU sessions are activated (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger the UE to activate a PDU session to a specific DNN.

The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose, at PDU Session Establishment, it retrieves SMF level subscription data from the UDM. Such data may indicate per DNN:

-
The allowed PDU session Type.

-
Whether in case of Home Routed the VPLMN is allowed to insert an UL CL or a Branching Point for a PDU session towards this DNN..

Editor's note:
It is FFS whether this information is provided by the SMF in HPLMN to the SMF in VPLMN

-
The allowed SSC modes.

Editor's note:
The exact list of subscription data mentioned above will be refined. This will take into account the output of other key issues (slicing, QoS, etc.).

Editor's note:
It is FFS whether SMF level subscription data is defined per slice
At updates of subscription data in the UDM for an active user, the UDM shall send a Notification towards the AMF. It is the responsibility of the AMF to distribute the Notification towards the different SMFs related to the updated SM subscriber profile. Thereafter, the SMFs in question will use the request for retrieval of subscriber data towards the UDM to get the relevant updated DNN profile.
An UE that is registered over multiple accesses chooses over which access to set-up a PDU session.

Editor's note:
The choice of the access to use for a PDU session is based at least on network policy, service requirements and user subscription. The definition of policy for selecting the access to route the PDU Sessions (e.g. service requirements, user subscription, etc.) and how it is used are FFS.

NOTE 2:
In this release, at a given time, a PDU session is routed over only a single access network.

An UE may request to move a PDU session between 3GPP and Non 3GPP accesses. The decision to move PDU sessions between 3GPP access and Non 3GPP access is made on a per PDU session basis, i.e. the UE may, at a given time, have some PDU sessions using 3GPP access while other PDU sessions are using Non 3GPP access.

In a PDU session establishment request sent to the network, the UE shall provide a PDU Session Id as defined in clause 5.3.2. The UE may also provide:

-
A PDU session Type.

-
Slicing information.

Editor's note:
slicing related information is to be further clarified. An S-NSSAI information is meant.

-
The DNN (Data Network Name).

-
The SSC mode (Service and Session Continuity mode defined in clause 5.3.x).

Editor's note:
It is FFS Whether the UE may also provide and information indicating its willingness to move a PDU session between 3GPP and Non 3GPP access.

Table 5.6.1-1: Attributes of a PDU session

	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	Slicing information
	No
	(Note 1)(Note 2)



	DNN (Data Network Name)
	No
	(Note 1)(Note 2)

	PDU session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 1)

The semantics of Service and Session Continuity mode is defined in clause 5.x

	PDU session Id
	No
	

	NOTE 1:
If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Types

NOTE 2:
Slicing information and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 5.2.


An UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.

An UE may establish multiple PDU sessions to the same Data Network and served by different UPF terminating N6.

A UE with multiple established PDU sessions may be served by different SMF.
The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.

**** End of Changes ****
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