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Abstract of the contribution: This contribution proposes to add the network slice selection as one functionality of AMF in an implicit way.
1. Discussion
There was conclusion in 23.799 as following:
5.
The CN part of network slice instance(s) serving a UE is selected by CN not RAN.
5a.
The NSSF is one function of CCNF, which is a set of NFs including the AMF and the NSSF, and is used to select the NSI for the UE.

Based on the conclusion above, there are two options for us to address the network slice selection:
· Option a: Replace all the name of AMF with CCNF in 23.501 and 23.502;

· Option b: Don’t change the name of AMF, just add network slice selection as one functionality of AMF.

From the name of AMF itself, AMF can serve the cases of slicing and non-slicing, and it has been very well defined and used across 23.799, 23.501 and 23.502 everywhere, it seems that replacing AMF with CCNF in 23.501 and 23502 is not a good idea. 

So option b becomes the only option. Network slice selection should be part of functionality of AMF.

As described in clause 6.3.2 of 23.501, AMF selects the SMF by considering the S-NSSAI, it means once SMF is selected, the network slice is also selected by AMF as SMF must be belonging to a network slice.

So based on above discussion, we believe adding the missing SMF selection as part of AMF functionality would be sufficient to for NSSF to be collocated with AMF.
2. Proposal
It is proposed to add following text into TS 23.501.
* * * First change * * * *

6.2.1
AMF

The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functions may be supported in a single instance of a AMF:

-
Termination of RAN CP interface (N2).

-
Termination of NAS (N1), NAS ciphering and integrity protection.

-
Registration management.

-
Connection management.

-
Reachability management.

-
Mobility Management.

-
Lawful intercept (for AMF events and interface to LI System).

-
Transparent proxy for routing SM messages.

-
Access Authentication.

-
Access Authorization.

-
Security Anchor Function (SEA). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF.

-
Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys.
-
SMF selection.
NOTE: Once SMF is selected by AMF, the network slice is determined implicitly.
NOTE:
Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and mobility management.

Editor's note:
When there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.

* * * End of change * * * *
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