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1.
Discussion
1.1
Motivation for NAS Transport

1.1.1
NAS transport between UE and AMF of SM Signalling

With the introduction of control plane functionality being split between the AMF and SMF in the 5G system, routing of NAS messages in the 5G Core Network has been discussed during the TR phase, but no explicit conclusions have been captured in the TS.

It has been concluded that:

· NAS signalling is terminated in the AMF

· The UE sends SM signalling over a “transport” to the AMF, indicating 1) that SM Signalling is being transported and 2) sufficient information to the AMF to further forward the SM signalling to the appropriate SMF, which we denote Routing Information 
-
In case of a NAS procedure regarding a new PDU session, this includes selecting the appropriate SMF.
-
In case of a NAS procedure regarding an existing PDU session, this includes selecting the SMF already serving the PDU session.
· The AMF may also determine whether the UE is allowed to communicate to the SMF and provides the NAS security.

· Note that apart from the required information to route the SM Signalling to the right SMF, the AMF does not process the actual SM message.

· Same notion applies for downlink SM signalling. 

This allows a full modularization between the 5G NAS protocol between UE and AMF, and the SM protocol between UE and SMF, which brings the following advantages:

· Forward compatibility, e.g. a Rel-15 AMF may still be able to carry SM payload for a Rel-16+ SM (in the UE) and Rel16+ SMF. 

· Simplifies the handling of multiple SM instances in the UE and AMF.

	Proposal 1: SM Signalling is transported between UE and AMF as payload. A NAS message transporting SM signalling as payload and contains the following information:

1. Information added and processed at UE and AMF:

a. The Type of Payload: SM Signalling 

b. Routing Information

2. Payload: The SM Signalling message

a. This is only processed by the UE SM layer and the SMF, i.e., it is transparent to the AMF.   


1.1.2
Generalization of NAS transport for other services: SMS (potentially other types of payload)
There are other examples of payload being transported over NAS via the AMF.

For example, in SA2#118BIS it was agreed to support SMS over 5G NAS. In the agreed mechanism, SMS is transported over NAS which can carry SMS messages as payload and can be transmitted as initial NAS message both in downlink and uplink direction. 
There may also be other messages that need to be transported over NAS between UE and AMF in the future, e.g. for location services. 

In all these examples, there is a common behaviour in the UE and AMF regarding the transport of the message, i.e.:

· Provide NAS security (integrity protection, ciphering) for the transport of the payload, e.g. SMS message or SM signalling.

· Type of payload: SM Signalling, SMS.

· Routing of the transported payload to the right entity:

-
In the case of SM signalling, routing to the right SMF in the network and to the right SM instance in the UE. 

-
In the case of SMS, this field may not be needed.

· There are existing examples of payload transported between UE and MME in EPS:

-
NAS transport procedure: defined for SMS.

-
Generic NAS transport procedure: defined for location services over NAS.

-
Control Plane Service Request and ESM data transport: defined for data transport over NAS.
These procedures were defined in different releases and defined separately. However, for 5G there is no reason to partition the transport of different types of payload into different procedures, as ultimately the UE and AMF behaviour is the same for all cases as shown above.
	Proposal 2: It is proposed to define common 5G NAS transport procedure between the UE and AMF capable of transporting different types of payload, (e.g. SMS, SM signalling), between the UE and AMF. A NAS message transporting SM signalling as payload and contains the following information:

1. Information added and processed at UE and AMF:
a. Payload Type (e.g. SM Signalling, SMS,…) 
b. (Conditional) Routing Information
2. Payload (The SM Signalling message
a. This payload is transparent to the AMF.


Figure 1.1.2-1 show a depiction of NG NAS transport between UE and AMF for SM signalling and SMS. 
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Figure 1.1.2-1. NG NAS transport including SM, SMS and Other services
1.2
NAS transport over existing NAS connection

When the UE is in CM-CONNECTED mode, and the UE (or AMF) need to transport a payload (e.g. SM signalling or SMS) over NAS, the UE (or AMF) insert the payload in the Payload information element of a NAS Transport message.
Depending on the payload type, the UE (or AMF) populate the Payload Type and the Routing information accordingly. 

NOTE: 
This document does not discuss any detail of the Routing Information, but provides the framework. It is FFS for each payload type how the Routing information is defined.

Figure 1.2-1 shows an example of NAS transport for SM signalling:
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Figure 1.2-1. NAS transport message in connected mode
1.3
NAS transport from idle mode
There are two possible approaches for NAS transport when the UE is in idle mode:

Option 1: 
The UE performs:

1. 
First, a regular service request to establish a secure NAS connection.

2.
After NAS connection is established, initiate regular NAS transport in connected mode. 

Option 2:
The Payload type information, Routing information and the actual Payload (e.g. the SM message, SMS) is transmitted in an initial NAS message.

-
This is a similar approach from the control plane service request, and would require the possibility of transmitting ciphered payload apart from the integrity protection. 

Option 1 can be used in case the network only accepts a “lean” service request message to move from CM-IDLE to CM-CONNECTED mode, whose size does not allow for the size required to transmit payload type, routing information and the actual payload. 

Option 2 has the benefit that SM messages and SMS can be sent without the need for a round trip delay caused by an initial service request procedure. 

It is proposed that both options are allowed by standards. 

The UE an NW need to negotiate during registration procedure the use of Option 2, i.e. the UE needs to request and the NW accept that the UE can send the Payload type, routing information and payload in an initial NAS message. 

2.
Proposal
It is proposed to adopt following text in TS 23.501. 

3.
Changes to TS 23.501


First Change

5.3.3.3.4
NAS Transport 
NAS transport is used to transport and route different types of payload between the UE and the AMF.

The payload types carried over NAS transport include:
· Session Management Signalling

· SMS

Editor’s note: It is FFS if other payload types (e.g. LCS) are defined in this Release.

NAS transport provides the following functionality:

· NAS security (integrity protection, ciphering) for the transport of the payload.

· Routing of the transported payload to the right network function.
-
The content of Payload is transparent to the NAS transport, and is not interpreted by the receiver of the NAS transport message.
The NAS transport message contains:

· Payload type
· Payload Routing Information (e.g. information to enable the AMF to select a new SMF or address an existing SMF, in case of SM signalling)
Editor’s note: Details of Routing Information are dependent on the payload type and are FFS.
· The Payload (e.g. the SM message in case of SM signalling)

Security of the NAS messages is provided based on the security context established by the UE with the AMF when authenticated by the AMF. 
Figure 5.3.3.3.4-1 depicts NAS transport of SM signalling and SMS as example:
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Figure 5.3.3.3.4-1 Example of NAS transport for SM signalling and SMS and Other services 
When the UE is in CM-CONNECTED mode, and the UE (or AMF respectively) needs to transport a payload (e.g. SM signalling or SMS) over NAS, the UE (or AMF respectively) inserts the payload in the Payload information element of a NAS Transport message. Depending on the payload type, the UE (or AMF respectively) populate the Payload Type and the Routing information accordingly.
When the UE is in CM-IDLE mode and requires to transport a payload over NAS, the UE may initiate the service request procedure to transition to CM-CONNECTED mode, and after successful completion of service request send the NAS Transport message as described for the CM-CONNECTED mode case.
Alternatively, the UE may request during registration procedure to be able to perform NAS transport in an initial NAS message. The AMF determines whether to accept or reject based on support and local configuration. After successful negotiation, when a UE is in CM-IDLE mode, and the UE needs to transport a payload over NAS, the UE can send the Payload Type, Routing Information and Payload in an initial NAS message.

Editor’s note: The details of the initial NAS message to transport the NAS payload are FFS and may require CT1 feedback.
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