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Abstract of the contribution: This paper explores various open questions surrounding NSSAI (eg its interpretation by UE and AMF, what gets sent on RRC, handling in non-3GPP access etc), and proposes a way forward.
1. Introduction
This paper explores various open questions around NSSAI such as:

· How do UE, gNB, and AMF interpret NSSAI?

· How is, if at all, NSSAI sent on NAS linked to that sent on RRC and N2?

· How does n3GPP
 access come into play wrt NSSAI handling?
· Is there a tie-in of NSSAI, and its need wrt N2-stickiness discussions?
· Is there an impact due to security when passing NSSAI (and other parameters) in the clear (esp during registration)

· Etc.

2. Discussion

UE can provide NSSAI in NAS (and also in RRC) to assist the 5GC with Network Slice selection. Upon successful registration, the UE is expected to receive Accepted-NSSAI, for that PLMN (and equivalent PLMNs), from the network. Then there are three questions to be considered here.

1. How is NSSAI in NAS interpreted by the UE and 5GC?

2. Representationally, should NSSAI be a scalar value or a set (depicting collection of SM-NSSAI)?

3. Should NSSAI sent across RRC, N2, and N1 be different? (this was also mentioned in an Editor’s Note in TR 23.799 clause 8.1)
The subsequent clauses attempt to answer the above questions.

2.1 How to interpret NSSAI in NAS?

The figure below is an attempt to understand the behaviour of NSSAI when sent in NAS:
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Figure 1 NSSAI sent in various interfaces

Where:

· N-Rq = (Configured-)NSSAI sent by UE in NAS to AMF

· R-Rq = (Configured-) NSSAI sent by UE in RRC to gNB

· N2-Rp = (Accepted-) NSSAI sent by AMF to gNB in N2
· N-Rp = (Accepted-) NSSAI sent by AMF to UE in NAS

For now, let us focus N-Rq and N-Rp. Subsequently, we’ll also need to understand what gets sent in R-Rq, N2-Rp, and its correlation, if any, to N-Rq, and N-Rp.
During TR work it was agreed (and re-confirmed during email discussions leading up to SA2#188bis) that a UE is allowed to send a sub-set of Configured-NSSAI when attempting to register with a PLMN. In response, whether the network sends, in Accepted-NSSAI, all supported S-NSSAIs for that UE’s attachment was unclear.

The table below attempts to depict a few possible combinations:

	#
	UE Configured w/ NSSAI for this PLMN
	NSSAI in UDM (for this UE)
	NSSAI sent on N1 (UE(AMF) (e.g in Registration Request)
	NSSAI sent on N1 (AMF(UE
) (eg. In Registration Accept)
	Notes

	
	
	Provisioned
	Default
	
	
	

	1
	A, B, C
	A,B,C
	-
	A
	A or
A, B, C
	

	2
	A, B, C
	A,B,C
	A
	-
	Empty NSSAI or
A or
A, B, C
	

	3
	A, B, C
	A,B,C
	A, C
	B
	B or
A, B, C
	

	4
	C
	A,B
	-
	C
	Reject Req or
A, B or
Reject Req + provide A,B
	Misconfiguration in UE? Either update UE NSSP after registration or use default NSSP?

	5
	A, B, C
	A,B,C
	A, C
	A,B,C
	A (due to local policies, or OA&M info eg slices for C being not available etc)
	Is this case possible?


Figure 2 NSSAI handling over NAS
If the network does not, in response to UE’s registration (or subsequent requests), inform the UE of all *allowed* S-NSSAIs for a given registration period, then it can result in unnecessary signalling flows in the future. Eg in case (1), if AMF only sends A in Accepted-NSSAI in N-Rp, then UE doesn’t know whether, at a later time, its request (either via TAU or new NAS message) of NSSAI of B or C is likely to succeed. This ambiguity doesn’t exist eg in case (5).
Since an S-NSSAI comprises of SST and optionally an SD, in case (1) even though UE may request A (SST=1, SD=2), the network can respond with PLMN-specific value A’(SST=1, SD=3). This possibility must also be allowed especially for VPLMN scenarios.

Proposal 1: UE is allowed to send sub-set of S-NSSAIs from Configured-NSSAI in NAS messages.
Proposal 2: In Accepted-NSSAI sent on NAS, AMF shall indicate all S-NSSAIs allowed for this UE.
Proposal 3: Subsequent to receipt of Accepted-NSSAI, for the duration of UE’s registration, it is only allowed to include S-NSSAI(s) values, in NAS messages, from the S-NSSAI(s) received in Accepted-NSSAI.

However, case (5) above highlights an important tie-in between UE’s PLMN selection logic and that of Network Slice selection procedures. Aspects such as will UE try to perform PLMN re-selection if it didn’t get the NSSAI it had asked for are not discussed in this paper. 
When the list of S-NSSAIs included in Accepted-NSSAI is different to what the UE requested for, the obvious questions there are two cases which need consideration:

1. When the list of S-NSSAIs in Accepted-NSSAI includes default S-NSSAIs (provisioned for that UE in UDM subscription information) when not specifically requested by UE in Configured NSSAI

2. When the list of S-NSSAIs in Accepted-NSSAI includes non-default S-NSSAIs (provisioned for that UE in UDM subscription information) when not specifically requested by UE in Configured NSSAI

 For each of the above scenarios the following three decisions have to be made:

a) Whether to allocated resources (SMF, UPF etc) for those S-NSSAIs not requested by but granted for the UE?

b) Whether to inform UE of the allocated resources (eg SMF address for S-NSSAIs)?

c) Whether to instruct UE to complete PDU Session Activation procedures for these allocated resources?

Allocating resources without UE’s need to use it results in wastage of network resources (compute, memory). On the other hand it offers the benefit of faster session setup at a later time.
Unlike EPC, 5GS requires UE to provide a PDU Session ID in PDU Session Establishment procedures. The PDU Session ID in turn gets sent to remainder of NFs (eg UPF, PCF) involved in creation of the PDU Session. Therefore, 5GC “allocating” resources corresponding to S-NSSAIs not explicitly requested by the UE via PDU Session Establishment procedures isn’t very helpful. 
Proposal 4
: For the S-NSSAIs included in the Accepted-NSSAI list by the network, but not requested by the UE via PDU Session Establishment procedure (when piggy-backed on Registration Request), the network shall not create PDU Sessions associated with these S-NSSAIs. If and when required, at a later time, the UE can request PDU Session setup procedures for such S-NSSAIs.

2.2 NSSAI on RRC v/s N2 v/s NAS
Then comes the question of what values of S-NSSAI are to be sent on R-Rq? It is these values which, during UE’s initial registration, will allow gNB to select the “right” AMF. RAN WGs work is intricately tied-into the decisions SA2 makes wrt the link between N-Rq/Rp and R-Rq/N2-Rp.

If Proposal#1 is acceptable, then it means a UE can include only a random sub-set of NSSAIs on RRC (in R-Rq). It is not possible for gNB to, based on only a sub-set of S-NSSAIs, deterministically select the “right” AMF for this UE. Two options exists:

1. S-NSSAIs marked as default S-NSSAIs for a UE’s subscription are also configured as default in UE’s NSSP rules. For NAS requests without a valid Temporary ID UE shall send these in RRC messages. 
2. For NAS requests without a valid Temporary ID all S-NSSAIs from Configured-NSSAI are included by UE in the RRC messages. 
/1/ obviously saves bits on RRC. /2/ seems to provide all information for gNB to make the necessary decision. Or does it?

To answer this question, let us adopt the following notation for S-NSSAI values: 

· SST to be indicated by numerical values eg 1, 2, 3 etc

· SD is to be indicated by alphabetical values eg A, B, C etc
· Such that UE1’s NSSAI can be presented as {1A, 1B, 2C, 3D, 3E, 3F}. UE2’s NSSAI could look like {1A, 3D, 5M} etc.
· Lets say that UDM is provisioned with following NSSAI for UE1 = {1A (default), 1B, 2C}. 
· gNB is connected w/ AMFs supporting: AMF1 {1A, 2C}, AMF2 {1B, 2C}, AMF3 {1A, 1B}
· If approach from /1/ above is chosen:

· UE1 sends N-Rq = {1A, 1B, 2C}, R-Rq = {1A}
· Here, gNB can pick either AMF1 or AMF3. Depending on the AMF receiving N2 request, it will respond with N-Rp = {1A, 2C} OR N-Rp = {1A, 1B} or re-direct to other AMF by factoring in local policies, subscription data, VPLMN to HPLMN slice mapping etc.
· If approach from /2/ above is chosen:

· UE1 sends N-Rq = {1A, 1B, 2C}, R-Rq = {1A, 1B, 2C}
· Sending all supported S-NSSAIs doesn’t help gNB much here. 
The first question to ask here is this configuration is valid? The authors believe the answer to be yes eg in roaming scenarios where VPLMN doesn’t support all allowed permutations in HPLMN (including standardized slice-types – which are FFS).
In the above case, it does seem that approach /1/ is beneficial over /2/.

However, if we take the following deployment setup:

· Lets say that UDM is provisioned with following NSSAI for UE1 = {1A (default), 1B (default), 2C)}. 
· gNB is connected w/ AMFs supporting: AMF1 {1A}, AMF2 {1B}, AMF3 {1A, 1B}, AMF4 {1A, 1B, 2C}
· If approach from /1/ above is chosen:

· UE1 sends N-Rq = {1A, 1B, 2C}, R-Rq = {1A, 1B}
· Here, gNB can pick either AMF3 or AMF4. If it picks AMF3 then it’ll lead to AMF re-direction to AMF4. There’s a 50% probability of avoiding AMF re-direction here.

· If approach from /2/ above is chosen:

· UE1 sends N-Rq = {1A, 1B, 2C}, R-Rq = {1A, 1B, 2C}
· gNB picks AMF4. 
In this case, approach /2/ is beneficial over approach /1/.
One of the motivations of passing NSSAI values on R-Rq (RRC), and on N2-Rq (N2- control plane) was to allow the possibility to pick the “right” AMF for cases where no Temporary ID is provided. As demonstrated from above cases, if standards allow an operator flexibility, wrt AMF deployments viz-a-viz NSSAIs, then AMF selection function for 3GPP access can’t always deterministically avoid AMF re-selection for requests without Temporary ID.

2.3 What about NSSAI, AMF selection in n3GPP access?

So, what happens when untrusted non-3GPP access is introduced in the equation? TS 23.502 clause 4.12.2 step 3a shows N3IWF to have AMF selection as well:

3.
The N3IWF shall select an AMF based on the NSSAI (if provided) and based on local policy, as specified in clause 4.1.1.1. Then it shall create a Registration Request (Registration type, EAP-RES/Identity) message on behalf of the UE and send this message to AMF over the N2 interface. As specified in clause 4.2.2.2, the Registration type shall indicate the type of the requested registration (e.g. "initial registration"). The Registration Request shall include also the EAP-RES/Identity message received by N3IWF in step 2d, which contains the NAI of UE. The Registration Request is encapsulated in a N2 message that sets up a N2 relationship between the AMF and the N3IWF for this UE and that contains the Access Type (AT), i.e. "untrusted non-3GPP access".

Editor's note:
The support of Registration types other than "initial registration" is FFS.

Of course, the reference to clause 4.1.1.1 is incorrect ( But, the key point is that NSSAI information is used as an input by N3IWF to select an AMF. For the case where UE is registering with n3GPP access without prior registration w/ 3GPP access, N3IWF is free to choose an AMF matching NSSAI (, other local policies), and other criteria. But, for a UE that is registered with 3GPP access, and attempting n3GPP registration, N3IWF needs to pick the same AMF
 handling UE in 3GPP access. This can be achieved in one of the following ways:
1. N3IWF queries UDM (Note, presently 23.501 clause 4.2.7.3.3 DOES NOT explicitly allow such functionality and interface) for serving AMF information.
2. N3IWF performs AMF selection independent of AMF selected for 3GPP access. The resulting AMF, when querying UDM, may realize another AMF to already be registered for this UE. AMF re-direction procedure will ensue.
3. UE sends Temporary ID, when valid, to N3IWF to allow N3IWF to point to the AMF assigned during 3GPP access registration.
4. N3IWF queries a 5GC NF such as NRF which maintains information about serving AMFs for UEs.
/1/ is similar to ePDG – AAA – HSS interactions from EPC. NAI is sent to N3IWF prior to AMF selection procedure. Therefore, N3IWF has enough information to query UDM to find the serving AMF, if present, for this UE. However, since the authentication for 5GC is done by AUSF (via AMF), such an approach may not be advisable. 
/2/ can’t deterministically avoid AMF re-direction. Also, /2/ implies that identity of serving AMF is stored in the UDM. It would also mean that any subsequent change in serving AMF may result in signalling towards UDM (in certain cases like stateless AMF implementation, this may not be advisable).
/4/ works if symmetrical behaviour in gNB is implemented i.e. gNB also queries NRF to find if an AMF is already assigned for a given UE. The biggest drawback with this approach is that gNB – NRF, and N3IWF – NRF must allow per-UE queries. On 3GPP access, this would imply sending SUPI in the clear (in initial registration requests), or in ciphered radio channels (during subsequent requests which contain a Temporary ID anyways). For n3GPP access, this would imply sending SUPI before IPSec SAs are established.

/3/ may imply N3IWF to be aware of 3GPP access details (depending on Temporary ID format
). But, as N2 is common interface across both 3GPP and n3GPP accesses, and N2 stickiness (Section 2.5) is equally applicable on n3GPP, this may be an acceptable way forward.
Let us take a look at the reverse direction to see if it can help us narrow down the options. The scenario is: UE first registers with 5GC via n3GPP access, then attempts registration via 3GPP access. The first registration would result in N3IWF already selecting an AMF. If we assume that, at end of the registration procedure, despite of UE coming in from n3GPP access, the AMF allocates and informs the UE of Temporary ID, then UE can include this Temporary ID on RRC when attempting registration via 3GPP access.

Therefore, /3/ is recommended as the way forward for AMF selection in n3GPP access.
Proposal 5: When accessing 5GC via non-3GPP access, if a valid Temporary ID exists, then UE shall provide it to non-3GPP access (i.e. on NWu).

2.4 OK, and what about those pesky security discussions?

The figure below shows initial registration of a UE with 3GPP access (ref: 23.502 fig 4.2.2.2.2-1: Registration procedure):
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Figure 3 Initial Registration

AMF selection occurs in gNB in step 2. It is already agreed that NSSAI and/or Temporary ID are used by AMF selection function (in gNB) to select the “right” AMF. If sufficient information (NSSAI, Temporary ID) isn’t provided to gNB at this step, then AMF re-direction is likely to occur later on (ref: S2-17084 Fig 2 step 10a). To prevent such re-directions, one could think of the following mechanisms:

1. RAN WGs + SA3 work out a way to protect parameters, using methods not involving 5GC, in step 1

2. Parameters required by AMF selection function (eg NSSAI) are sent by the UE to both 5G-RAN and 5GC after establishment of secure channels
3. Permanently encrypt sensitive parameters, sent in the clear, using crypo-keys such that so that only authorized NFs (gNB, AMF etc.) can decipher
Obviously, #1 would be desirable but there is no precedence for it. #3 would be nice to as well, except it doesn’t work well for dynamically generated parameters such as Temporary ID.
To realize #2 would mean gNB would have to select an AMF first. This AMF will execute security procedures to secure the necessary channels, and then receive NSSAI and such. This in turn implies that AMF re-direction is likely to occur later-on. This would mean that for initial registration requests, and any other procedures from an idle mode UE would require selection of an AMF (referred to as default AMF) by gNB, followed by AMF re-direction upon receipt of appropriate security credentials, context information etc.
2.5 Is there a tie-in with N2-stickiness?

The solution to N2-Stickiness discussions will determine whether access network routes requests based on reference to AMF pool
 or a specific AMF instance in the pool, or a default AMF (for a given geographic data center). Which will then determine the format of Temporary ID. In turn, this will impact AMF selection function logic together with the information required to be made available to access network (by the UE).
The authors believe for there to be a tie-in of AMF selection logic with the outcome of N2-stickiness, and it is linked to how we define an AMF pool to be (see footnote5).
2.5.1 What about other intra-CN interfaces from AMF (eg N8, N11 etc)?

The N2-stickiness discussions have rightly expanded the scope to consider impacts to interfaces other than N2 such as N8, N11 etc. To take an example, in EPC, after initial attach the address of serving MME is stored in the HSS. Any changes to subscription profile will result in HSS contacting the serving MME pointed by the subscription profile (MME-Identity from Origin-Host AVP in S6a:ULR) to update the UE context on that MME. In 5GS, we would need to decide whether the serving MME needs to be stored in UDM; If so, then whether the serving MME identity will point to AMF pool, or a specific AMF instance in the pool, or a default AMF (from the perspective of the originating node: UDM in this case)? If an AMF pool can comprise of functionally-variant AMFs, then NSSAI information will need to be taken into account for initial, and subsequent interaction with AMF by UDM. Similar questions apply for other interfaces, and towards other NFs as well.

2.6 So, what should we do?

As can be seen from the previous sections, even if AMF selection function in the access network (3GPP or n3GPP) is provided with all the S-NSSAIs configured on the UE, there is no deterministic way for the AMF selection function, when considering various deployment options, to select the “right” AMF for the given request such as to avoid AMF re-direction.

Some may argue that even if the AMF selection logic is able to pick the “right” AMF X% of the time, it will cut registration time for that UE’s request by value of T(m)s. While that may be true, it does beg the question as to whether sending such information to access network serves the intended purpose?

In light of the above, there can be one of the following ways to proceed further:
· Option (A):
 Keep both 3GPP and n3GPP access network’s AMF selection logic as simple as possible. Route UE’s NAS requests made without a Temporary ID (included on RRC or NWu) to an AMF marked as default N2 peer-point for that access node (gNB, or N3IWF). Subsequently, use AMF re-direction procedure (ref: 23.502 clause 4.2.2.2.3) in the 5GC to pick the right AMF.
· Option (B): 
· For initial (and re-) registration (no valid Temporary ID present): 
· When accessing HPLMN, the UE shall include default S-NSSAI values, which it is configured with for HPLMN, on RRC (for gNB), and on NWu (for N3IWK). Inclusion of S-NSSAIs other than default (for HPLMN) is an operator-configurable option for when the UE is accessing HPLMN. 
· When accessing VPLMN, the UE shall include only standardized
 default S-NSSAI values, which it is configured with for that VPLMN, on RRC (for gNB), and on NWu (for N3IWK). If no standardized default S-NSSAIs values for VPLMN are configured, then UE shall not include NSSAI on RRC, and on NWu. 

· Subsequently, use AMF re-direction procedure (ref: 23.502 clause 4.2.2.2.3) in the 5GC to pick the right AMF.
· Else (valid Temporary ID present): 
· Only include Temporary ID (not NSSAI) on RRC (for gNB), and on NWu (for N3IWK). 
· Subsequently, use AMF re-direction procedure (ref: 23.502 clause 4.2.2.2.3) in the 5GC to pick the right AMF.
3. Proposals
SA2 is requested to discuss and agree to either Option (A) or (B) (section 2.6) 
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(these apply regardless of Option (A) or (B))

Proposal 1: UE is allowed to send a sub-set of S-NSSAIs from Configured-NSSAI in NAS messages.

Proposal 2: In Accepted-NSSAI sent on NAS, AMF shall indicate all S-NSSAIs allowed for this UE.
Proposal 3: Subsequent to receipt of Accepted-NSSAI, for the duration of UE’s registration, it is only allowed to include S-NSSAI(s) values, in NAS messages, from the S-NSSAI(s) received in Accepted-NSSAI.
Proposal 4: For the S-NSSAIs included in the Accepted-NSSAI list by the network, but not requested by the UE via PDU Session Establishment procedure (when piggy-backed on Registration Request), the network shall not create PDU Sessions associated with these S-NSSAIs. If and when required, at a later time, the UE can request PDU Session setup procedures for such S-NSSAIs.

Proposal 5: When accessing 5GC via non-3GPP access, if a valid Temporary ID exists, then UE shall provide it to non-3GPP access (i.e. on NWu).

+

Send LS OUTs to RAN WGs if necessary.
The authors have not submitted associated pCRs. Upon reaching an agreement, the necessary changes can either be done via dedicated pCR(s) (to be requested during the meeting), or by rolling the changes into other appropriate pCR(s) identified during the meeting.
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� n3GPP access in this paper refers to untrusted non-3GPP access being defined for 5GS_Ph1.


� This means that default S-NSSAI has no significant meaning wrt resource setup without UE asking for it (in SM request). It still has significance with respect to what gets sent to the AN. See subsequent sections.


� Whether N3IWF needs to pick the same AMF instance or the same AMF “pool” is still FFS. In a way, this is tied into “N2 stickiness” discussions which are still open.


� Format of Temporary ID format is also tied-into N2 stickiness discussions. Both of which are FFS.


� At the time of issuance of this document, the definition of AMF pool is FFS. Whether an AMF pool comprises of functionally-identical AMFs, or functionally-equivalent AMFs, or functionally-variant AMFs has an impact to the overhead AMF selection logic as well. Functionally-identical AMFs indicates identical AMFs eg all AMFs in the pool are stateless AMF, and only support CIoT Network Slice. Functionally-equivalent indicates homogenous functionality as visible to entities outside the pool eg gNB, UE, SMF etc, but doesn’t imply identical AMF functional behaviour within the pool e.g all AMFs in the pool only support CIoT Network Slice, but some are stateless while others are stateful. Functionally-variant indicates non-homogenous non-identical AMFs e.g. Some AMFs in the pool support CIoT network slice but are stateless AMFs, others support CIoT Network Slice but are stateful, some other AMFs support eMBB Network Slice but are stateless etc.


� A consequence of Option A is that Accepted-NSSAI sent on N2-Rp (confirmed by SA2 in S2-170603 Q8 response) will be used by RAN for aspects of Network Slicing relevant for RAN only (not for AMF selection function).


� Irrespective of whether 3GPP or other fora (GSMA) standardize these values, the fact that these are standardized implies there is a certain level of knowledge amidst involved PLMNs about the type of service(s) offered via such Network Slices. Also, whether (SST + SD) or only (SST) is standardized is FFS, and isn’t analyzed in this paper.
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