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Discussion

1
Introduction

This paper proposes how to include policies to the UE in the policy framework architecture under definition for 5G.
2
UE Policy provision from PCF
According to the chapter A.3.1.3 UE Policy Provisioning in the 3GPP TS 23.501 V0.2.0, the 5G core network shall be able to provide policy information to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses.

Editor's note:
It is FFS if any of the access network discovery & selection policies specified in TS 23.402 clause 4.8 can be reused.

2)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine when a new PDU session should be requested with a new SSC mode. Further details of this policy are specified in clause TBD.

3)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine when a new PDU session should be requested with a new SM-NSSAI. Further details of this policy are specified in clause TBD.

There are two alternatives to convey the policy information to the UE analysed in this paper:

· Use direct interface between the PCF and the UE

· Use N1 interface
2.1
Use direct interface between the PCF and the UE 
The PCF may provide policies to the UE using a new interface that directly connects the PCF to the UE. This would be a similar scenario as the existing in EPC with the ANDSF.
The policies shall be provided to the UE after the UE has established a secure communication to the PCF. The PCF and the UE have to provide the means to guarantee such secure communication, e.g. the PCF shall be able to authenticate the UE and vice versa. This requires the operator provides additional credentials and/or additional network infrastructure.
Observation 1: The use of direct interface between the UE and the PCF increases network complexity to provide means to establish secure communications between the UE and the PCF.  

The interface shall allow the UE requests policies from the PCF and shall provide means for the PCF to notify the UE to initiate request of policies from the PCF. The PCF may need to update policies in the UE after subscription data update or any other network trigger. When PCF considers dynamic network triggers to provide policies to the UE, the whole mechanism is inefficient as the PCF notifies to the UE and then the UE has to establish secure connectivity to the PCF and retrieve the updated policies.
Observation 2: The use of direct interface between the UE and the PCF requires a new mechanism for the PCF to notifie the UE when the UE needs to request updated policies. This makes the whole process slow and not appropriated for scenarios in which policies have to be dynamically updated, e.g. at a network trigger, the PCF has to notify the UE, then the UE has to establish connection to the PCF and finally retrieve the policies.
The network has to provide the means for the UE to be able to discover the PCF to retrieve the policies.

Observation 3: The network architecture shall provide the means for the UE to discover the PCF to retrieve policies.
2.2
Use N1 interface
It is possible to use N1 interface to convey the policy information to the UE as it is specified for other type of information, e.g. the Accepted NSSAI. We can find also similar scenario in EPC with the provisioning of NBIFOM routing rules from the network to UE.
The N1 interface is a common reference point for all accesses (non-3GPP and 3GPP). It allows a common solution access independent. Therefore, there is no need to use the user plane to convey information to the UE.

The PCF can control the size of information provided by delivering the policies applicable to the UE according to the UE location and time of day.
Observation 4: The use of N1 to provide policies to the UE allows to leverage existing reference point between the UE and the network with no additional requirement. There is no need for additional network infrastructure and/or credentials to establish secure communication to provision policies to the UE. This scenario allows efficient dynamic policy provisioning to the UE when required.
3
Summary

Based on the above observations, it can be concluded that the most efficient solution to provisioning policies to the UE is via N1 interface due to results in a more efficient mechanism and allows a simpler architecture. 
2
Proposal

The following solution is proposed to be updated to TS 23.501. It is proposed to use N1interface to provide policies to the UE.
* * * First change* * * *
A.3.1.3
UE Policy Provisioning

The 5G core network shall be able to provide policy information to UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses.

Editor's note:
It is FFS if any of the access network discovery & selection policies specified in TS 23.402 clause 4.8 can be reused.

2)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine when a new PDU session should be requested with a new SSC mode. Further details of this policy are specified in clause TBD.

3)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine when a new PDU session should be requested with a new SM-NSSAI. Further details of this policy are specified in clause TBD.
The policy information shall be provided to the UE via the N1 interface.
The PCF decides the information applicable to be provided to the UE based on subscription information stored in the UDR and operator policies.
Editor's note:
It is FFS how the PCF provides these policies to the core control plane.

* * * End of changes* * * *
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