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1
Discussion

Void
2
Proposal

It is proposed to modify TS 23.501 as follows… 

* * * * Next Change * * * *(all text is new)
5.8.2
User  Plane Function(s) and N4
The user plane path for a PDU session in the 5GC consists of user plane Functions (UPF). An UPF that provides the interface to a Data Network supports the functionality of a PDU session anchor.

The number of UPFs for a PDU Session is not restricted by the3GPP specifications but specifications support deployments with a single UPF or multiple UPFs for a given PDU session.

Deployments with one single UPF used to serve a PDU session do not apply to the Home Routed case and may not apply to the cases described in sub-clause 5.6.4.

UPF traffic detection capabilities may be used by the SMF in order to control at least following features of the UPF:

· Traffic reporting (e.g. for charging) 

· QoS enforcement

· traffic routing (e.g.as defined in sub-clause 5.6.4. for UL CL or IPv6 multi-homing)
NOTE: UPF detection capabilities are not used in case of PDU session type = Unstructured.

The UPF traffic detection capabilities may detect traffic based on traffic pattern for mapping any combination of:

· 802.1q header (in case of PDU session Type Ethernet)

· Source/destination IP address or IPv6 network prefix

· Source / destination port

· Application Identifier: The Application ID is an index to a set of application detection rules configured in UPF
· protocol ID of the protocol above IP

· Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask

In the pattern:

· a value left unspecified in a filter matches any value of the corresponding information in a packet;

· an IP address or Prefix may be combined with a prefix mask;

· port numbers may be specified as port ranges.

UPF selection is described in clause 6.2
The interfaces for Policy control and for Charging are terminated on SMF.

* * * * end of Change * * * *
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