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FIRST CHANGE
5.4.4
Requirements for IP multi-media session control

In order for operators to be able to offer a "carrier-grade" IP multimedia service, and to require bearers whose features (e.g. Bandwidth) are coherent with the media components negotiated through CSCFs, the following features shall be offered:

1.
Both end points of the session shall be able to negotiate (according to service /UE settings,) which resources (i.e. which media components) need to be established before the destination party is alerted. The session signalling shall ensure that these resources (including IP-Connectivity Access Network resources and IP multimedia backbone resources) are made available or reserved before the destination UE rings.


This should nevertheless not prevent the UE from offering to the end-user the choice of accepting or rejecting the components of the session before establishing the bearers.

2.
Depending on regulatory requirements, the IP multimedia service shall be able to charge the originating party for the IP-Connectivity Access Network service of both originating and destination side or when reverse charging applies to charge the terminating party for the IP-Connectivity Access Network service of both originating and terminating side. This implies that it should be easy to correlate CDR held by the IP-Connectivity Access Network service with a session.

3.
The session control function of IP multimedia network of an operator (CSCF) shall be able (according to operator choice) to have a strict control (e.g. on source /destination IP address, QoS) on the flows associated with session established through SIP entering the IP multimedia bearer network from IP-Connectivity Access Network service. This does not mean that CSCF is the enforcement point (which actually is the Gateway between the IP-Connectivity Access Network and the IP multimedia network) but that the CSCF may be the final decision point for this control.

4.
The session control and bearer control mechanisms shall allow the session control to decide when user plane traffic between end-points of a SIP session may start/shall stop. This allows this traffic to start/stop in synchronisation with the start/stop of charging for a session.

5.
The IP-Connectivity Access Network service shall be able to notify the IP multimedia session control when the IP-Connectivity Access Network service has either modified or suspended or released the bearer(s) of a user associated with a session (because e.g. the user is no longer reachable).

6.
The solution shall comply with the architectural rules relating to separation of bearer level, session control level, and service level.
7. 
The IP-Connectivity Access Network Service shall be able to notify the IP multimedia session control about any change to the access network type. The P‑CSCF may subscribe to notifications of changes of IP-CAN type at IMS session initiation. The subscription shall be automatically removed when the session is torn down.
SECOND CHANGE
5.4.7
Interaction between QoS and session signalling
5.4.7.0
General

At IP‑CAN bearer activation the user shall have access to either IP‑CAN services without Policy and Charging Control, or IP‑CAN services with Policy and Charging Control. It is operator choice whether to offer both or only one of these alternatives for accessing the IM Subsystem.

When using IP‑CAN without Policy and Charging Control, the bearer is established according to the user's subscription, local operator's IP bearer resource based policy, local operator's admission control function and roaming agreements.

When using IP‑CAN with Policy and Charging Control, PCC decisions (e.g., authorization and control) are also applied to the bearer.

The description in this clause and the following clauses (clauses 5.4.7.1 - 5.4.7.7) is applicable for the case when Policy and Charging Control is employed.

The IP-Connectivity Access Network contains a Policy and Charging Enforcement Function (PCEF) that has the capability of policing packet flow into the IP network, and restricting the set of IP destinations that may be reached from/through an IP‑CAN bearer according to a packet classifier. This policy 'gate' function has an external control interface that allows it to be selectively 'opened' or 'closed' on the basis of IP destination address and port. When open, the gate allows packets to pass through (to the destination specified in the classifier) and when closed, no packets are allowed to pass through. The control is performed by a PCRF (the interface between the PCRF and the P‑CSCF is the Rx interface standardised in TS 23.203 [54]).

There are eight interactions defined for Policy and Charging Control:

1.
Authorize QoS Resources.

2.
Resource Reservation.

3.
Enabling of media flows authorized in (1), e.g. 'open' the 'gate'.

4.
Disabling of media flows authorized in (1), e.g. 'close' the 'gate'.

5.
Revoke Authorization for IP‑CAN and IP resources.

6.
Indication of IP‑CAN bearer release from the PCEF in the IP-Connectivity Access Network to the PCRF.

7.
Authorization of IP‑CAN bearer modification.

8.
Indication of IP‑CAN bearer modification from the PCEF in the IP-Connectivity Access Network to the PCRF.

These requirements and functional description of these interactions are explained further in the following clauses. The complete specification of the interface between the Policy and Charging Rules Function and the Policy and Charging Enforcement Function is contained in TS 23.203 [54].

The Policy and Charging Control can also be used to enable the P-CSCF to retrieve the user location and/or UE Time Zone information from the access network, and to subscribe to be notified for any changes to the access network type at IMS session setup as specified in TS 23.203 [54].
CHANGES
