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1
Discussion

1.1 Impact on MM of optimized user plane

In the 5G system, the SMF selects the UPFs to serve a UE PDU session based on a series of information and policies. In order to provide optimal user plane for certain PDU sessions, the UPF may be located close to the AN.
In some scenarios, especially when low latency in resuming communications for a UE in CM-IDLE state is required, it is beneficial to avoid that, upon the UE performing idle mode mobility, a new UPF needs to be allocated to the UE in order to serve the UE in the new location (e.g. in case of session continuity modes 2 and 3). 
ISSUE 1: “UPF Serving Area”

If the UE has a PDU session that require access to a local DN via an UPF located close to the UE point of attachment, the correlation between the Tracking Area List provided to the UE and the UPF location needs to be considered. Two scenarios can be foreseen:

1. Uniform “UPF serving area”: the AMF assigns to the UE a TA list that covers a set of cells where the UE can be served for the PDU session by the same UPF.
2. Non-uniform “UPF serving area”: the AMF assigns to the UE a TA list that includes locations where different UPFs should serve the UE for the PDU session. In this scenario, as indicated above, upon performing a Service Request, a new UPF may need to be allocated to the UE.
When the UE enters CM-IDLE state, in case (1) the UE can move within the TA list area without the need for a relocation of the UPF when the UE performs a Service Request. In this case, the whole TA list area can be considered part of the UPF “Serving area” for the DN. 
However, in case (2), when the UE enters connected mode by performing a Service Request, after having moved within the TA list area the network may need to trigger the relocation of the UPF serving the UE PDU session. In this case, the TA list area spans the serving areas of different UPFs for the DN. 

For some services corresponding to specific PDU sessions, the delay introduced by the need to relocate the UPF upon performing Service Request may not be acceptable. 

Issue 2: multiple PDU sessions

If the UE has multiple PDU sessions to different DN, the PDU sessions may be served by different UPFs with different “UPF serving areas”, and the PDU sessions may have different requirements regarding the relocation of the UPF. 
1.2 AMF and SMF interactions
The following is proposed:
· Optionally, when forwarding an SM message to an SMF, the AMF provides an indication corresponding to the UE location, in order to aid the SMF to select an UPF appropriate for the SSC mode of the PDU session 9e.g. for SSC mode 2 and 3 and for an UPF close to the access network)
· The location information may assume the format of a Tracking Area ID, a cell ID, or a PDU Session Area Code as described below.
· After selecting the UPF(s) serving a PDU session to a DN for the UE based optionally on the UE location indication by the AMF, the SMF provides information to the AMF about the established PDU session to aid the AMF in assigning a TA list to the UE
· The information contains a UPF location indication, to aid the AMF in determining a TA list that would minimize the chances for the problems listed above
· The information also contains the SSC mode assigned to the PDU session. The SSC mode also helps the AMF, since if SSC mode 1 is assigned, there would not be a UPF reselection upon mobility, whereas for SSC mode 2 and mode 3 there can be a UPF relocation).
· The AMF considers such information when assigning a Tracking Area ID list to the UE. 
It needs to be determined what the UE location provided by the AMF to the SMF and the UPF location indication provided by the SMF to the AMF consists of. 
It is proposed to define a mechanism where the location information is a PDU Session Area Codes (PSAC). The AMF and the SMF are configured by the operator with PSAC Lists:

· The AMF PSAC List contains a mapping between PSAC values and corresponding TA Lists. 

· The SMF PSAC List contains a mapping between PSAC values and corresponding UPFs that can provide connectivity in the TA List corresponding to the PSAC value for PDU sessions with SSC Mode 2 or SSC Mode 3 without requiring a relocation of the UPF. 

An example of tables is shown below.
	AMF PSAC List
	
	SMF PSAC List

	PSAC1
	TA List1
	
	PSAC1
	UPFa, UPFb, UPFc

	PSAC2
	TA List2
	
	PSAC2
	UPFa, UPFc, UPFd

	…
	…
	
	…
	…

	PSACn
	TA Listn
	
	PSACn
	UPFr, UPFs


Table 1. Example of PSAC tables in AMF and SMF.

It has to be noted that the content of the table and the PSAC values do not need to be standardized, though the standard will define the format of the PSAC values. By configuring the AMFs and the SMFs, the operator can ensure interoperability between different vendors.

Upon selecting an UPF, the SMF considers the PSAC value provided by the AMF and the SMF selects one of the UPFs corresponding in the table to the received PSAC. Otherwise, after selecting the UPF the SMF determines the PSAC corresponding to the selected UPF and provides the PSAC and the SSC mode of the PDU session to the AMF together with the PDU Session Setup Response that is sent to the UE. 
Upon receiving the PSAC, the AMF retrieves the TA List corresponding to the PSAC value and, based also on the SSC mode, determines whether the TA list currently allocated to the UE is sufficient or whether an updated TA list needs to be provided to the UE. 

When the UE registers to the 5GC without establishing a PDU session, the AMF determines the TA list for the UE based on AMF policies. The TA list may later be updated and provided to the UE when PDU sessions are activated.
1.3 Support of multiple PDU sessions

When the UE requests a new PDU session, the selected SMF returns to the AMF the PSAC value corresponding to the selected UPF, and the SSC mode of the PDU session. The AMF, based on the PSAC code provided by the SMF, the SSC mode, and the existing TA List (based on previously established PDU session) determines whether it needs to provide a modified TA List to the UE.

In order to avoid conflicts between PDU sessions that have different requirements, it is proposed that a priority value is associated to each PDU session (either by the UE when requesting the PDU session establishment), or by the UE subscription information. If two PDU sessions have conflicting requirements and for which the table provides completely disjoint TA Lists, and the SSC mode of such PDU sessions is mode 2 or mode 3, then the AMF determines the TA List based on the PDU session priority by selecting the PDU session with highest priority.
2
Proposal

It is proposed to adopt the following in TS 23.501. 

* * * * First Change * * * *
5.6
Session Management

Editor's note:
This should include session management etc.

Editor's note:
Handling ATSSS is FFS.

5.6.1
Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU sessions that are activated upon request from the UE.

Editor's note:
It is FFS whether "DNN" or "APN" is to be used.

Each PDU session supports a single PDU session type i.e. supports the exchange of a single type of PDU requested by the UE at the activation of the PDU session. The following PDU session types are defined: IPv4, IPv6, Ethernet, Unstructured (where the type of PDU exchanged between the UE and DN is totally transparent to the 5G system).

NOTE 1:
In this release the 5GC does not support dual stack PDU Session (PDU Session type IPv4v6): The 5GC supports dual Stack UEs by using separate PDU sessions for IPv4 and IPv6.

PDU sessions are activated (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger the UE to activate a PDU session to a specific DNN.

The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose it retrieves SMF level subscription data from the UDM. Such data may indicate per DNN:

-
The allowed PDU session Type.

-
Whether in case of Home Routed the VPLMN is allowed to  insert an UL CL or a Branching Point for a PDU session towards this DNN..

Editor's note:
It is FFS whether this information is provided by the SMF in HPLMN to the SMF in VPLMN

-
The allowed SSC modes.

Editor's note:
The exact list of subscription data mentioned above will be refined. This will take into account the output of other key issues (slicing, QoS, etc.).

Editor's note:
It is FFS whether SMF level subscription data is defined per slice

An UE that is registered over multiple accesses chooses over which access to set-up a PDU session.

Editor's note:
The choice of the access to use for a PDU session is based at least on network policy, service requirements and user subscription. The definition of policy for selecting the access to route the PDU Sessions (e.g. service requirements, user subscription, etc.) and how it is used are FFS.

NOTE 2:
In this release, at a given time, a PDU session is routed over only a single access network.

An UE may request to move a PDU session between 3GPP and Non 3GPP accesses. The decision to move PDU sessions between 3GPP access and Non 3GPP access is made on a per PDU session basis, i.e. the UE may, at a given time, have some PDU sessions using 3GPP access while other PDU sessions are using Non 3GPP access.

In a PDU session establishment request sent to the network, the UE shall provide a PDU Session Id as defined in clause 5.3.2. The UE may also provide:

-
A PDU session Type.

-
Slicing information.

Editor's note:
slicing related information is to be further clarified. An S-NSSAI information is meant.

-
The DNN (Data Network Name).

-
The SSC mode (Service and Session Continuity mode defined in clause 5.3.x).
-
PDU Session Priority
Editor's note:
It is FFS Whether the UE may also provide and information indicating its willingness to move a PDU session between 3GPP and Non 3GPP access.

Table 5.6.1-1: Attributes of a PDU session

	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	Slicing information
	No
	(Note 1)(Note 2)



	DNN (Data Network Name)
	No
	(Note 1)(Note 2)

	PDU session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 1)

The semantics of Service and Session Continuity mode is defined in clause 5.x

	PDU session Id
	No
	

	PDU Session Priority
	Yes
	(Note 1)

	NOTE 1:
If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Types

NOTE 2:
Slicing information and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 5.2.


An UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.

An UE may establish multiple PDU sessions to the same Data Network and served by different UPF terminating N6.

A UE with multiple established PDU sessions may be served by different SMF.
The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.

5.6.2
Interaction between AMF and SMF
The AMF and SMF are separate Network Functions.

N1 related interaction is as follows:

-
A single N1 NAS connection is used for both Registration / Connection Management (RM/CM) and SM-related messages and procedures for a UE. The single N1 termination point is located in AMF. The AMF forwards SM related NAS information to the SMF.

-
AMF handles the Registration / Connection Management part of NAS signalling exchanged with the UE. SMF handles the Session management part of NAS signalling exchanged with the UE.

-
RM/CM NAS messages and SM NAS messages and the corresponding procedures are decoupled, so that the NAS routing capabilities inside AMF can easily know if one NAS message should be routed to a SMF, or locally processed in the AMF. It is possible to transmit an SM NAS message together with an RM/CM NAS message.

NOTE:
Whether this implies encapsulating the SM NAS message in an RM/CM NAS message or not is FFS and should be defined at stage 3.

-
AMF can decide whether to accept the RM/CM part of a NAS request without being aware of the possibly concatenated SM part of the same NAS signalling contents.

-
When a SMF has been selected to serve a specific PDU session, AMF has to ensure that all NAS signaling related with this PDU session is handled by the same SMF instance.
-
When forwarding SM signalling to the SMF at the beginning of a NAS SM procedure, the AMF provides to the SMF information about the UE location in the format of a PDU Session Area Code

-
When the SMF performs UPF selection, the SMF provides to the AMF information regarding the UPF and the SSC mode of the PDU session in order to aid the AMF in determining the tracking area list for the UE to minimize the need for UPF relocation. 
-
The SMF indicates to AMF when a PDU session has been released.

-
Upon successful PDU session establishment, AMF stores the identification of serving SMF of UE and SMF stores the identification of serving AMF of UE.

N2 related interaction is as follows:

-
N2 signalling related with UE is terminated in the AMF i.e. there is a unique N2 termination for a given UE regardless of the number of PDU sessions (possibly zero) of a UE.

-
Some N2 signalling (such as Handover related signalling) may require the action of both AMF and SMF. In such case, the AMF is responsible to ensure the coordination between AMF and SMF.

N3 related interaction is as follows:

-
In case of UE having multiple established PDU sessions using multiple UPFs, the SMF supports the independent activation of UE-CN user plane connection per PDU session.

N4 related interaction is as follows:

-
The SMF(s) supports the end-to-end control functions on PDU sessions (including any N4 interface to control the UPF(s)).

-
When it is made aware by the UPF that some DL data has arrived for a UE in IDLE mode (and the UE is not known to be in a power saving state), the SMF interacts with the AMF in order to trigger UE paging from the AN (depending on the type of AN).

Editor's note:
Precise details of the interaction for paging depend on the definition of paging mechanisms for the NextGen system.

5.6.2.X TA Lists and Optimal User Plane

The AMFs and the SMFs that the AMF can select to serve a UE are configured by the operator with a list of PDU Session Area Codes (PSAC). The AMF PSAC List contains a mapping between PSAC values and corresponding TA Lists. The SMF PSAC List contains a mapping between PSAC values and corresponding UPFs that can provide connectivity in the TA List corresponding to the PSAC value for PDU sessions with SSC Mode 2 or SSC Mode 3 without requiring a relocation of the UPF. 

When the AMF forwards an SM message to an SMF at the beginning of a NAS SM procedure, the AMF may provide the PSAC value corresponding to the current UE location in order to aid the SMF to select an UPF for the PDU session. 

If the SMF receives a PSAC value, the SMF selects one of the UPFs corresponding in the table to the received PSAC considering the SSC mode of the PDU session. Otherwise, the SMF selects the UPF based on local policies, UE subscription information, etc. 

If the SMF received a PSAC value from the AMF and, based on local policies and UE subscription, selects a UPF that corresponds to a different PSAC value, then the SMF returns the PSAC value of the selected UPF to the AMF. 

After selecting the UPF, the SMF may return a new PSAC value to the AMF and may return the SSC mode of the PDU session. If the UE returns a PSAC value, the UE shall return the SSC mode. 

Upon successful PDU session establishment, the AMF retrieves the TA List corresponding to the PSAC value and, based also on the SSC mode, determines whether the TA list currently allocated to the UE is sufficient or whether an updated TA list needs to be provided to the UE. The PSAC value used to retrieve the TA List is the PSAC value provided by the AMF to the SMF, if the SMF did not return a PSAC value, otherwise it is the PSAC value provided  by the SMF.

When the UE registers to the 5GC without establishing a PDU session, the AMF determines the TA list for the UE based on AMF policies. The TA list may later be updated and provided to the UE when PDU sessions are activated.
* * * * End of Changes * * * *
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