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Abstract of the contribution: This contribution proposes a change to support update of mobility restriction information at a UE in a non-allowed area, when the network triggers the update due to changes in UE information, e.g., change of user subscription, location, and/or network policy, etc. The contribution also included some editorial changes for ‘5.3.4.1.2 Management of service area restrictions’.
1
Discussion

The SA2 #118bis discussed the need for support of a network-triggered mobility restriction update, and agreed to the following note: 
    Open, to be decided whether covered by “generic registration procedure” or another “generic 
    procedure”, for a subsequent meeting
To resolve the issue, in the following, we compared three options for the solution: 1) Registration procedure, 2) Service Request procedure, 3) A new generic configuration update procedure. It is assumed throughout the contribution that a UE has been already changed to the idle state by releasing PDU sessions after it moves into a non-allowed area from an allowed area. The update of mobility restriction information for a UE in the connected mode can be discussed as a separate issue and is not covered in the contribution.
1.1 Mobility restriction update in a non-allowed area

The network-triggered mobility restriction update for a UE in a non-allowed area needs to be defined. The ‘mobility restriction update during the registration’ in TS23.501, which is defined to be initiated by a UE on the event of mobility or periodic TAU, cannot work in case that a UE is static for a long time or the timer T3412 for the periodic TAU is set to a large value by a network configuration. The standard needs to support an alternative update procedure which is triggered by the network. 
TS23.501 specifies that a UE in a non-allowed area shall respond to core network paging. However, it needs to be clarified how the UE should respond to a paging in a non-allowed area and support the update of mobility restriction update.
Three candidates can be considered for the solution:

1) Registration procedure
A UE initiates the Registration procedure after receiving a paging indication from the network in a non-allowed area.
This solution is aligned with the current agreement that a UE is not allowed to send a session-related message in a non-allowed area, but requires different UE behaviours in an allowed/non-allowed area.

2) Service Request procedure

A UE initiates the Service Request procedure after receiving a paging indication from the network in a non-allowed area, as is defined for the UE in an allowed area. The Service Request from the UE is rejected by the network (no downlink data) with a pre-defined reason code for mobility restriction (or generic UE configuration) update. A UE or the network initiates a mobility restriction (or generic UE configuration) update procedure after confirming the reason code.
3) A new generic configuration update procedure
A UE sends a control message to the network to trigger the start of a generic configuration update procedure, after receiving a paging indication in a non-allowed area. This requires additional definition of a new message and different behaviours for UEs after receiving a paging indication in an allowed/non-allowed area. The configuration update procedure is normally initiated by the network for a UE in the connected mode, and this UE-triggered update scenario can be considered as exceptional.
In conclusion, 1) Registration procedure or 3) A new generic configuration update procedure can be used to update the mobility restriction information of a UE in a non-allowed area. However, the latter may not be re-used for other scenarios in general, we propose to adopt the former - 1) Registration procedure.
Proposal: The network may perform paging for a UE in a non-allowed area to update mobility restriction information at UE. A UE starts a Registration procedure, if it receives a paging indication from the network in a non-allowed area.
2
Proposal

Proposed to adopt the following text changes to TS 23.501.
***** Start of Change # 1 *****
5.3.4.1.2
Management of service area restrictions

A service area restriction may contain one or more (e.g. up to 16) entire tracking areas. An allowed area may alternatively be configured as unlimited i.e. it may contain all tracking areas.

The UDM stores the service area restrictions of a UE as part of the UE's subscription data. The PCF in the serving network may (e.g. due to varying conditions such as UE's location, application in use, time and date) further adjust service area restrictions of a UE upon registration and mobility events, either by expanding an allowed area or by reducing a non-allowed area. The UDM and the PCF may update the service area restrictions of a UE at any time during registration procedures. 
At initial registration, the AMF fetches from the UDM the service area restrictions of a UE that may be further adjusted by the PCF. The serving AMF shall enforce the service area restrictions of a UE. The AMF may provide a UE with any pre-configured allowed area. For a UE in CM_CONNECTED state the AMF shall indicate the service area restrictions of this UE to the RAN.

Upon change of serving AMF due to mobility, the old AMF may provide the new AMF with the service area restrictions of the UE that may be further adjusted by the PCF.
The network may perform paging for a UE in a Non-allowed area to update service area restrictions. A UE performs Service Request procedure, if it receives a paging message from the network. 
Editor’s Note: The detailed procedure for the network-initiated update (i.e, whether Registration or a new procedure will be used) is FFS. 
In case of roaming, the service area restrictions are transferred from the UDM via the serving AMF to the serving PCF in the visited network. The serving PCF in the visited network may further adjust the service area restrictions.
***** End of Change # 1 *****
***** Start of Change # 2 *****
5.3.4.1
Mobility Restrictions

5.3.4.1.1
General

Mobility Restrictions restrict mobility handling or service access of a UE in the 5G System. The Mobility Restriction functionality is provided by the UE, the radio access network and the core network.
Mobility Restrictions only apply to 3GPP access, they do not apply to non-3GPP access.
Mobility Restrictions in CM-IDLE state are executed by the UE based on information received from the core network. Mobility Restrictions in CM-CONNECTED state are executed by the radio access network and the core network.

In CM-CONNECTED state, the core network provides Mobility Restrictions to the radio access network with a Handover Restriction List.

Mobility restrictions consists of RAT restriction, forbidden area, and service access restrictions as follows:


-
RAT restriction:
Defines the 3GPP Radio Access Technology(ies), a UE is not allowed to access. In a restricted RAT a UE is not permitted to initiate any communication with the network.

-
Forbidden area:
In a Forbidden area under a given RAT, the UE is not permitted to initiate any communication with the network.

-
Service access restrictions:
Defines areas in which the UE may or may not initiate communication with the network as follows:

-
Allowed area:
In an allowed area under a given RAT, the UE is permitted to initiate communication with the network as allowed by the subscription.

-
Non-allowed area:
In a non-allowed area under a given RAT a UE is service access restricted. The UE is not allowed to initiate UE triggered Service Request or SM signalling to obtain UE initiated user services (both in CM-IDLE and in CM-CONNECTED states). The UE shall perform periodic registration updates and normal registration updates due to mobility. The UE in a Non-allowed area shall respond to core network paging with Service Request.
Editor’s Note: Whether a network initiated Service Request in a Non-allowed area can be used also for normal user services or is limited to the purpose of mobility restriction update, is FFS 
For a given UE, the core network determines the service area restrictions based on UE subscription information. Optionally the allowed area may in addition be fine-tuned by the PCF e.g. based on UE location, and network policies. Service area restrictions can be changed due to, e.g. subscription, location, and/or policy change. Service area restrictions may be updated during a Registration procedure.

Editor's note:
It is FFS whether a UE shall perform a registration update whenever entering an allowed area (respectively non-allowed area) from a non-allowed area (respectively allowed area).

If the UE has overlapping areas between RAT restrictions, forbidden areas, allowed areas and non-allowed areas, or any combination of them, the UE shall proceed in the following precedence order:
-
The evaluation of RAT restrictions shall take precedence over the evaluation of any other Mobility restrictions;

-
The evaluation of forbidden areas shall take precedence over the evaluation of allowed areas and non-allowed areas; and

-
The evaluation of non-allowed area shall take precedence over the evaluation of allowed areas.

A UE shall override any forbidden area and non-allowed area restrictions whenever access to the network is required for regulatory prioritized services like Emergency services and MPS.
***** End of Change # 2 *****
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