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1
Introduction

The policy framework is one of the key components in the 5G system, and comprises the Policy Control Function (PCF), the Policy Control Enforcement Function (PCEF), the Access and Mobility Policy Enforcement Function (AMPEF), the Application Function (AF) and the User Data Repository (UDR).

The Policy Control Function (PCF) has been defined in 3GPP TR 23.799 as a stand-alone function part of the 5G core network that allows to shape the network behaviour based on operator policies.
The Policy Enforcement Functions (PCEF and AMPEF), however, have not been defined in 3GPP TR 23.799, and instead, PCF interfaces towards the Session Management Function, the Access and Mobility Management Function have been described. The Session Management Function and the Access and Mobility Management Function receive the policy rules from the PCF via N7 and N15 reference points, and control their enforcement, in some cases by enforcing the applicable information from the policy rules, and in other cases by propagating derived information to the actual enforcement (UPF, RAN, UE) via the corresponding reference points. 
This contribution analyses how the enforcement functions are distributed in 5GS considering the separation into the enforcement control part and the actual enforcement points, as well as the reference points involved in the distribution of enforcement information towards the enforcement points. The contribution also clarifies the responsibilities and functional distribution of the Policy Enforcement functions AMPEF and PCEF described in 3GPP TS 23.501 v.0.2.0 into the applicable Network Functions under definition in 5GS.
2
The Enforcement of Policy Decisions
 The table below summarizes the type of policies that may be decided by the PCF, their enforcement control part functions, their actual enforcement functions, and the involved reference points. Also, a reference to the 3GPP TR 23.799 or 3GPP TS 23.501 chapter where the policy enforcement is referred is included for completion. 
Table 1. Type of Polices versus Policy Enforcement

	Type of Policies
	Enforcement Control Part
	Enforcement 
	Involved Reference Points
	3GPP TR 23.799, 3GPP TS 23.501 Reference

	QoS
	SMF includes the enforcement control part of QoS authorization policy decisions.
	UPF, RAN, UE
	N7: PCF -> SMF
N4: SMF -> UPF
N2: SMF -> RAN/AMF
N1:  AMF/SMF-> UE
	TR 23.799, clauses 8.2, 8.4, and 8.10
TS 23.501, clause 5.7

	Charging Control (Note 1)
	SMF includes the enforcement control part of Flow Based Charging Control policy decisions
	UPF, SMF
	N7: PCF -> SMF
N4: SMF -> UPF
	TR 23.799, clause 8.10

	Packet Inspection and Policy Rule enforcement
	SMF includes the enforcement control part for gating and service data flow detection
	UPF
	N7: PCF -> SMF
N4: SMF -> UPF

	TR 23.799, clauses 8.12.4, 8.10
TS 23.501 clause 6.2.3

	Packet Routing and forwarding
	SMF includes the enforcement control part for packet routing and forwarding
	UPF
	N7: PCF -> SMF
N4: SMF -> UPF

	TR 23.799, clause 8.12.4
TS 23.501 clause 6.2.3

	Traffic accounting and reporting/traffic usage reporting
	SMF includes the enforcement control part for traffic usage reporting
	UPF, SMF
	N7: PCF -> SMF
N4: SMF -> UPF

	TR 23.799, clause 8.12.4
TS 23.501 clause 6.2.3

	Service Steering & Service Chaining
	FFS
	FFS
	FFS
	TS 23.501Annex A, Policy Framework
TS 23.501 clause TBD

	Congestion Management
	FFS
	FFS
	FFS
	-

	Mobility Restrictions (MOD): Service Area Restrictions
	AMF includes the enforcement control part of the Service Area Restrictions adjustments in the Enforcement points
	AMF, RAN, UE
	N15: PCF -> AMF
N2: AMF -> RAN
N1: AMF -> UE
	TR 23.799, clause 8.3, 8.8, and 8.10
TS 23.501 clause 5.3.4

	RAT/Frequency selection Priority
	AMF includes the enforcement control part for the RAT/Frequency selection Priority in the RAN
	RAN
	N15: PCF -> AMF
N2: AMF -> RAN
	TR 23.799, clause 8.10
TS 23.501 clause TBD

	Access Network Discovery and Selection Policy
	FFS
	UE
	FFS
	TR 23.799, clause 8.10

TS 23.501Annex A, Policy Framework

	SSC Mode Selection Policy
	FFS
	UE
	FFS
	TR 23.799, clause 8.6, clause 8.10

TS 23.501Annex A, Policy Framework

	Network Slice Selection Policy
	FFS
	UE
	FFS
	TS 23.501Annex A, Policy Framework


Note 1: Credit management and reporting are to be defined in SA WG5 specification

The possible distribution of the policy enforcement into network functions proposed in table Table 1 above is not shown in the Policy architecture currently depicted in 3GPP TS 23.501 v.0.2.0 (Figure 1). Instead, AMPEF and PCEF enforcement functions are introduced based on the functions they support towards the PCF. 

[image: image1.emf] 

Applicati on  Function (AF)  

NG5  

Online  Charging  System (OCS)  

  Policy Control Function (PCF)  

PNG7   PNG15  

Access and Mobility Policy  Enforcement Function  (AMPEF)  

Policy and Charging  Enforcement  Function (PCEF)  

PSy  

User Data  Repository  (UDR)  

PUd  


Figure 1. Overall 5G Policy framework architecture
Taking into account the information collected in Table 1, the Policy Enforcement Functions depicted in the Policy Framework architecture could be defined in the following terms:

· The PCEF enforcement function, that comprises the Enforcement Control part included in the SMF as per Table 1. I.e., the PCEF is the Enforcement Control part for policy decisions related to QoS, charging, gating, service flow detection, packet routing and forwarding, traffic accounting and reporting. The PNG7 reference point then would reflect the Enforcement Control part functions needed by the SMF, and thus would become N7.  
The actual enforcement of QoS, charging, gating, service flow detection, packet routing and forwarding and traffic accounting and reporting policy decisions would be distributed among the UPF, RAN and UE depending on the Policy Type. How the enforcement is performed and what information would carry the involved reference points (N4, N3, N2, N1) would be out of the Policy Framework specification scope, and would be described in the referenced TS 23.501 clauses (or to be decided sub-clauses) contained in the column “3GPP TR 23.799, TS 23.501 references” of Table 1.   
· The AMPEF enforcement function, that comprises the Enforcement Control part included in the AMF as per Table 1. I.e, the AMPEF is be the Enforcement Control part of policy decisions related to Service Area Restrictions and RAT/Frequency Selection Priority. The PNG15 reference point would then actually reflect the Enforcement Control part functions needed by the AMF and thus would become N15.
The actual enforcement of Service Area Restrictions is distributed in the UE (when the UE is in CM-IDLE state) and the RAN and the AMF when the UE is in CM-CONNECTED state, while the enforcement of RAT/Frequency Selection Priority is always performed in the RAN. How the Service Area Restrictions are enforced in RAN/AMF/UE, how the RAT/Frequency Selection Priority is enforced in RAN, and what information would carry the involved reference points (N2, N1) would be out of the Policy Framework specification scope, and would be described in the referenced TS 23.501 clauses (or to be decided sub-clauses) contained in the column “3GPP TR 23.799, TS 23.501 references” of Table 1.

And the Policy architecture could be updated as follows:
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3
Summary

Based on the above analysis, it is proposed to update the Overall Policy Framework architecture:

· To clarify the responsibilities of the AMPEF and PCEF Policy Framework functions and their allocation into the 5GS AMF and SMF network functions. 

· To update the PNG7 and PNG15 reference points to N7 and N15 reference points.
· To indicate, per policy type, the further distribution of the enforcement functionality into other 5GS network functions external to the Policy Framework and the 3GPP TS 23.501 clause where it might be detailed.
2
Proposal

It is proposed to include the following changes Annex A (Informative): Policy Framework of 3GPP TS 23.501 v.0.2.0.
* * * First change* * * *
A.2
Architecture model and reference points

A.2.1
Reference architecture
The policy framework functionality is comprised by the functions of the Policy Control Function (PCF), the Policy Control Enforcement Function (PCEF), the Access and Mobility Policy Enforcement Function (AMPEF), the Online Charging System (OCS) and the Application Function (AF).

Figure A.2.1-1 shows the policy framework architecture (non-roaming) in 5G:
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Figure A.2.1-1: Overall 5G Policy framework architecture

Editor's note:
The reference point PUd and PSy are not yet defined in the baseline 5G architecture and the actual name is expected to change.
Editor’s Note:  Implications from multiple Slices and its relation to PCF are FFS.
A.2.2
Reference points

A.2.2.1
N5 reference point

The N5 reference point resides between the AF and the PCF.

The N5 reference point enables transport of application level session information from AF to PCF.

The N5 reference point enables the AF to get information about IP-CAN session events.

A.2.2.2
N7 reference point

The N7 reference point resides between the PCEF and the PCF.

The N7 reference point enables the PCF to have dynamic policy and charging control at a PCEF.

The N7 reference point enables the signalling of policy and charging decision and it supports the following functions:

-
Establishment of IP-CAN session by the PCEF;

-
Request for policy and charging control decision from the PCEF to the PCF;

-
Provision of policy and charging control decision from the PCF to the PCEF;

-
Delivery of network events and IP-CAN session parameters from the PCEF to the PCF;

-
Termination of IP-CAN session by the PCEF or the PCF.


A.2.2.3
N15 reference point

The N15 reference point resides between the AMPEF and the PCF.

The N15 reference point enables the PCF to provide Access and Mobility Management related policies to the AMPEF and it supports the following functions:

-
Handling of UE Context Establishment request sent by the AMPEF to the PCF as part of UE Registration procedure(s);

-
Provision of access and mobility management decision from the PCF to the AMPEF;

-
Delivery of network events from the AMPEF to the PCF;

-
Handling of UE Context Termination request sent by the AMPEF to the PCF as part of UE De-Registration procedure.


* * * Second change* * * *
A.3
Functional description

A.3.1
Overall description
A.3.1.x
Distribution of the Enforcement of Policy Decisions

The table below summarizes the distribution of the enforcement of policy decisions, indicating per type of policy their enforcement control part functions, their actual enforcement functions, and the involved reference points. 

Table X. Type of Polices versus Policy Enforcement

	Type of Policies
	Enforcement Control Part
	Enforcement 
	Involved Reference Points/Interfaces

	QoS
	SMF 
	UPF, RAN, UE
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF
N2: SMF -> RAN/AMF
N1: AMF/SMF-> UE

	Charging Control (Note 1)
	SMF 
	UPF, SMF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF

	Packet Inspection 
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	Packet Routing and forwarding
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	traffic usage reporting
	SMF 
	UPF 
	

	Traffic counting and reporting
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	Service Steering & Service Chaining
	FFS
	FFS
	FFS

	Congestion Management
	FFS
	FFS
	FFS

	Mobility Restrictions (MOD): Service Area Restrictions
	AMF 
	AMF, RAN, UE
	Npcf /N15: PCF -> AMF
N2: AMF -> RAN
N1: AMF -> UE

	RAT/Frequency selection Priority
	AMF 
	RAN
	Npcf /N15: PCF -> AMF
N2: AMF -> RAN

	Access Network Discovery and Selection Policy
	FFS
	UE, FFS
	FFS


NOTE: 
Credit management and reporting are to be defined in SA WG5 specification.
Editor's note:
It is FFS the Enforcement distribution for Service Steering and Service Chaining, Congestion Management, Access Network Discovery and Selection Policy, SSC Mode Selection, and Network Slice Selection Policy in the 5GS.  Additional policy requirements are FFS.
· A.3.1.y
Policy and Charging Enforcement Function 
The PCEF is the Policy Enforcement Control part included in the SMF. The PCEF is responsible for the enforcement control of policy decisions related to QoS, charging, gating, service flow detection, packet routing and forwarding, traffic usage reporting.  

The actual enforcement of QoS, charging, gating, service flow detection, packet routing and forwarding and traffic accounting and reporting policy decisions can be distributed among the UPF, RAN and UE depending on the policy type. 
Editor’s Note:  How PCEF functions as defined in 23.203 is mapped into 5GS are FFS.
NOTE: How the enforcement is performed for each policy type and what information carries the involved reference points (N4, N3, N2, N1) is described in TBD clauses of TS 23.501/TS 23.502.   
A.3.1.z
Access and Mobility Policy Enforcement Function 

The AMPEF is the Policy Enforcement Control part included in the AMF. The AMPEF is responsible for the enforcement control of policy decisions related to Service Area Restrictions and RAT/Frequency Selection Priority. 

The actual enforcement of Service Area Restrictions is executed in the UE, when the UE is in CM-IDLE state, and in the RAN/AMF when the UE is in CM-CONNECTED state, while the enforcement of RAT/Frequency Selection Priority is always performed in the RAN. 
NOTE: How the Service Area Restrictions are enforced in AMF/RAN/UE, how the RAT/Frequency Selection Priority is enforced in RAN, and what information would carry the involved reference points (N2, N1) are out of the Policy Framework specification scope, and are described in the TBD TS 23.501//TS 23.502 clauses.
* * * End of changes* * * *
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