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Start of 1st Change
G.2
Procedure for registration utilizing IMS Authorization

Figure G.2-1 describes how IMS registration is performed by the MSC Server upon receiving of a Location Update Request.
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Figure G.2-1: Procedure for registration utilizing IMS Authorization

1.
The UE sends a Location Update Request towards CS network.

2-3.
Upon receipt of location update request, MSC Server enhanced for ICS performs standard identity request if needed.

4.
The MSC Server enhanced for ICS decides to initiate IMS registration for this subscriber and derives a domain name from the subscriber's identity (e.g. IMSI) and discovers the address of the appropriate I-CSCF/IBCF.

5-7.
The I-CSCF verifies that the incoming REGISTER origins from a trusted MSC Server (in the same way it would check that a normal REGISTER origins from a trusted P-CSCF). The I-CSCF compares the MNC/MCC in the IMPI/IMPU to detect whether the UE is an inbound roamer or not. For HPLMN subscribers the I-CSCF selects the HSS and for inbound roamers follows the procedure in Annex H.5.2.3.1. The  I-CSCF indicats to the HSS that the REGISTER is coming from a MSC and the HSS selects the appropriate S-CSCF which is able to handle the CS authentication. The I‑CSCF initiates standard procedures for S‑CSCF location/allocation and forwards the REGISTER to S-CSCF.

8-9.
The S-CSCF identifies the REGISTER as being from the MSC Server enhanced for ICS.


During these procedures, authentication parameters for a given subscriber will be carried. The parameters contain an Authentication Quintuplet (Rand, Xres, Ck, Ik, Autn).

10-11.
The S‑CSCF sends a SIP 401 i.e. an authentication challenge towards the UE including the challenge RAND, the authentication token AUTN, and also the integrity key IK and the cipher key CK to MSC Server enhanced for ICS.

12.
Upon receipt of 401 from IMS, MSC Server enhanced for ICS initiates the authentication procedure by transferring an AUTHENTICATION REQUEST message across the radio interface. The AUTHENTICATION REQUEST message contains the parameters necessary to calculate the response parameters.

13.
The UE processes the challenge information and sends back an AUTHENTICATION RESPONSE message to the network.

14.
The MSC Server enhanced for ICS should send REGISTER with authentication result (XRES) to I-CSCF.

15-21.
I‑CSCF forwards the authentication response to the S‑CSCF. Upon receiving the message, the S‑CSCF check the authentication response sent by the UE. If the user has been successfully authenticated, the S‑CSCF sends 200 OK to MSC Server enhanced for ICS via I-CSCF.

22.
On receiving a 200 (OK) response to the REGISTER request, the MSC Server enhanced for ICS generates a TMSI for the UE and sends Location Update Accept towards the UE.

End of 1st Change

Start of 2nd Change

H.5.2.3.1
Authentication/Registration for Inbound roamers

The main difference to the procedure for own users is that for inbound roamers the registration flow goes through an ICS IWF that acts as a HSS towards the I-CSCF and S-CSCF in the VPLMN and as a VLR towards the HPLMN HLR.
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Figure H.5.2.3.1-1: Authentication/Registration procedure for inbound roamer

1.
-7. Same as steps as in Annex G of this specification with the difference that in step 5, the I-CSCF detects the inbound roaming UE based on a comparison of the MNC/MCC in the IMPI/IMPU. The I-CSCF queries the IWF which may look up a database whether the MNC/MCC operator network (HPLMN of the inbound roaming UE) has an IMS roaming agreement or not. If there is no IMS roaming agreement or any other related Service Level Agreements (SLA) in place with this network, then the IWF selects an S-CSCF which is able to handle the CS authentication procedure and provides the S-CSCF address to the I-CSCF. I-CSCF marks the SIP REGISTER with an inbound roaming indication towards the S-CSCF.
NOTE: 
SeDoC is a homogeneous service and all MSC Servers in the PLMN need to support it.
8.
The S-CSCF identifies the REGISTER as being from the MSC Server enhanced for SeDoC for an inbound roamer. The S-CSCF requests the authentication info from the ICS IWF which acts as a HSS towards the S-CSCF.

9.-13.The ICS-IWF acting as VLR retrieves the Authentication Info parameters (authentication quintets required for UMTS AKA) from the HLR. The ICS IWF retrieves the service profile via the D interface, i.e. it behaves like a VLR towards the HPLMN HLR by performing an Update Location Procedure and Insert Subscriber Data Procedure. The ICS IWF creates a temporary record (subscription profile). For invoking other AS(s), the ICS IWF generates the corresponding iFC(s).
NOTE: 
SeDoC does not support 2G authentication. 
14-26. Same as steps 10.-22 Annex G of this specification.

End of 2nd Change
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