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Abstract of the contribution: 
This contribution proposed the content to TS 23.502.
1. Discussion

This contribution is to propose the interaction between AMF and NRF for handling of NSSAI provided by UE. In TS 23.501, AMF can select SMF and utilize NRF to discover the SMF instances. Furthermore, NFR can enable one NF discover a specific target NF by proving the type of NF and other complementary information such as NSSAI. NRF can provides the IP addresses or the FQDN of NF instances to the requester NF.
Based on this, this contribution proposes two conditional steps to describe how the AMF and NRF interact with each other for handling of NSSAI to enable the network slice selection in the Registration procedure: 
4.  [conditional]The Selected AMF sends to NRF a NF Discovery Request with NSSAI provided by UE in Step 1.
   NSSAI can provide the information, e.g., Slice/Service Type (SST) and Service Differentiator (SD) as defined in TS 23.501, clause x. Based on this, NRF can determine NF Service(s).
5.  [conditional] NRF sends to AMF a NF Discovery Response with the required information of NFs according to NSSAI, e.g., the IP addresses or Fully Quality Domain Name (FQDN) of the required NFs to AMF.
2. Proposal
It is proposed to add the following texts into TS 23.502.
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Figure 4.2.2.2.2-1: Registration procedure

1.	UE to (R)AN: AN message (AN parameters, Registration Request (Registration type, Subscriber Permanent Identifier or Temporary User ID, Security parameters, NSSAI, UE 5GCN Capability, PDU session status)).
Editor’s Note: The required AN parameters is FFS.
	In case of 5G-RAN, the AN parameters include e.g. SUPI or the Temporary User ID, the Selected Network and NSSAI.
	The Registration type indicates if the UE wants to perform an "initial registration" (i.e. the UE is in non-registered state), a "mobility registration" (i.e. the UE is in registered state and initiates a registration due to mobility) or a "periodic registration" (i.e. the UE is in registered state and initiates a registration due to the periodic update timer expired). If included, the Temporary User ID indicates the last serving AMF. The Security parameters are used for Authentication and integrity protection. NSSAI indicates the Network Slice Selection Assistance Information (as defined in clause x of TS 23.501[2]. The PDU session status indicates the available PDU sessions in the UE.
Editor’s Note: The content of the Security parameters is FFS.
Editor’s Note: The possibility to piggyback a PDU session Establishment request at the same time as sending a Registration request is FFS.
Editor’s Note: Changes required to support "stickiness" is FFS.
Editor’s Note: It is FFS whether the PDU session status is to be sent using a piggybacked SM message or as a "bitmap".
Editor’s Note: It is FFS if Active flag/bitmap and HO attach indication is to be added.
Editor’s Note: It is FFS how UE Radio capabilities are provided.
2.	If a SUPI is included or the Temporary User ID does not indicate a valid AMF the (R)AN, based on (R)AT and NSSAI, if available, selects an AMF.
	The (R)AN selects an AMF as described in TS 23.501 [2], clause X.
3.	(R)AN to AMF: N2 message (N2 parameters, Registration Request (Registration type, Permanent User ID or Temporary User ID, Security parameters, NSSAI)).
   When 5G-RAN is used, the N2 parameters include the Location Information, Cell Identity and the RAT type related to the cell in which the UE is camping.
4.  [conditional]The Selected AMF sends to NRF a NF Discovery Request with NSSAI provided by UE in Step 1.
   NSSAI can provide the information, e.g., Slice/Service Type (SST) and Service Differentiator (SD) as defined in TS 23.501, clause x. Based on this, NRF can determine NF Service(s).
5.  [conditional] NRF sends to AMF a NF Discovery Response with the required information of NFs according to NSSAI, e.g., the IP addresses or Fully Quality Domain Name (FQDN) of the required NFs to AMF. 
	When 5G-RAN is used, the N2 parameters include the Location Information, Cell Identity and the RAT type related to the cell in which the UE is camping. 

64.	[conditional] new AMF to old AMF: Information Request (complete Registration Request)
	If the UE’s Temporary User ID was included in the Registration Request and the serving AMF has changed since last registration, the new AMF may send Information Request to old AMF including the complete Registration Request IE to request the UE’s SUPI and MM Context.
75.	[conditional] old AMF to new AMF: Information Response (SUPI, MM Context, SMF information)
	Old AMF responds with Information Response to new AMF including the UE’s SUPI and MM Context. 
	If old AMF holds information about active PDU Sessions, the old AMF includes SMF information including SMF identities and PDU session identities.
8
6.	[conditional] AMF to UE: Identity Request ()
	If the SUPI is not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE. 
97.	[conditional] UE to AMF: Identity Response ()
	The UE responds with an Identity Response message including the SUPI.
108.	The AMF may decide to invoke an AUSF. In that case, the AMF, shall based on SUPI, select an AUSF as described in TS 23.501 [2], clause X.
119.	The AUSF shall initiate authentication of the UE and NAS security functions. 
	The authentication and security are performed as described in clause X.
Editor’s Note: It is FFS how UDM is selected in this step.
Editor’s Note: It is FFS whether the AUSF or the AMF initiates the authentication.
Editor’s Note: Procedure including AMF relocation e.g. due to network slicing may happen after step 9 as per subclause 4.2.2.2.3
120.	[conditional] new AMF to old AMF: Information Acknowledged ()
	If the AMF has changed the new AMF acknowledge the transfer of UE MM context.
	If the authentication/security procedure fails, then the Registration shall be rejected, and the new AMF sends a reject indication to the old AMF. The old AMF continues as if the Information Request was never received.
131.	[conditional] AMF to UE: Identity Request ()
	If the PEI was not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE to retrieve the PEI.
142.	Optionally the AMF initiates ME identity check.
	The PEI check is performed as described in clasue 4.7.
153.	If step 14 is to be performed, the AMF, based on the SUPI, selects a UDM. 
	The AMF selects an UDM as described in TS 23.501 [2], clause X. 
164. If the AMF has changed since the last registration, or if there is no valid subscription context for the UE in the AMF, or if the UE provides a SUPI which doesn't refer to a valid context in the AMF, the AMF initiates the Update Location procedure. This will include that UDM initiates Cancel Location to old AMF, if any. The old AMF removes the MM context and notifies all possibly associated SMF(s), and the new AMF creates an MM context for the UE after getting the AMF related subscription data from the UDM.
	The Update Location procedure is performed as described in clause X. 
Editor’s Note: Whether interactions with UDM and PCF includes mobility restriction related information is FFS.
Editor’s Note: The PEI is to be provided to the UDM in the Update Location procedure.
Editor’s Note: It is FFS how to update the figure with the "UDM initiates Cancel Location to old AMF".
175.	Conditionally the AMF, based on the SUPI, selects a PCF.
	The AMF selects a PCF as described in TS 23.501 [2], clause X.
Editor’s Note: It is FFS whether the Permanent User ID is used for PCF selection.
Editor’s Note: The conditions when the AMF selects a PCF is FFS.
168.	[optional] AMF to PCF: UE Context Establishment Request ()
	The AMF request the PCF to apply operator policies for the UE.
179.	PCF to AMF: UE Context Establishment Acknowledged ()
	The PCF acknowledges the UE Context Establishment Request message. 
2018.	[conditional] AMF to SMF: N11 Request ()
	If the AMF is changed, the new AMF notitifies each SMF of the new AMF serving the UE. 
	The AMF verifies PDU session status from the UE with the available SMF information. In case the AMF has changed the available SMF information has been received from the old AMF. The AMF requests the SMF to release any network resources related to PDU sessions that are not active in the UE.
Editor’s Note: It is FFS whether AMF perform the PDU session status logic or each SMF does it.
2119.	SMF to AMF: N11 Response ()
	The SMF may decide to trigger e.g. UPF relocation as described in clause x.
Editor’s Note: It is FFS how SMFs subscribes to AMF services.
Editor’s Note: SMF relocation in relation to a Reistration procedure is FFS.
220.	[conditional] AMF to PCF: UE Context Termination Request ()
	If the old AMF previously requested UE context to be established in the PCF, the old AMF terminates the UE context in the PCF.
231.	PCF to AMF: UE Context Termination Acknowledged ()
242.	AMF to UE: Registration Accept (Temporary User ID, Registration area. Mobility restrictions, PDU session status, NSSAI, Periodic registration update timer)
	The AMF sends a Registration Accept message to the UE indicating that the registration has been accepted. Temporary User ID is included if the AMF allocates a new Temporary User ID. Mobility restrictions is included in case mobility restrictions applies for the UE. The AMF indicates the PDU session status to the UE. The UE removes any internal resources related to PDU sessions that are not marked active in the received PDU session status. If the PDU session status information was in the Registration Request, the AMF shall indicate the PDU session status to the UE. The NSSAI includes the accepted S-NSSAIs. 
Editor’s Note: It is FFS whether NSSAI is provided to RAN by AMF.
235.[conditional] UE to AMF: Registration Complete ()
	The UE sends a Registration Complete message to the AMF to acknowledge if a new Temporary User ID was assigned.
Editor’s Note: Details of N2 interaction is FFS.
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