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Abstract of the contribution: this document propose an editorial reorganisation of N3GPP part defining Network Functionalities
1. Proposal
Currently the clause 4.2.7 for Non-3GPP includes the architecture model, the general principles and the definition of N3IWF and AMF for supporting N3GPP which is not consistent with 3GPP part. So it is proposed to move clause 4.2.7.3 under clause 6.
..
BEGIN 1st CHANGES



































BEGIN 2nd CHANGES

6
Network Functions

Editor's note:
This should include Network functions, functionalities and NF selection functionality, etc.

6.1
General

6.2
Network Function Functional description

6.2.x
Untrusted Non-3GPP Network Functional description
This clause include the Network Function specific for the Untrusted WLAN and the modification of the network function required for supporting Untrusted N3GPP.
From this point the text is copied from clause 4.7.2.3 and renumbered without any changes to the actual text
6.2.x.1
Untrusted Non-3GPP Access Networks

Untrusted non-3GPP access networks are access networks that use access technologies whose specifications are out of the scope of 3GPP, e.g. WLAN.

6.2.x.2
AMF

In addition to the functionalities of the AMF described in clause 4.2, the AMF includes the following functionality to support non-3GPP access networks:

-
Support of N2 interface with N3IWF. Over this interface, some information (e.g. 3GPP cell Identification) and procedures (e.g. Hand-Over related) defined over 3GPP access may not apply, and non-3GPP access specific information may be applied that do not apply to 3GPP accesses.

Editor's note:
The definition which 3GPP information and procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.

-
Support of NAS signalling with a UE over N3IWF. Some procedures supported by NAS signalling over 3GPP access may be not applicable to untrusted non-3GPP (e.g. Paging) access.
Editor's note:
The definition which NAS signalling procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.
-
Support of authentication of UEs connected over N3IWF.
-
Management of mobility and authentication/security context state(s) of a UE connected via non-3GPP access or connected via 3GPP and non-3GPP accesses simultaneously.

Editor's note:
What the mobility state exactly means for untrusted non-3GPP access and whether separate states between 3GPP access and non-3GPP access are required to manage each access independently are FFS.
6.2.x.3
N3IWF

The functionality of N3IWF in case of untrusted non-3GPP access includes the following:

-
Support of IPsec tunnel establishment with the UE: The N3IWF terminates the IKEv2/IPsec protocols with the UE over NWu and relays over N2 the information needed to authenticate the UE and authorize its access to the 5G core network.

Editor's note:
How and whether N3IWF allocates N3IWF IP address(es) and/or UE IP address(es) for control-plane and/or user-plane IPSec tunnels is FFS.

-
Termination of N2 and N3 interfaces to 5G core network for control-plane and user-plane respectively.

-
Relaying uplink and downlink control-plane NAS (N1) signalling between the UE and AMF.

-
Handling of N2 signalling from SMF (relayed by AMF) related to PDU sessions and QoS.

-
Establishment of IPsec Security Association (IPsec SA) to support PDU Session traffic.

-
Relaying uplink and downlink user-plane packets between the UE and UPF. This involves:

-
De-capsulation/Encapsulation of packets for IPSec and N3 tunnelling
-
Enforcing QoS corresponding to N3 packet marking, taking into account QoS requirements associated to such marking received over N2

-
N3 user-plane packet marking in the uplink.
-
Local mobility anchor within untrusted non-3GPP access networks using MOBIKE.

-
Supporting AMF selection.
Editor's note:
How QoS is supported via N3IWF and over untrusted non-3GPP accesses is FFS.

Editor's note:
Whether ePDG selection procedure defined in TS 23.402 is applicable as N3IWF discovery procedure is FFS.
