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Abstract of the contribution: This contribution proposes alignment text for 5G core network architecture to incorporate the NSSF support for network slicing based on agreements captured in TR23.799.
Introduction
This contribution proposes alignment text for 5G core network architecture to incorporate the NSSF support for network slicing based on agreements captured in TR23.799.
Discussions & Considerations
(1) Understanding of Network Slice Selection Function (NSSF) 
During the study phase of NextGen, SA2 has discussed the relationship between the network slice and their respective network functions which is captured in the basic definitions clause 3.1. of TR 23.799 v14.0 as shown below. 

	Network Slice Template (NST): is a logical representation of the Network Function(s) and corresponding resource requirements necessary to provide the required telecommunication services and network capabilities.

Network Slice Instance (NSI): is an instance created from a Network Slice Template (NST).
Network Slice: is a concept describing a system behaviour which is implemented via Network Slice Instance(s).

Network Function: In this TR, Network function is a 3GPP adopted or 3GPP defined processing function in a network, which has defined functional behaviour and 3GPP defined interfaces.

NOTE 2:
A network function can be implemented either as a network element on a dedicated hardware, or as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.


Based on the definitions as described above, one would recognize that a given NSI is composed of a specific set of pre-determined NF(s) and corresponding resource requirements which are necessary for the required telecommunication services and network capabilities within the 5GS.  Therefore, prior to select the proper target NF(s), the proper target NSI must first be selected.

There were agreements during the SA2#118 meeting on the functionality that support the network slicing captured in TR 23.799 as described below. 

· The definition of CCNF as described in Clause 8.1 of TR 23.799 v14.0, bullet 4. 

A UE may access multiple slices simultaneously via a single RAN. In such case, those slices share some control plane functions, e.g. AMF and Network Slice Instance Selection Function. These common functions are collectively identified as CCNF (Common Control Network functions).
· The definition of NSSF as described in Clause 8.1 of TR 23.799 v14.0, bullet 5a. 

The NSSF is one function of CCNF, which is a set of NFs including the AMF and the NSSF, and is used to select the NSI for the UE.

Even there was agreement on the network slicing as described above that NSSF is part of the network slicing architecture, the conclusion of the study phase that was captured in clause 8.12 of TR 23.799 v14.0 did not mention in anywhere on how NSSF is to be part of the overall 5G Core architecture.  Neither there was anything captured in latest TS 23.501 v1.1. and TS 23.502 v1.1 to describe what is NSSF all about.  
What is NSSF?

· It is a network function which has the knowledge and the overview of the NSI topology for a given PLMN (e.g. recognizing the availability of the set of active NSI(s) corresponding to the registration areas and for which entry point (i.e. AMF) that is accessible to the specific NSI) 

· It supports slice-level service mapping for a given S-NSSAI to select the target NSI (may be from a pool of NSIs for particular S-NSSAI for load balancing and redundancy) by taking into account of the serving MVNO, Service or OTT providers, UE's location, time window etc.   

· It enforces the operator configured slice-level control rules. For example, a network slice serving mission-critical services must get NSI that guarantees low-latency access; rejecting UE eMBB slice request if there is an existing UE associated “active” NSI for mission critical and vice versa. 
· It support statistic collection for slice selection for its serving PLMN’s management system
Given the understanding above of the NSSF’s functionality, the expected input and output parameters when communicating with AMF are: 
NSSF(Input) – 

· Accepted S-NSSAI(s), 
· List of UE’s already associated NSI(s), if any
· UE’s serving registration area
NSSF(Output) – 
· Newly selected Serving NSI (identified by the NSI ID), if available, corresponding to the Accepted S-NSSAI, 

· IP address or the FQDN of the Selected new Serving AMF, if required

· IP address or the FQDN of the Selected Serving NRF (see clause 6.2.6) for the selected NSI
Note-1: In case of network sharing, each PLMN would have their own provisioned NSIs and corresponding NRF to support NF discovery and selection within the slice.

Note-2: To enable the NRF to support network function discovery and selection operation with or without network slicing, in addition to the type of network function as the input parameter, the “logic network identifier” is also provided to the NRF for the NF discovery and selection.  For the case of network slicing, the logical network identifier indicates the NSI ID; otherwise, the logical network identifier indicates the serving PLMN.
(2) AMF triggers the NSSF operation

(a) During UE’s registration

i. UE provides the configured NSSAI(s) to the initial AMF through the RAN 
ii. AMF obtains the authorized NSSAI(s) from UDM and then to determine the set of potential accepted S-NSSAI.
iii. AMF verifies with the NSSF for the potential set of accepted S-NSSAI(s) to determine the availability of the corresponding NSI(s) according to UE’s serving registration area.  
· The Accepted NSSAI is the result of validating the UE's registration request which includes

i. authorization/subscription check done by consulting UDM which provides the list of authorized NSSAI, 
ii. availability check of NSI done by consulting NSSF (provisioned by the OA&M). 
iv. NSSF responds to the AMF for the available NSI(s) (i.e. the NSI is available at the serving PLMN) that are corresponding to the accepted S-NSSAI(s)
· If NSSF detects more appropriate new serving AMF other than the current serving AMF to serve the available NSI(s) (based on the NSI topology information stored in NSSF), NSSF responds to the current serving AMF with the list of available NSI(s) with the new serving AMF, which will cause the AMF relocation.
(b) During PDU Session Establishment 
i. UE provides the accepted S-NSSAI to the UE’s serving AMF through the RAN 

ii. AMF verifies with the NSSF for the potential set of accepted S-NSSAI to determine the availability of the corresponding NSI according to UE’s serving registration area. AMF provides NSSF also the active NSI(s) that have been accessed by the UE
iii. NSSF responds to the AMF for the selected serving NSI and the serving NRF for the corresponding NSI 
(3) Architecture option considerations for NSSF
Based on the understanding of the functionality of NSSF, the PCR presents several architecture options to incorporating NSSF into 5GC. This PCR proposes several options to be considered for when incorporating the NSSF in the overall 5G Core architecture.  
Option-1: Incorporating NSSF into AMF

As described earlier, AMF is a very different function than NSSF.  AMF is intended to keep track of UE's registration and location monitoring and to support mobility management as well as connection management.  AMF operations support diverse range of UE’s operation (e.g. high to low latency).  Hence, the placement of the AMF with respect to the UE’s location would have impact to the UE’s performance to satisfy the target service’s KPI.  The deployment of AMFs may require to be more distributed.
Unlike AMF, NSSF supports more centralized operation and is most likely implemented into the cloud.  The functionality of NSSF is relatively static when comparing to AMF.  Therefore the scalability considerations between AMF and NSSF are different.  
Given these two distinct functions for AMF and NSSF, if incorporating NSSF into AMF:  
· Pros – No change to existing architecture as described in clause 4.2
· Cons – 
· Additional functionality and processing to support NSI selection as described above need will also need to be implement in the AMF – i.e. complicate the AMF implementation and optimization 
· the scalability of NSSF which will be forced to be tied to the AMF 
· NSSF and AMF are completely different functions, and they should scale independently. It also impacting the reliability consideration for NSSF vs. AMF.  For example, when the NSI selection related policy for the particular S-NSSAI is updated, such revised policy is required to push down to every instances of AMFs in the 5GS rather than just to a few NSSFs.  
· NSSF can serve multiple AMFs and could be geographically reside differently than AMF, e.g. AMF may reside close to the premises and distributed to ensure the KPI of the service performance for the UE, while NSSF may sit in a cloud. 
Option-2: NSSF is logically separated from AMF and is accessible only by the AMF

· Pros – Enable NSSF and AMF to scale independently, opposite to Option-1 above. 
· Cons – An additional interface is added to the AMF when network slicing is enabled. However, since NSSF is accessible only by the AMF. The overall architecture impact is minimal because no other network function will be impacted.    

NOTE:  There is a consideration to integrate NSSF into NRF.  However, one should recognize that NSSF is operating at the slice level for slice selection, whereas NRF is operating at the NF level when selecting the NF. For example, during the UE’s registration, the query to NSSF is to retrieve the NSI and NOT the NFI.  And when querying NRF during the PDU Session Establishment, the NSI identification needs to be provided the reference NSI in order to retrieve the proper instance of NF.  Hence, if NSSF and NRF are integrated together, there are still different input parameters to these two operations.   
Option-3: NSSF is part of the PCF

· Pros – No change to existing architecture as described in clause 8.12
· Cons – Imposing the PCF with the NSSF functionality described above introduces fundamental change to the architecture of the Policy Control Framework
	Conclusion: After evaluating the three options above, the PCR recommends Option-2 above as the way forward – i.e. NSSF is logically separated from AMF and is accessible only by AMF.   


Proposal
It is proposed to discuss and approve the following text to the TS 23.501 “System Architecture for 5G System; Stage 2” based on the conclusion described above to incorporate NSSF as part of the 5GS architecture.
* * * Start of Change#1 * * * *
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
5G-AN
5G Access Network

5QI
5G QoS Indicator

5G-RAN
5G Radio Access Network

AF
Application Function

AMF
Access and Mobility Management Function

AS
Access Stratum

CP
Control Plane

FQDN
Fully Qualified Domain Name
NEF
Network Exposure Function

NF
Network Function

NR
New Radio

NRF
Network Repository Function
NSSF
Network Slice Selection Function
PCF
Policy Control Function

QoE
Quality of Experience

SA NR
Standalone New Radio

SMF
Session Management Function

UPF
User Plane Function
* * * Start of Change#2 * * * *
4.2.2
Network Functions and entities

The 5G System architecture consists of the following network functions (NF). The functional description of these network functions is specified in clause 6.

-
Authentication Server Function (AUSF)

-
Core Access and Mobility Management Function (AMF)

-
Data network (DN), e.g. operator services, Internet access or 3rd party services

-
Data Storage network function (DSF)

Editor's note:
Different data storage functions can be used for storing structured data from NEF and storing opaque data from NF. How this is captured is FFS.
-
Network Exposure Function (NEF)

-
NF Repository Function (NRF)
-
Network Slice Selection Function (NSSF)
-
Policy Control function (PCF)

-
Session Management Function (SMF)

-
Unified Data Management (UDM)

-
User plane Function (UPF)

-
User Equipment (UE)

-
(Radio) Access Network ((R)AN)
* * * Start of Change#3 * * * *
6.2.1
AMF

The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functions may be supported in a single instance of a AMF:

-
Termination of RAN CP interface (N2).

-
Termination of NAS (N1), NAS ciphering and integrity protection.

-
Registration management.

-
Connection management.

-
Reachability management.

-
Mobility Management.

-
Lawful intercept (for AMF events and interface to LI System).

-
Transparent proxy for routing SM messages.

-
Access Authentication.

-
Access Authorization.

-
Security Anchor Function (SEA). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF.

-
Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys.

NOTE:
Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and mobility management.

Editor's note:
When there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.
· Network Slice Instance Selection.  If network slicing is deployed, AMF interacts with NSSF over Ns interface.  
* * * Start of Change#4 * * * *
6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.
-
To enable the NRF to support network function discovery and selection operation with or without network slicing, in addition to the type of network function as the input parameter, the “logic network identifier” is also provided to the NRF for the NF discovery and selection.  For the case of network slicing, the logical network identifier indicates the NSI ID; otherwise, the logical network identifier indicates the serving PLMN. 
NOTE:  The detailed format of the logical network identifier and the definitions of NSI ID are to be determined during Stage-3. 
NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.

Editor's note:  Whether NRF is used only for NF instance discovery or both NF discovery and selection is FFS.

Editor's note:  Whether Network repository function (NRF) is an enhancement of DNS server will be determined by CT WGs.
* * * Start of Change#5 * * * *
6.2.x
NSSF
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Figure 6.2.x-1: NSSF and AMF Interconnection
NSSF interacts with AMF to provide the following NSI selection functions over Nx interface: 
· It is a network function which has the knowledge and the overview of the NSI topology for a given PLMN (e.g. recognizing the availability of the set of active NSI(s) corresponding to the registration areas and for which entry point (i.e. AMF) that is accessible to the specific NSI) 

· It supports slice-level service mapping for a given S-NSSAI to select the target NSI (may be from a pool of NSIs for particular S-NSSAI for load balancing and redundancy) by taking into account of the serving MVNO, Service or OTT providers, UE's location, time window etc.   

· It enforces the operator configured slice-level control rules. For example, a network slice serving mission-critical services must get NSI that guarantees low-latency access; rejecting UE’s eMBB slice request if there is already a UE’s associated NSI for mission critical and vice versa. 
In addition, NSSF supports statistic collection for the NSI selection for its serving PLMN’s management system.
* * * End of Changes * * * *
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