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Abstract of the contribution: Proposes some high level principles for UE policy provisioning as the way forward by analysing the policy control requirements of network slice selection, session and service continuity mode selection and access network discovery & selection.
1. Introduction
During SA2#118bis, it was agreed that the 5G core network shall be able to provide policy information to UE, such as Access network discovery & selection policy, SSC Mode Selection Policy (SSCMSP) and Network Slice Selection Policy (NSSP). 

However, it is still unclear which NF should perform the policy decision role and which interface (s) and protocols can be used between the policy decision NF and the UE for exchanging policies.
This paper attempts to analyse the requirements of policy control for access network discovery & selection, SSC mode selection and network slice selection to derive the appropriate high level principles for the solution.
2. Discussion

1. Access network discovery & selection policy
Access network discovery and selection mechanism has not been studied during NextGen phase 1 study, therefore TR 23.799 didn’t capture that aspect. According to TS 23.402 clause 4.8:
· The EPS network may provide the UE with assistance data/policies about available accesses located in the Home PLMN or in a PLMN equivalent to the Home PLMN, to allow the UE to scan for accesses and select an access.

· The assistance data/policies provided to UE may depend on the UE's subscription data.

· No architectural impact is foreseen for network selection upon initial network attachment.
· The ANDSF contains data management and control functionality necessary to provide network discovery and selection assistance data as per operators' policy. The ANDSF shall respond to UE requests for access network discovery information (pull mode operation) and may be able to initiate data transfer to the UE (push mode operation), based on network triggers or as a result of previous communication with the UE.

NOTE 1:
In this Release, the OMA DM Push mechanism may not work in all possible scenarios and the ANDSF may not always be able to initiate a session to the UE.

· S14 interface is used between ANDSF and UE for the dynamic provision of the information needed for access network discovery and selection, and the S14 interface is realized above IP level.
· The access network discovery & network selection policies include Inter-System Mobility Policy (ISMP), Access Network Discovery Information, Inter-System Routing Policy (ISRP), Inter-APN Routing Policy (IARP), WLAN Selection Policy (WLANSP), VPLMNs with preferred WLAN Selection Rules, Home Network Preferences, Visited Network Preferences, and etc.
Observation 1: Access network discovery and selection policies may be determined by UE's subscription data, operator policies and other policy related inputs; in EPC, the policy exchange can only be performed after the IP session has been successfully established; for EPC, various types of rules are specified which may include multiple parameters, however, whether those rules are still valid for 5G is to be evaluated.
Observation 2: Assistance data/policies may be provided to the UE in the management plane via OMA-DM, which has implications for the frequency and timeliness of updates in light of changing circumstances at the network ANDSF. Whether this is sufficient for 5G is to be evaluated.
2. SSC Mode Selection Policy (SSCMSP)
How SSCMSP is used by the UE to associate UE applications with SSC modes and to determine when a new PDU session should be requested with a new SSC mode has the dependency on the solution of “Session Continuity, Service Continuity and efficient User Plane path (re)- selection”, which is still on development in TS23.501 Clause 5.6.9. According to the agreements so far:

· 3 SSC Modes are supported: SSC Mode 1, SSC Mode 2, and SSC Mode 3

· The SSC mode does not change during the lifetime of a PDU session.
· It shall be possible for the operator to provision and update the UE with SSC mode selection policy. 
· The SMF receives from the UDM the list of supported SSC modes and the default SSC mode per DNN as part of the subscription information.
Furthermore, TR23.799 has defined:
· When requesting a PDU session, the UE may indicate the requested session and service continuity (SSC) mode as part of the PDU session setup signalling to the network. 
· The serving network selects the SSC mode by either accepting the requested SSC mode or modifying the requested SSC mode based on subscription and/or local configuration.
· If the app that starts a flow does not indicate the type of required session continuity, the UE may determine the required session continuity by using provisioned policy. The policy contains a list of prioritized rules and each rule indicates the required SSC mode for entire applications or specific flow types.
· When the UE attempts to establish a PDU session before receiving a request from an application (e.g. during the initial attach), or the application does not request an SSC mode, or the UE does not have a policy for the specific application:
· If the UE is provisioned with a default SSC mode, then the UE requests the PDU session with the default SSC mode. 

· If the UE is not provisioned with a default SSC mode, then the UE requests the PDU session without providing an SSC mode. In this case, the network determines the SSC mode of the PDU session (e.g. based on subscription data and/or network policy) and provides the selected mode back to the UE.
Observation 3: operator may determine the SSC mode of a PDU session according to UE subscription information, operator policy and other related policy inputs; only 3 SSC modes are currently supported, and the policy rule includes the required SSC mode for entire applications or specific flow types, the size of which won’t overload the control plane signalling if only a limited number of rules are allowed to be provided (e.g. the default SSC mode); the SSCMSP can be provisioned and updated to the UE as part of  UE initial attach and PDU session establishment signalling, therefore the policy exchange can be over control plane protocols (i.e. N1, N11, and N7).
3. Network Slice Selection Policy (NSSP)

The specification of network slice selection is still on development in TS23.501. TR23.799 clause 8.1 has concluded that:
· NSSP includes one or more NSSP rules, each one associating an application with a certain S-NSSAI.

· Each S-NSSAI may include Slice/Service type (SST) and Information that complements the Slice/Service type(s);

· NSSAI is a collection of S-NSSAIs;

· There are Configured NSSAI and Accepted NSSAI, and the Accepted NSSAI is the NSSAI used by the UE after the PLMN has accepted an Attach Request from the UE. The Attach Accept message includes the Accepted NSSAI.
· The accepted NSSAI may be updated by MM procedures, the network, based on local policies, subscription changes and /or UE mobility, can change the set of network slices that are being used by a UE by providing the UE a notification of Accepted NSSAI change.

Observation 4: operator may determine the NSSP according to UE subscription information, UE mobility status and operator policy; the NSSP provisioning and update to the UE can be performed during UE initial attach and mobility procedures as part of control plane signalling if only a limited number of rules are allowed to be provided, therefore the policy exchange can be over control plane protocols (i.e. N1, N11, and N7); the parameters used in SM-NSSAI are assumed to be simple, which makes it feasible to be transferred over control plane protocols.
4. Summary and Conclusion

According to Observation 1, 2, 3, and 4, the above UE policies may be determined by UE subscription information, operator polices, UE mobility and potentially, other policy related inputs also the AF inputs and credit control. In EPC, PCRF is the function for the policy decision and charging control. Although it is traditionally designed for QoS control and charging control only, it can be further extended to enable the policy control of more features and functions, especially in the time of 5G for PCF. PCF in 5G is assumed to be in a very good position to monitor and supervise the network functions of all the parts in the network:

· It can acquire all the information needed for the policy decision;

· It can also derive common policies that can be applied to multiple NFs;

· It can enable the decision of cross NF cross feature policies, e.g. SSC mode per NSSP;
· It is where the operator policy is configured, and the unified operator policy management is preferred;
· The combination of ANDSF and PCF can simply network architecture, so that UDM and AF only need to talk to a single NF for different policies. 

· It also enables the synergy of NBIFOM policy and ISRP
Based on Observation 1, 2, 3 and 4, Access network selection policy, SSCMSP and NSSP can all be exchanged over control plan protocols providing a single solution for delivery of policy, however, the major concern for exchanging access network discovery information is the size of the information, which may represent an entire network map. In order to enable the unified policy control and delivery logic in PCF, it is proposed that only an identifier, which is the reference to the actual network discovery information stored in the network, is exchanged over the control plane protocols for UE/PCF to locate the network discovery information. A user plane IP session needs to be established for UE to fetch the information. With that, UE may request the policy along with initial attach without additional message and get the response earlier. It also enables the synergy of NBIFOM and ISRP, as in EPC, NBIFOM policy is exchanged over control plane protocols, see the below definition in TS23.161” Routing rules are exchanged over control plane protocols (NAS over a 3GPP access, WLCP / IKE over WLAN access, S2a/S2b/S5/S8 control protocol).”
3. Proposal

Based on the above analyse, it is propose to adopt the following high level principles for UE policy provisioning as the way forward:

· PCF is responsible for the UE policy decision

· UE policy rules are exchanged over control plane protocols (i.e. N1, N11, and N7) 
· If only an identifier referring to the location where the network discovery  information is stored is provided in the control plane protocols for UE policy, UE needs to establish a user plane IP session to fetch the network discovery information[image: image1.png]
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