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Abstract of the contribution: This contribution discussed the solutions related to AMF stickiness, and some changes are proposed according the conclusion of the discussion.
1. Discussion

During the conf-call before the S2#119 meeting on the Stickness issue, it is not clear on the main scenario to be resolved for the stickness issue. Here it is assumed the main target of the Stickness is to resolve the flexible scale in/out, which may cause the UE need be reallocated among the AMF instances. 

1.1
Is AMF ID included in 5G Temporary ID?
In SA2 118 bis meeting, there were several contributions proposing 5G Temporary ID without pointers to AMF ID. Some contribution even proposes that the AMF is reselected for each new transactions (or procedures). 

The merit of not including AMF ID in 5G Temporary ID is to enable AMF reselection at the time when UE turns from CM-IDLE state to CM-CONNECTED state. 

One fact that needs to be noted is that 5G RAN can choose AMF based only on AMF pool ID regardless whether the AMF ID is present in 5G TEMPORARY ID. On another aspect, if we decide that AMF selection will never be based on AMF ID, then we can remove it from 5G Temporary ID. 

So, the real question is: does AMF needs to be reselected every time when UE sends NAS message in CM-IDEL state? Assuming the answer to the question is yes, there are 2 possible ways to support AMF selection/reselection:

1. Solution 1: the AMF is selected by RAN. When the UE sends a registration or SR request NAS message, the AMF is selected by RAN according to AMF load, based on AMF Pool ID. The example mechanism to do so is based on AMF relative capacity in AMF Pool. This solution does not need NAS reroute via redirection or relay. The potential conflict that concurrent DL/UL triggered procedures will select different AMFs can be resolved by redirection. However, this solution may require that AMF stores the UE context into DSF each time the UE turns into CM-IDLE state(or other implementation mechanism), and after the UE triggers into CM-CONNECTED state, the new AMF will read UE state from DSF. 
2. Solution 2: the AMF is selected by CN. In this solution, the RAN is configured with a default AMF per AMF pool. When the UE is in CM-IDLE state, a NAS message is received by RAN, RAN just forward it to the default AMF according to the AMF Pool ID. The default AMF will select a serving AMF based on the load of AMFs in the same pool. The default AMF will then relay or redirect the NAS message to the serving AMF. The default AMF can keep the mapping of UE and its serving AMF. So that next time, when there is a need for AMF selection, the default AMF can return the old serving AMF. Such optimization is up to the AMF implementation. However, this solution will require NAS reroute (by redirection or relay) every time when UE turns from IDLE to CONNECTED state! If the AMF is changed, then the DSF interaction is also needed (or other implementation mechanism).
From the above analysis, if we support AMF reselection at each time when UE changes its state from CM-IDLE to CM-CONNECTED, some costs will be caused: the DSF interaction for both solutions (or other implementation mechanism).
Now let’s consider how often AMF reallocation will be needed if we keep the UE served by the same AMF in the same AMF pool service area? The following reasons might trigger for AMF reallocation:

a. AMF scales: the AMF capacity has been changed, for example by scale up/scale down.

b. New AMF has been instantiated

c. Some AMF instances is terminated

d. Fault of AMF instance that stops the AMF

In our view, the events that cause AMF reallocation is not as often as the UE CM state change. If we mandate the AMF reselection each time the UE’s CM state change will cause too much extra signalling.
Now, let’s assume that the UE is stuck to an AMF when it is in its serving area. There are solutions which do not require signalling over N1 for UEs in CM-IDLE state to move the load (UE’s AM session) from one AMF to another, if any of the events happened which requires the reallocation among AMFs. This solution could utilize the DSF as a help or transfer the context among the AMF in the same pool. The overall signalling overhead is much less than those caused by AMF reselection or the additional signalling to retrieve the UE context from DSF each time the UE sends a message in CM-IDLE state.
Hence, we conclude that it’s not necessary to reselect an AMF for the UE sending a NAS message in CM-IDLE state each time even it is permitted. Thus, the same AMF will keep serve the UE in the service area until there is a need for the AMF pool to reallocation among AMFs.
C1: If it is possible, the same AMF keeps serving the UE in the AMF pool area until there is a need to reallocate the AMF among AMFs in the same AMF pool.
As such, in order to avoid AMF reselection in RAN and in CN, the AMF ID shall be included in the 5G Temporary ID, and the 5G RAN route the initial NAS message to the AMF according to the AMF ID if possible.
C2: AMF ID shall be included in 5G Temporary ID, and 5G RAN routes the initial NAS message to the AMF according to the AMF ID.

1.2
AMF reselection in CM-CONNECTED state
There were some discussions on possible AMF selection when UE is in CM-CONNECTED state. Some even propose to enable the AMF selection for each procedure, for example, one AMF for service request procedure, and then another AMF for PDU session establishment procedure. There is an FFS in TS23.501 on whether the N2 signalling connection exists when the UE is in connected state.
When the UE is in CM-CONNECTED state, the RRC message and NAS message includes no 5G Temporary ID, the NAS message is routed according to the binding between RRC connection and the N2 signalling connection. It’s not a good idea to include AMF pool ID in each RRC message that carries NAS message because it has too much extra cost. So, it’s assumed that RAN at least stores the AMF pool ID in UE’s context.

However, RAN does not know when each procedure completes because RAN cannot read NAS message. Then, how would RAN decide when to reselect AMF? The NAS transaction ID populated by UE is not enough for such purpose, because there are procedures other than those initiated by UE (e.g. HO, paging).
One possible solution to enable AMF reselect is that the some information of N2 signalling connection is removed each time the AMF completes a procedure, for example, each time when a procedure has finished, the AMF informs the 5G RAN to remove the AMF ID and UE UL N2 ID, so that, next time when RAN receives a NAS message, it will reselect AMF. The question is: does it really necessary to reselect AMF for each procedure? The answer is no.
First, extra signalling will be needed to reselect AMF for each procedure, for example the DSF interaction, the NAS reroute, and possible extra signalling to request RAN to remove UE’s N2 UL information (needs to check each procedure to see whether it can be piggybacked). 

Secondly, it reaches no benefit to reselect AMF for each procedure comparing with the solution in which the AMF is reselected when the AMF reallocation is needed. It may be more suitable to check how often we need reselect an AMF when a new procedure is initiated?
Third, it causes more latency. The AMF needs to read UE context from DSF(or other DB) each time a procedure is initiated if AMF has been changed. For CM-CONNECTED UE, that causes more latency comparing with those solutions in which the UE context is stored locally.
For the AMF reselection when reallocation is needed, a new AMF can be selected before hands, i.e. even if there is no procedure is triggered, a new AMF can be selected, and UE context can be transferred to the new AMF. RAN can be updated with the new AMF information as well. So, when a procedure related to the UE is triggered, RAN can contact with new AMF immediately, and new AMF is ready to handle the procedure. It will have less signalling, and less latency. 
There is one question of whether the 5G Temporary ID will be relocated if the 5G Temporary ID includes AMF ID. The core network can wait until a procedure is triggered to relocate the 5G Temporary ID. It is possible that no procedure is triggered before the UE turns into CM-IDLE state. Before the UE go to IDLE state, the new AMF can trigger the 5G Temporary ID reallocation procedure to replace the old Temporary ID stored on the UE side. 
In conclusion, it’s suggested that the AMF reselection occurs only when reallocation is needed. And it’s suggested that when the serving AMF of a UE needs to be reselected, the core network will update the RAN with the UL N2 information.
C3: When the UE is in CM-CONNECTED state, the AMF selection occurs when reallocation is needed, and the core network updates the RAN with UL N2 information when a new AMF is selected.
2. Proposal

It is proposed to add the following text into TS 23.501.

*************** Start of 1st changes *********************

5.3.3
Connection Management

Editor's note:
Access independent aspects.

5.3.3.1
General

Connection management comprises the functions of establishing and releasing a signalling connection between a UE and the AMF.
Two CM states are described in this document:

-
CM-IDLE.
-
CM-CONNECTED
The 5GS Connection Management (CM) states describe the signalling connectivity between the UE and the AMF.

5.3.3.2
5GS Connection Management states
5.3.3.2.1
Definition of main 5GS Connection Management states
5.3.3.2.1.1
CM-IDLE
A UE is in 5G CM-IDLE state when no NAS signalling connection between UE and AMF exists. In CM-IDLE state, a UE can performs cell selection/reselection and PLMN selection.

There are no N2 and N3 connections for the UE in the CM-IDLE state.

A UE in the CM-IDLE state shall:

-
respond to paging by performing a service request procedure;

-
perform a service request procedure when the UE has uplink signalling or user data to be sent.

The UE and the AMF shall enter the CM-CONNECTED state when the NAS signalling connection is established between the UE and the AMF. Initial NAS messages that initiate a transition from CM-IDLE to CM-CONNECTED state are Registration Request, Service Request or De-Registration Request.
The UE and the AMF may adopt the power saving function (e.g. activating MO only mode) to optimize the power efficiency when the UE enters the CM-IDLE state.
Editor's note:
The CM states for the UE that successfully registered via non-3GPP access is FFS.
5.3.3.2.1.2
CM-CONNECTED
A UE is in the CM-CONNECTED state when a signalling connection between the UE and the AMF exists. The signalling connection is made up of two parts: an RRC connection and a N2 connection. The N2 connection always exists when UE is in 5G CM-CONNECTED state.

Editor's note:
Whether an RRC connection for the UE in CM-CONNECTED state always exists or not depends on the conclusion on "RAN level paging" feature.
The UE in CM-CONNECTED state performs a registration procedure when the TAI in the received system information is not in the list of TAs that the UE registered with the network.
The UE shall enter CM-IDLE state when the RRC connection has been released or broken. This release or failure is explicitly indicated by the 5G (R)AN to the UE or detected by the UE.

After a signalling procedure, the AMF may decide to release the signalling connection to the UE, after which the state at both the UE and the AMF is changed to CM-IDLE.
Editor's note:
The CM states for the UE that successfully registered via non-3GPP access is FFS.
*************** Next change *********************
5.9.x
5G Temporary ID
A globally unique 5G global unique temporary identity (5G Temporary ID) shall be allocated to UE by AMF. The 5G Temporary ID includes the following fields: PLMN ID, AMF Pool ID, AMF ID, and a temporary mobile subscriber identity (M-TMSI).
Editor's note: The detailed format of 5G Temporary ID will be defined in TS 23.003.
*************** End of changes *********************
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