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1
Overall description
CT1 is working on specifying the UE and AAA server procedures to support unauthenticated Emergency services over Trusted WLAN.
According to the call flow shown in TS 33.402 Figure: 13.4-1 for unauthenticated emergency calls over trusted WLAN, in step 5), if the UE cannot be authenticated and if the local policy allows emergency call for UEs with unauthenticated IMSIs, it issues another identity request to obtain IMEI from the UE. The 3GPP AAA server skips authentication procedures in both cases (unauthenticated IMSI and no IMSI) and generates an MSK based on UE’s IMEI identity:

5. 3GPP AAA Server receives the message with an indication from the UE that it is an Emergency Attach. If the 3GPP AAA Server supports IMS Emergency sessions over WLAN, it shall proceed as follows:

-
When the received subscriber identity is an IMSI but the IMSI authentication cannot proceed (because IMSI is not present in HSS, for example) or if AAA server cannot determine if authentication is successful, and if local policies allow emergency sessions for unauthenticated UEs with an IMSI, the 3GPP AAA Server shall skip EAP-AKA’ authentication procedures and proceed to execute step 6a to obtain IMEI from the UE.
-
When the received subscriber identity is an IMEI and if local policies allow emergency sessions for all UEs, the 3GPP AAA Server shall proceed to step 10 to generate an MSK.
CT1 would like to ask the following question:

· Currently UE connection mode negotiation (whether to use SCM or MCM) and passing of connectivity parameters are done via EAP/AKA’ signaling. When EAP-AKA’ authentication procedures are skipped, how will the UE negotiate connection mode and provide connectivity parameters?

2
Actions
To SA3 

ACTION:  
CT1 asks SA3 to provide answers to the question above.  
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