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1
Introduction

This paper aims at listing all the relevant questions that need resolution during SA2#118, which follows endorsed S2-166025 (Identifying relevant questions for taking conclusions on NG study).
The list of questions here is not necessarily an exhaustive list of all relevant questions. Additional questions may come from relevant agreement proposals that come via submitted tdocs.

The listed questions are assumed to require conclusions. During the meeting it will be verified per question whether it is considered a relevant question, i.e. whether conclusion is required to start normative phase 1 work based on it.

Main target is to conclude on the questions during the sessions on the related key issue. For some questions it may result in a show of hands, if it cannot be concluded on those otherwise.
Includes input received from Samsung, Qualcomm, LGE, Cisco, Intel, Huawei after SA2#117.
2
List of questions
Questions related to Network function interconnection (KI#7) (6.10.7) session – For conclusion and “potential show of hands”
	Question #7/1a: Should we support an MRFF as an optional function for facilitating communication between 2 NFs for every communication?

	Background:

· Refer: TR 23.799 architecture option 4
· The communication between the baseline NextGen System is performed by making use of a Message Routing and Forwarding Function (MRFF). Basis for all information exchange between NFs and between NFs and the UDM is the MRFF where all Control plane functions and User plane functions are able to retrieve, share, or modify information located on the UDM representing a shared data layer
When a new NF-instance is deployed, instantiated and configured by the network management and is ready to perform its specified functionality, it registers itself on the MRFF. The registration may contain the service description and/or subscription(s) to certain notifications. Appropriate security functions (e.g., Authorization of Subscription) may be performed before the NF-instance is allowed to communicate. When removing the NF-instance (e.g., scale-in), the NF-instance de-registers itself from the MRFF.

NOTE:
By registering and de-registering of NF-instances, the MRFF maintains a directory of all available and active NF-instances together with their service capabilities and subscriptions.

When a NF-instance wants to send a message to another NF, it first publishes the message towards the MRFF. The message includes certain meta-information, and the message content itself.  The MRFF uses the meta-information and the directory to select an appropriate target NF-instance, i.e. a NF-instance which has registered the corresponding service and/or subscriptions. The selection of a target NF-instance may also consider enforcement of message constraints and/or load-balancing. The message is then made available to the selected destination by the MRFF.

NFs should operate stateless. When the NFs require certain information, they may retrieve appropriate state and context information from the SDL. However, messages within a transactional context require an identifier on meta-information level to provide the messages and the results onto the appropriate NF or, more specific, the appropriate NF-instance. Transactions may be finalized by the original NF-instances, which keeps an internal transaction state. This could by solved by using a Reply-To-mechanism inside the meta-information. 

Question raised by SA2 Chair: How does it relate to interim agreement:

8.12.2
Non-roaming reference architecture and reference points

The NG-CP functionality:

-
NF Repository Function (NRF): It provides NFs registration and discovery functionality so that peer NG-CP NFs can be discovered and communicate with each other.
Working assumption proposal:

Each NF can interact with others directly. The architecture does not describe an intermediate function between control plane functions but it does not preclude the use of an intermediate function for routing and forwarding of messages (e.g. like a DRA) between control plane functions which may be identified for specific cases in the deployments and should not require further work in stage 2.

	SA2#117 outcome: 2 companies yes, 3 companies no

	SA2#118 outcome:  Decision taken.

	Decision: .
Each NF can interact with others directly. 
The architecture does not describe an intermediate function between control plane functions but it does not preclude the use of an intermediate function for routing and forwarding of messages (e.g. like a DRA) between control plane functions, which may be identified for specific cases in the deployments and should not require further work in stage 2.


	Question #7/1b: Is IRF mandatory for all communications between 2 NFs, excluding NG2 and NG4? 

	Background:

· Refer: TR 23.799 architecture option 1; 
Editor's note:
The need for IRF and its functionality (clause 6.7.1), or the need for "NF Repository function" and its functionality (clause 6.7.2) are based on the conclusion of KI#7 (interconnection of NF).
NOTE 4: 
The use of multiple IRFs is needed to ensure optimized communication amongst a set of locally deployed NFs and a set of centrally deployed NFs, respectively.
Editor's note:
The use of multiple IRFs in the non-roaming case has not been reflected yet in figure 7.1.3.1-1.
· IRF is comparable to MRFF that IRF is needed for every communication, but IRF excludes NG2 and NG4.
6.7.1.3.2
Functions of Interconnection & Routing Function (IRF)

The functions of IRF include:

-
Stores the binding between UE's identity and the interface layer identity (e.g. instance number) of each serving NF, which has active session for the UE. For the non UE associated signalling, any identifier which allows the NF to locate the non UE associated signalling session can be used as the key value for binding network functions. For the NFs, which do not interface with the IRF directly, e.g. in roaming scenario, the IRF stores the identity of the remote-PLMN's IRF via which those NFs are reachable.

-
Updates the binding repository when the identity of the serving NF changes for a given UE, e.g. due to UE mobility, load re-balancing (i.e. scale-in or scale-out of VMs) or restoration reasons.

-
Examines the message header to determine the identity of the session and the destination NF. For a given binding key identity, looks up the internal binding repository to determine the interface layer identity (e.g. instance number) of the destination NF or the identity of the remote IRF. If the binding does not exist, then the IRF selects appropriate instance of NF (e.g. based on load/overload information) or remote IRF (e.g. based on the PLMN information within destination NF's logical identity) and updates its local repository with the binding. Routes the message accordingly.

-
Optionally performs authorization of the message based on the operator's configuration, e.g. if operator's configuration prohibits NF1 from invoking certain message (such as "change of UE's APN-AMBR") towards NF4 then the IRF rejects the corresponding message (see NOTE 2). Optionally protects NFs during the signalling storm by performing overload control, e.g. pacing of messages sent to a given NF based on its load/overload condition.

NOTE 1:
The protocol between each NF and the IRF will be defined by stage 3. If different protocols are defined then the IRF may have to perform protocol conversion while routing the message between two NFs.

NOTE 2:
For performing message authorization, the IRF checks the "message type", "source NF" and "destination NF" parameters from the message header and either allows it or rejects it based on the local configuration.

Question raised by SA2 Chair: How does it relate to interim agreement:

8.12.2
Non-roaming reference architecture and reference points

The NG-CP functionality:

-
NF Repository Function (NRF): It provides NFs registration and discovery functionality so that peer NG-CP NFs can be discovered and communicate with each other.
Working assumption proposal:

Each NF can interact with others directly. The architecture does not describe an intermediate function between control plane functions but it does not preclude the use of an intermediate function (e.g. like a DRA) between control plane functions which may be identified for specific cases in the deployments.

	SA2#117 outcome: 6 companies Y, 9 companies

	SA2#118 outcome: 

	Decision: same as for #7/1a


	Question #7/1c: Should direct communication between 2 NFs within the CP that need to interact with each other for a procedure be supported? Without excluding that a need for an intermediate function (e.g. like a DRA) may be identified for specific cases. 

	Background:
How does it relate to interim agreement:

8.12.2
Non-roaming reference architecture and reference points

The NG-CP functionality:

-
NF Repository Function (NRF): It provides NFs registration and discovery functionality so that peer NG-CP NFs can be discovered and communicate with each other.
Working assumption proposal:
Each NF can interact with others directly. The architecture does not describe an intermediate function between control plane functions but it does not preclude the use of an intermediate function (e.g. like a DRA) between control plane functions which may be identified for specific cases in the deployments.

	SA2#117 outcome: 15 companies Y, 3 companies N, 

	SA2#118 outcome: Decision taken

	Decision: same as #7/1a
· 


	Question #7/2a: Should 3GPP recommend or specify optional interface(s) from network functions to information repositories that network functions may use to store selected state as opaque (= vendor specific) data?


	NOTE: Recommendation may for instance be by reference to an existing industry standard from an SDO other than 3GPP.  The details of this, including whether a single storage service (interface) is sufficient or if multiple storage service types need to be supported is up to Stage 3.

Background: 
Source: Cisco
Document S2-167119 agreed

	Question raised after SA2#117.

	SA2#118 outcome: Decision taken. Document S2-167119 agreed

	Decision: Document S2-167119 agreed


	Question #7/2b: Should Rel15 support Information exchange (exposure) of selected information like ULI (specific info to be decided on a case by case basis) between different NF via a “data layer” in a standardized manner?


	Background: Refer: S2-165645, S2-165772, S2-165775, S2-166056
Refer TR 23.799 Solution 6.7.5

This question refers to the following type of contexts in TR 23.799 solution 6.7.5:

2)
Selective Context shared across NFs: Multiple network functions (e.g. MMF, SMF, PCF) may store some contexts in the data layer in order to support exposure functionality. In this case, storage of context is event driven depending on the type of context (e.g. upon UE reachability indication, ULI can be stored).
Note: the functional difference between the two types of data/info related to #7/2b (exposure) and c (context store) is whether  the “exposed info/context” can only be “consumed” by other entities as it is Or,  other entities may take over that “exposed info/context” and may also modify it.

	SA2#117 outcome: 

· 10 companies think this question can be asked in Nov, 6 companies think the question can be asked now. Deferred to Nov.

	SA2#118 outcome: Decision taken Document S2-167119 agreed

	Decision: Document S2-167119 agreed


	Question #7/2c: Should Rel-15 support Network function with standardized interface to Information repository for standardized UE context? 


	Background: 

· Refer: S2-165772, S2-165775, S2-165801, S2-165902, S2-166056
· Refer TR 23.799 Solution 6.7.5
· This question refers to the following type of contexts in TR 23.799 solution 6.7.5:
· UE Context stored by NF for use by same type of NFs: Certain network function (e.g. AMF) can store the UE contexts in the data layer in order to ease context retrieval (e.g. reduce signalling to old AMF) during Network Function mobility, enable support for stateless network function, enable support for network function resiliency.
Note: the functional difference between the two types of data/info related to #7/2b (exposure) and c (context store) is whether  the “exposed info/context” can only be “consumed” by other entities as it is Or,  other entities may take over that “exposed info/context” and may also modify it. 

	SA2#117 outcome: 

	SA2#118 outcome: Decision taken. Document S2-167119 agreed

	Decision: Document S2-167119 agreed


	Question #7/2d: Shall the different data available to NFs (subscriber data, policy data, network topology, dynamic data (such as UE location, etc), …) be made available to all NFs in a uniform and consistent manner ?


	Background: A number of databases have been defined during the course of GPRS work in the past 14 releases. The question remains whether we should try to unify the mechanisms for accessing this data as part of the NextGen work, so that the procedures are common to all NFs that need to access data, and that all data is accessed via a common NF, even if some data require a dedicated set of procedures. Note: the presentation of the data to an NF is separate from the storage considerations for this data. The set of data being presented to an NF may still be tailored to that NF.

If the answer to the question is "no", then the following 3 questions are necessary (and at least one needs a "yes"):

• Shall each sort of data be made available separately, but in a consistent manner to all NFs ?

 • or shall all data be made available uniformly and consistently, but in a different manner for each NF ?

 • or both: shall each sort of data be made available separately and in a different manner to each NF ?
Questions raised by SA2 Chair:

Given that #7/2a and b seem to differentiate already two types of context, which are also called “data”, can this here be further clarified on how the data here differ from the above? At least #7/2b already exposes information via “data layer” in standardized manner. So what is different here? Exposing “data” from an undefined source? What is the relation to “databases” under background?
Source: Huawei

	Question raised after SA2#117 

	SA2#118 outcome: Decision taken. Document S2-167119 agreed

	Decision: Document S2-167119 agreed


	Question #7/3: Should selected information like ULI be exposed in a standardized manner to other network functions as a capability (e.g. ULI reporting), in line with the existing interim agreement (KI#7) “the capability (s) of NFs are exposed as a service to other NF, wherever applicable”?

	Background: KI#7 interim agreements
Source: Cisco


	Question raised after SA2#117.

	SA2#118 outcome: Decision taken. Document S2-167119 agreed

	Decision: Document S2-167119 agreed


	Question #7/4: Should selected information like ULI be exposed in a standardized manner to other network functions as a capability (e.g. ULI reporting), in line with the existing interim agreement (KI#7) “the capability (s) of NFs are exposed as a service to other NF, wherever applicable”?

	Background: KI#7 interim agreements
Source: Cisco
Rapporteur Question: Is there a need to open this up again?

	Question raised after SA2#117.

	SA2#118 outcome: Document S2-167119 agreed

	Decision: Document S2-167119 agreed


Questions related to Overall architecture (6.10.22) session – For conclusion and “potential show of hands”
	Question #22/1a: Do we need a standalone Network Function that terminates NAS security and NG2?

	Background: More concrete proposal required, suitable for evaluations. Or evaluations specifically invited.
Working assumption – NAS security termination as part of AMF. Covered by S2-167085 and its revisions

	SA2#117 outcome:  

	SA2#118 outcome: 

	Decision: Pending


	Question #22/1b: Shall NAS security termination be collocated with AMF (Access and mobility management function)?


	Background: 
Working assumption – NAS security termination as part of AMF. Covered by S2-167085 and its revisions

	SA2#117 outcome:

	SA2#118 outcome:

	Decision: Pending


	Question #22/2: In case of home routed, does NAS SM protocol/messages terminate in vSMF and/or hSMF?

	Background: Refer TR 23.799 architecture option 6.
Ongoing in 7080 or its revision


	SA2#117 outcome: deferred to Nov.

	SA2#118 outcome:

	Decision: Pending


	Question #22/3a: Should SEAF (security anchor function), SCMF (security context management function) be mapped to a standalone authentication function (AUF)?

	Background: 

· Refer TR 23.799 architecture option 6., see SA3 LS on NG authentication functions, S2-165491
· Working assumption – AUF as part of AMF. Covered by S2-167085 and its revisions.

	SA2#117 outcome: deferred to Nov.

	SA2#118 outcome:

	Decision: Pending


	Question #22/3b: Should SEAF (security anchor function), SCMF (security context management function) be mapped to a standalone Access and Mobility Management function (AMF)?

	Background: 

· Refer S2-165563 . see SA3 LS on NG authentication functions, S2-165491
· Working assumption – AUF as part of AMF. Covered by S2-167085 and its revisions.

	SA2#117 outcome: deferred to Nov.

	SA2#118 outcome:

	Decision: Pending


Questions related to SM (KI #4) sessions – For conclusion and “potential show of hands”
	Question #4/1: Can the vPLMN functions decide on local breakout without involving hPLMN functions?

	Background: SMF = session management function, v = visited, h = home
Questions raised by SA2 chair: Is it this a suitable question? Today the subscription needs to allow for local breakout and the vPLMN needs to support the related APN. Should we assume this also for 5G, i.e. only when subscription allows it and the vPLMN can provide the DNN (+ slice?), then it becomes local breakout. In all other cases home routed will be at least initiated. And the question might then rather be: Can the vPLMN functions decide on local breakout without involving hPLMN functions?
Ongoing 7080

	SA2#117 outcome: deferred to Nov.

	SA2#118 outcome:

	Decision: Pending


	Question #4/2a: Home routed scenario - Does H-SMF obtain subscription data via AMF and relayed via v-SMF in the serving network, e.g. for authorizing PDU session?

	Background: 
· for verifying whether the PDU session is in line with subscription of hPLMN

	SA2#117 outcome: deferred to Nov.

	SA2#118 outcome:

	Decision: Pending 6 companies Y; 9 companies no



	Question #4/2b: Home routed scenario – Does the H-SMF obtain subscription data directly from SDM? 

	Background: 

· for authorizing PDU session

	SA2#117 outcome: deferred to Nov.

	SA2#118 outcome:

	Decision: Pending10 companies y, 6 companies no
Established as working assumption that it is directly. No objection.


	Question #4/3a: Non-roaming and for LBO (local breakout) scenario – Does the SMF in the serving network obtain subscription data directly from SDM?

	Background: 

· for authorizing PDU session

	SA2#117 outcome: deferred to Nov.

	SA2#118 outcome:

	Decision:  same working assumption as for 4/2b. no objection


	Question #4/3b: Non-roaming and for LBO scenario – Does the SMF in the serving network obtain subscription data via MMF in the serving network?

	Background: 

· for authorizing PDU session

	SA2#117 outcome: deferred to Nov.

	SA2#118 outcome:

	Decision: same working assumption as for 4/2b. no objection


	Question #4/4a: Should per PDU session tunneling be supported for non-3GPP accesses in Rel-15? 

	Background: 

Source: LGE, Samsung

	Question raised after SA2#117.

	SA2#118 outcome:

	Decision: yes, no objection


	Question #4/4b: Is there an additional tunnelling granularity variant, i.e. node based, for stationary (fixed?) UEs?


	Background: Refer to section  6.4.10 and 6.4.11 of TR 23.799. Currently, only per PDU session tunneling is mandated over NG3. For fixed wireless terminals, it is essential to have per node tunneling. So if operators like to support this type of terminals, it is essential that both “per PDU session” and “per nodel” tunneling co-exist.
Source: Samsung
Current agreements:

The User Plane format in NextGen on NG3 and between UP functions shall at least support per PDU Session tunnelling, as described in clause 6.4.10. This applies to both non-roaming and roaming UP interfaces.

note:
The granularity of the tunnelling for non-3GPP accesses is FFS.
Editor's note:
Whether an additional tunnelling granularity variant will be supported for stationary UEs is FFS.
Not yet opened tdoc with that proposal.


	Question raised after SA2#117.

	SA2#118 outcome:

	Decision: Pending


	Question #4/5: is it possible in case of non 3GPP access for an UE to only attach without setting up a PDU session”?


	Background: 

Source: LGE


	Question raised after SA2#117.

	SA2#118 outcome:

	Decision: 11 companies y, 1 company no.
So it is possible. No objection.


	Question #4/6: Should Rel-15 support the asynchronous session management?

	Background: 

Source: LGE

	Question raised after SA2#117.
6.4.23.1
Architecture description

This solution proposes an asynchronous session management model by using the session management model indication received from the Policy Function.

-
Asynchronous Session Management: when the PF detects the PDU session need to be modified, firstly, it determines whether the modification could be updated in UE/AN later or immediately, then indicates to the CP the selected session management mode (i.e. Asynchronous session management or synchronized session management). If the CP receives PDU session management mode with asynchronization indication and the UE is in IDLE state, the CP marks the PDU session management request as pending state without paging UE. And the CP update the session context in the UE/AN after the UE enters CONNECTED state triggered by other conditions, e.g. location update procedure or service request procedure after some time later; Otherwise, when there is synchronization indication mode in the session management procedure and the UE is in the IDLE state, the CP initiates paging procedure and updates the session in the UE/AN immediately.
Ongoing 7092


	SA2#118 outcome:

	Decision: Pending


	Question #4/7a: Should SA2 specify solutions for small data transfer in Rel.15 (Phase 1)?

	Background: Refer to sections 6.4.7, 6.4.18, and 6.4.19 of TR 23.799. As RAN has deferred mIoT use case to the next phase, this question is asking whether SA2 has to work on small data transfer in the phase 1. 
Source: Samsung
Ongoing 7083

	SA2#117 outcome: Small data questions postponed to SA2#118

	SA2#118 outcome: Decision taken during SM session that Small data related questions is not covered in phase 1. It will be captured as part of interim agreements in a revision of S2-167083

	Decision: Decision taken during SM session that Small data related questions is not covered in phase 1. It will be captured as part of interim agreements in a revision of S2-167083


	Question #4/7b: Can UP based solution be supported for small data transfer?

	Background: Refer to section 6.4.18 of TR 23.799. Validity of this question depends on Question#4/7a.
Source: Samsung

	SA2#117 outcome: Small data questions postponed to SA2#118

	SA2#118 outcome: Decision taken during SM session that Small data related questions is not covered in phase 1. It will be captured as part of interim agreements in a revision of S2-167083

	Decision: Decision taken during SM session that Small data related questions is not covered in phase 1. It will be captured as part of interim agreements in a revision of S2-167083


	Question #4/7c: Can UP based solution based on CL NG3 be supported for small data transfer?


	Background: Refer to section 6.4.8 of TR 23.799. Validity of this question depends on Question#4/7a and #4/7c.

Source: Nokia

	SA2#117 outcome: Small data questions postponed to SA2#118

	SA2#118 outcome: Decision taken during SM session that Small data related questions is not covered in phase 1. It will be captured as part of interim agreements in a revision of S2-167083

	Decision: Decision taken during SM session that Small data related questions is not covered in phase 1. It will be captured as part of interim agreements in a revision of S2-167083


	Question #4/7d: Can UP based solution based on Solution 4.18: Solution for Infrequent Small Data be supported for small data transfer?

	Background: Refer to section 6.4.18 of TR 23.799. Validity of this question depends on Question#4/7a and #4/7c.

Source: Samsung (written by Nokia)

	SA2#117 outcome: Small data questions postponed to SA2#118

	SA2#118 outcome: Decision taken during SM session that Small data related questions is not covered in phase 1. It will be captured as part of interim agreements in a revision of S2-167083

	Decision: Decision taken during SM session that Small data related questions is not covered in phase 1. It will be captured as part of interim agreements in a revision of S2-167083


	Question #4/7e: Can CP based solution be supported for small data transfer?

	Background: Refer to section 6.4.19 of TR 23.799. Validity of this question depends on Question#4/7a.
Source: Samsung

	SA2#117 outcome: Small data questions postponed to SA2#118

	SA2#118 outcome: Decision taken during SM session that Small data related questions is not covered in phase 1. It will be captured as part of interim agreements in a revision of S2-167083

	Decision: Decision taken during SM session that Small data related questions is not covered in phase 1. It will be captured as part of interim agreements in a revision of S2-167083


	

	

	

	

	


	Question #4/7f: Should multiple solutions be supported for different infrequent small data scenarios?


	Background: Considering the diverse small data use cases, e.g. per-XX second heart beat message of smartphone vs. per-month report of smart meter, it should be considered whether one solution can be optimized for all of small data use cases.
Source: Huawei

Question raised by SA2 Chair: Seems no proper Y/N question. Either the questions above refer already clearly to solutions, which may result already in adoption of multiple solutions as each question is independent, or those questions may need to be refined further.

	SA2#117 outcome: Small data questions postponed to SA2#118

	SA2#118 outcome: Decision taken during SM session that Small data related questions is not covered in phase 1. It will be captured as part of interim agreements in a revision of S2-167083

	Decision: Decision taken during SM session that Small data related questions is not covered in phase 1. It will be captured as part of interim agreements in a revision of S2-167083


	Question #4/7g: Should UE context on RAN/CN be minimized for (ultra) infrequent small data service?

	Background: 

Source: Huawei

	SA2#117 outcome: Small data questions postponed to SA2#118

	SA2#118 outcome: Decision taken during SM session that Small data related questions is not covered in phase 1. It will be captured as part of interim agreements in a revision of S2-167083

	Decision: Decision taken during SM session that Small data related questions is not covered in phase 1. It will be captured as part of interim agreements in a revision of S2-167083


	

	

	

	

	


Questions related to Session continuity (KI#5, 6) sessions – For conclusion and “potential show of hands”
	Question #6/1: Shall it be possible to assign triggers and additional information to PDU sessions, e.g. for the purpose of selection and reselection of the user plane path, as described in 6.5.5?



	Background: 6.5.5 describes a solution where a PDU session can be associated to an application running in one of the operator's data networks, under control of the operator. 6.5.5 describes a number of information associated to the PDU session (note: some of this information, like SSC, are not specific to PDU sessions associated to network applications), as well as a number of triggers to and from an NF internal to the operator network but external to the CN control plane.
Source: Huawei

Comment from SA2 Chair: There are no “triggers” described under 6.5.5 and “additional information” is undefined. So this seems no suitable question.

	SA2#117 outcome: 

	SA2#118 outcome: Decision should be reflected in a revision - S2-167069 and its potential revisions. Decision taken during SA2#118 Tuesday Session Continuity session.

	Decision: Decision is reflected in the S2-167069 and its potential revisions. Decision taken during SA2#118 Tuesday Session Continuity session. Question does not need to be asked during show of hands.


	Question #6/2: In case of a multi-homed PDU session, Shall there be the same SSC mode for all of the IP addresses of that PDU session?

	Background: In case of multi-homed PDU sessions, can there be multiple SSC modes for the same PDU session (set at PDU session creation or afterwards), or do they all share the same SSC mode (in which case, to have a different SSC mode , a different PDU session is required) ?

Source: Huawei

	SA2#117 outcome: –

	SA2#118 outcome: Resolution of this question has been deferred to the normative phase. Decision taken during SA2#118 Tuesday Session Continuity session. 

	Decision: Resolution of this question has been deferred to the normative phase. Decision taken during SA2#118 Tuesday Session Continuity session. Question does not need to be asked during show of hands.


Questions related to Network Slicing (KI#1) session – For conclusion and “potential show of hands”
	Question #1/1: Does an NSISF exist as a standalone function with a standardized interface?
There is no description or definition of an NSISF. Neither here, nor in the TR. So it seems no suitable question in this form.

	Background: 
· Editor's note: whether the Network Slice Instance Selection Function (NSISF) is part of the CCNF is FFS.
· Revision of CMCC S2-167066 work in progress 
· Working assumption proposal - NSISF is part of CCNF

	SA2#117 outcome: 6 companies yes, 11 companies say no

	SA2#118 outcome:

	Decision: Pending


· Open items:
· Editor's note: whether the Network Slice Instance Selection Function (NSISF) is part of the CCNF is FFS.
· Editor's note: Whether and how there is additional info for routing the Service Request to a serving SM-NF is FFS.
· Editor's note: Whether this “SM NSSAI” selects any function inside CCNF is FFS. 
· The UE need to be able to associate an application with one out of multiple parallel established PDU sessions.  Editor’s note: it is FFS whether those are identified by DNN or SM-NSSAI+DNN. PDU session identification in a PLMN supporting network slicing may also require alignment with Key issue #4.

BACKGROND
· “SM NSSAI” is used by the CCNF for SM-NF selection. Which function inside CCNF is FFS. Whether the “SM NSSAI” includes some NSI ID is FFS.
· For a “Service Request” the UE is registered/updated and has a valid temp ID, which is sufficient in the RAN to route the request to the serving Common CP NF. It is assumed that the slice configuration  doesn’t change within the UE’s registration areas. Whether and how there is additional info for routing  the Serv Req to a serving SM-NF is FFS.
Other topics:

CCNF redirection procedure : Via RAN or via Context Transfer between CCNFs

RAN slicing use cases discussion with RAN and information needed in RAN.

Change of slices used by a UE (UE and network initiated): using a TAU?

	Question #1/2: Is there any additional info for routing the Service Request to a serving SM-NF, if the UE has a valid temp ID?

	Background: 
e) For a “Service Request” the UE is registered/updated and has a valid temp ID, which is sufficient in the RAN to route the request to the serving Common CP NF. It is assumed that the slice configuration doesn’t change within the UE’s registration areas.

Editor's note: whether and how there is additional info for routing the Service Request to a serving SM-NF is FFS.
Paper S2-167064 – work in progress – 

	SA2#117 

	SA2#118 outcome:

	Decision: Pending


	Question #1/3: Are Accepted NSSAI and complete Temp ID always included by the UE in a TA update request and used by the network?

	Background: 
d) For enabling routing of a TA update request the UE includes always Accepted NSSAI and a complete Temp ID in RRC
, 

ed. Note: whether Accepted NSSAI and complete Temp ID are always used by the network is FFS.
Covered by S2-167064 and its revisions.

	SA2#117 

	SA2#118 outcome:

	Decision: Pending


	Question #1/4: Does “SM NSSAI” consist of slice/service type and complementing info?

	Background: 
e) “SM NSSAI” that the UE shall include in the PDU session establishment Request, shall enable the selection of an SM-NF. 

Editor's note: Whether this “SM NSSAI” consists of slice/service type and complementing info or something else is FFS. 

Editor's note: Whether this “SM NSSAI” is used to select functions other than SM-NF is FFS.
Covered by S2-167064 and its revisions.

	SA2#117 

	SA2#118 outcome:

	Decision: Pending


	Question #1/5a: Should PDU session establishment procedure be specified using SM-NSSAI in addition to DNN?

	Background: 
8. 
The UE need to be able to associate an application with one out of multiple parallel established PDU sessions. Different PDU sessions may belong to different slices. 

Editor’s note: it is FFS whether those are identified by DNN or SM-NSSAI+DNN. PDU session identification in a PLMN supporting network slicing may also require alignment with Key issue #4.
Covered by Apostolis paper and its revision.

	SA2#117 

	SA2#118 outcome:

	Decision: Pending


	Question #1/5b: Are PDU sessions associated with an application in the UE by SM-NSSAI + DNN?

	Background: 
8. 
The UE need to be able to associate an application with one out of multiple parallel established PDU sessions. Different PDU sessions may belong to different slices. 

Editor’s note: it is FFS whether those are identified by DNN or SM-NSSAI+DNN. PDU session identification in a PLMN supporting network slicing may also require alignment with Key issue #4.

Is this question needed with updated 1/5a?
· Should PDU session establishment procedure be specified using SM-NSSAI in addition to DNN?
· Covered by Apostolis paper and its revision.

	SA2#117 

	SA2#118 outcome:

	Decision: Pending


	Question #1/6: Should slice type or service type be included in the SM-NSSAI?

	Background: For one-UE-multiple-slice case, the UE needs to have preconfigured mapping information between UE applications and the SM-NSSAIs, so that when the application starts, the UE can decide whether a PDU session establishment to an appropriate slice should be triggered. If "slice type" is used in the SM-NSSAI, then any re-design of network slices (e.g. modify slice’s type, merging different slice types into one slice type or split one slice type into multiple ones) will cause an update of the mapping relationship in the UEs. If "service type" is used, only the SSF in the CCNF needs to be updated to map the service type into a different slice if the slices are re-designed.
Covered by S2-167064 and its revisions.
Source: Huawei

	SA2#117 outcome: –

	SA2#118 outcome:

	Decision: Pending


	Question #1/7: Should any CCNF (controlling one set of slices accessible to a UE) be able to reselect any CCNF (controlling a different set of slices accessible to a UE) based on NSSAI provided by the UE ?

Whether or how does this relate to #1/1 on NSISF?

	Background: To perform slice selection, CCNF needs to obtain information of target slices. If the answer to the question is yes, this means that each CCNF can access deployment information of any other set of slices within the PLMN.
Note: the CCNF represents the group of NFs common to the all the slices accessible simultaneously by a UE. Whether the selection function is a separate NF within the CCNF or part of another existing function (e.g. AMF) is not under consideration in this question.
Covered by S2-167064 and its revisions.
Source: Huawei

	SA2#117 outcome: –

	SA2#118 outcome:

	Decision: Pending


Questions related to Mobility Management (KI#3) – For conclusion and “potential show of hands”
	Question #3/1: Should UE and core network support cell list as registration area?

	Background: 

	SA2#117 outcome: deferred to Nov, as a status indication: 4 companies say yes, 3 companies say no

	SA2#118 outcome:

	Decision: 9 companies y, 9 no
Come back


	Question #3/1: Should UE, RAN and core network support multi-level TA list?

	Background: 
Refer: S2-166436

	

	SA2#118 outcome:

	Decision: 



	Question #3/2: Can mobility management related information be exchanged between NG-policy function and MM function?
”

	Background: Refer to section 6.3.9 and 6.3.14 of TR 23.799. Solution 6.3.9 proposed mobility class/session class and NG policy function adjusts mobility level. Solution 6.3.14 proposed NG policy function receives UE mobility information from the application layer and provides it to the mobility level determination function.
According to interim agreement on MM key issue, mobility pattern (a.k.a mobility level) needs not to define as a parameter via standardized interface. In addition, there is no agreement so far NG policy framework support mobility management function.
ongoing
Source: Samsung

	Question raised after SA2#117

	SA2#118 outcome:

	Decision: Pending


	Question #3/3: Shall action of PDU session relocation for SSC mode be performed after handover procedure?


	Background: Refer to section 6.3.26.2 and 6.6.1 of TR 23.799. In the section 6.2.26.2, it is described how to handle SSC mode for the handover is FFS. In the section 6.6.1.2.1, it is described redirection of TUPF is triggered after handover procedure.
Source: Samsung

	Question raised after SA2#117

	SA2#118 outcome:

	Decision: agreed to be handled during normative.


	Question #3/4: Can UE provide its preference on “paging support” (i.e. whether paging is required or not) to NG-CN as UE’s preference for determining “MO only” mode by NG-CN?
This question intended to list up preference that can be ‘Input for determining MO only’ from the UE to MM function. Current interim agreement captured obviously UE can provide some information, but not clear what exactly it is. Since “MO only mode” has several variant for mobility management (e.g., MO only UE may receive MT data when it is connected, NG-CN may need to track MO only UE), it cannot be a parameter as it is. This question is under the assumption that “MO only mode” is one of mobility characteristics that can be realized by orthogonal parameters. Therefore this question is asking the preference “paging is required or not” can be indicated by UE as an orthogonal parameter to the NG-CN.


	Background: Based on the interim agreement on Mobility Management, UE can indicate its preference for reachability handing. This question is asking which preference (provided by UE) is required for reachability handling.
Source: Samsung

	Question raised after SA2#117

	SA2#118 outcome:

	Decision:  relates to what specific parameter is used, which is assumed to be decided during normative


· Questions raised related to Policy Framework (KI#10) – For conclusion and “potential show of hands”

	Question #10/1: Do we need V-PCF to H-PCF interface for LBO scenarios in Rel-15? Y/N

Answer N is then obviously the assumption that local policies are sufficient. 

	Background: 

For information: for VoLTE policies are at service level. GSMA doesn’t require S9 for this. Is it for Rel-15?

ongoing

	SA2#117 outcome: Deferred to Nov.

	SA2#118 outcome:

	Decision: 


Questions related to QoS (KI#2) – For conclusion and “potential show of hands”
	Question #2/1a: Should the activation of reflective QoS be indicated to UE inband separately from the QoS marking?

	Background: 
       In this approach the SDFs that are mapped on the same QoS Flow may or may not be subject to reflective QoS treatment in the UE, depending on the inband indication.
       The inband indication on NG3 is not part of the QoS marking (i.e. instead an additional bit in the user plane tunnel header is used).
       The inband indication on access stratum is for RAN to determine.
       This approach is applicable to both A-type and B-type QoS Flows.


	SA2#117 outcome: Deferred to Nov.

	SA2#118 outcome:

	Decision: Pending


	

	

	

	

	


	Question #2/1b: Should the reflective QoS indication be an attribute of the NAS-level QoS profile of a QoS Flow?

	Background: 
       With B-type QoS Flows the Reflective QoS attribute is provided using NG1 signalling when the QoS Flow is established.
       In this approach all SDFs mapped on a specific QoS Flow that has the reflective QoS attribute in its NAS-level QoS profile will be subject to reflective QoS treatment in the UE.
       This approach is applicable to B-type QoS Flows, but it can also be applied to A-type QoS Flows with increasing the value range of standardised QoS markings.



	SA2#117 outcome: 

	SA2#118 outcome:

	Decision: Pending


	


	

	

	

	


	

	

	

	

	


	Question #2/2: Should AMBR per DNN be supported?

	Background: Refer S2-166644

	Was raised during SA2#118

	SA2#118 outcome:

	Decision: no, no objection


Questions related to Interworking and Migration (KI#18) – For conclusion and “potential show of hands”
	Question #18/1a: Is support for "single radio/single attach" mobility procedures mandatory for the UE?

	Background: It is from the Editor’s note in the interim agreement on Interworking key issue.
Source: Samsung 
Interim agreements for Key issue #18 EPC-NextGen Core interworking are as follows:

- 
The standard defined for mobility procedures from NG Core to EPC shall be able to support "single radio/single attach" UEs and achieve minimal service disruption.

Editor’s note: Whether similar mobility procedures for “single radio/single attach” UE will be defined for mobility from EPC to NG Core to support the SA1 requirement for minimal disruption is FFS.

- 
Support for these procedures in the network is optional and is based on network capabilities. 

Editor’s note: Whether support for the procedures in the UE is mandatory or optional is FFS. For example, only UEs requiring support for service continuity (e.g. voice centric UEs) and/or IP address preservation may need to support them, while others may not,

	Question raised after SA2#117

	SA2#118 outcome: Assumed to be resolved to S2-167075 and its revisions. So, the question need not be asked during show of hands.

	Decision: Assumed to be resolved to S2-167075  Document S2-167075 agreed.


	Question #18/1b: Should the standard support "dual attach" (“handover attach”) procedures for interworking?

	Background: Refer to solution in the subclause 18.4.  It is different approach for interworking from the single “radio/single attach” mobility procedure in the subclause 18.2.
Source: Samsung 

	Question raised after SA2#117

	SA2#118 outcome: Assumed to be resolved to S2-167075

	Decision: Assumed to be resolved to S2-167075. So, the question need not be asked during show of hands. Document S2-167075 agreed.


	Question #18/1c Should support for "single radio/single attach" mobility procedures from EPC to NextGen CN need to be defined in rel-15?

	Background:

Source: Qualcomm

	Question raised after SA2#117

	SA2#118 outcome: Assumed to be resolved to S2-167075

	Decision: Assumed to be resolved to S2-167075. So, the question need not be asked during show of hands. Document S2-167075 agreed.


Questions related to AN-CN functional division and interface (KI#8) – For conclusion and “potential show of hands”
	

	


	

	

	


	Question #8/1a Question for untrusted scenario - Should the ATTACH procedure be supported by the solution described in “Solution 8.2: Architecture for decoupling and independent evolution of CN and AN”?



	Background: NAS Attach messages are carried inside EAP payload during the tunnel establishment procedure and UE authentication.

	Source: Drafting after the session on AI 6.8

	Question raised at SA2#118

	SA2#118 outcome:

	Decision: no company supports


	Question #8/1b Question for untrusted scenario - Should the ATTACH procedure be supported by the “Solution 8.6: Architecture for support of untrusted Non-3GPP Access”?



	Background: the UE sends the NAS Attach messages after the tunnel establishment procedure and UE authentication. 

	Source: Drafting after the session on AI 6.8

	Question raised at SA2#118

	SA2#118 outcome:

	Decision: 6 companies y, 9 companies n


	Question #8/1c Question for untrusted scenario - Should the ATTACH procedure be supported by the “Solution 8.8: Architecture for support of untrusted Non 3GPP access”?



	Background:  At the start of the set-up of IKE for the tunnel establishment, the N3IWK/ngPDG generates and sends a NAS ATTACH to the CN on behalf of the UE.

	Source: Drafting after the session on AI 6.8

	Question raised at SA2#118

	SA2#118 outcome:

	Decision: 10 companies y, 5 companies n
Decided that the attach procedure will be according  to the principles of Solution 8.8: “Architecture for support of untrusted Non 3GPP access”, objection from DT and Qualcomm; other solution from #8 are not selected


	Question #8/1d Question for untrusted scenario - Should the ATTACH procedure be supported by the solution described in S2-166430?



	Background: Solution carrying NAS directly as IKEv2 parameter during the tunnel establishment procedure and UE authentication.

	Source: Drafting after the session on AI 6.8

	Question raised at SA2#118

	SA2#118 outcome:

	Decision: 6 companies y, 9 companies n


	

	


	

	

	


	

	


	

	

	


	

	


	

	

	


	

	


	

	

	


	Question #8/3: For the control-plane is the a need for a 3GPP specific additional protocol over IPsec (for SM / QoS related interactions  between the UE and the NGC) defined between the UE and N3IWF?

?

	Background:

Source: Source: Drafting after the session on AI 6.8

	Question raised after SA2#117

	SA2#118 outcome:

	Decision: 6 companies y, 7 companies no
Not conclusive, decision to be taken during normative


	Question #8/4: For the control-plane with IKEv2, would 3GPP specific extensions sent over IKE (for SM / QoS related interactions  between the UE and the NGC) be sufficient?

	Background:

Source: Huawei

	Question raised after SA2#117

	SA2#118 outcome:

	Decision: 7 companies y, 7 companies n
Not conclusive, decision to be taken during normative


Questions related to (KI#19) – For conclusion and “potential show of hands”
	Question #19/1: Should Rel-15 support logical names to identify peer nodes on interfaces (to enable implementations to support scaling without having to announce a change of the serving entity to peer nodes)?

	Background: Refer to Solution 19.1: Avoiding UE interaction from NF Load Balancing, Scaling and Migration
Source: Cisco
6.19.1
Solution 19.1: Avoiding UE interaction from NF Load Balancing, Scaling and Migration

When allocating UE related identifiers (c.f. the control plane and user plane “IP address and TEID” IEs in EPS’s GTP-C protocol) for communication between NGCN Network Functions (and for communication between NGCN Network Functions and NG RAN), an appropriately structured “NF name” should be used instead of (or in addition to) the current IP address of that Network Function.

Editor’s note:
it is FFS whether the above only applies to the control plane entities.

Changes in the IP address of the remote NF should then be able to be handled without releasing the UE’s PDU session(s) and/or requiring reallocation of the UE’s temporary ID (c.f. EPS’ GUTI).

	Question raised after SA2#117.

	SA2#118 outcome:

	Decision:  question became more general and is agreed in 7119 


Annex A

Annex includes items for which decisions have been taken during SA2#117:

	Question: In Rel-15, should MMF and SMF functions be standardized as separate functions with standardized interactions.

	Background: 

	SA2#117 outcome: No company says no.

	SA2#118 outcome:

	Decision: Interim agreement


	Question: Do NAS MM and SM protocol parts/messages terminate in MMF and SMF respectively? Independent from any v/hSMF questions.

	Background: 

	

	SA2#117 outcome: 17 yes, nobody no

	SA2#118 outcome:

	Decision: Interim agreement


	Question: Are NAS SM messages routed via MMF?

	Background: 

	SA2#117 outcome: yes

	SA2#118 outcome:

	Decision: Interim agreement


	Question: can a geographic subscription parameter restrict the (service) area within which a UE (e.g. for fixed access) may obtain services from the network.

	Background: 

	SA2#117 outcome: No company says no.

	SA2#118 outcome:

	Decision: Interim Agreement


	Question: Do we need to specify mobility pattern and/or mobility level as a parameter on its own?

	Background: 

	SA2#117 outcome: No company says yes.

	SA2#118 outcome:

	Decision: Interim Agreement


	Question: Should UE and core network support tracking area list as registration area?

	Background: 

	SA2#117 outcome: 12 companies say yes. No company says no.

	SA2#118 outcome:

	Decision: Interim Agreement


�This must be in RRC for routing of TAU to right CCNF if Temp ID is not valid in new area.
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