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	Reason for change:
	In TS.23.214 Section 5.12.5 is addressing the case where, in solicited mode, the PDN connection establishment is triggering the establishment of the Sx session between the TDF-C and TDF-U. This is possible because the PCRF notifies the TDF-C that new PDN connection is being established via the Sd session initiation. However, the TDFs unsolicited application reporting mode was missed from that section. In section 5b.2 of 3GPP TS 29.212 is says:

“The Diameter session on Sd is established either at the request of the PCRF in case of solicited application reporting or at the request of the TDF in case of unsolicited application reporting. Session modifications may be initiated by either TDF or PCRF. Session termination is initiated at the request of the PCRF as specified in clause 4b.5.4.”
Since the trigger (in case unsolicited application reporting) comes from the detection of application, and not driven by PDN connection establishment from the PCRF, the TDF-C cannot be aware of the need to initiate the Sx session towards the TDF-U.

The applications to detect in unsolicited mode could be statically configured on the TDF, such configuration could be shared between TDF-C and TDF-U by means that are outside of the scope of the standard. However, for simplicity of configuration we can suggest that any new IP address that will be detected by a TDF-U working in unsolicited mode, for which no Sx session exist, will trigger the initiation of an Sx session towards the TDF-C, which in turn may provision the exact list of applications on which reporting needs to be done.

	
	

	Summary of change:
	· Splitting section 5.12.5 to two sub sections one dealing with solicited mode of the TDF and one with unsolicited mode
· In the case of unsolicited mode, allowing the TDF-U to initiate the Sx session towards the TDF-C

	
	

	Consequences if not approved:
	Unsolicited application reporting will not be supported in case of UP and CP separation of TDF
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	Other comments:
	


FIRST CHANGE
5.12.5
Selection of TDF-U/C
5.12.5.1
Selection of TDF-U in Solicited Mode
TDF-C shall select TDF-U at PDN connection establishment (TDF session establishment). 

The selection may be based on the following parameters:

-
the TDF-U's dynamic load;

-
the TDF-U's relative static capacity;

-
the capability of the UP function and the functionalities and the capabilities required for the particular UE session: An appropriate UP function can be selected by matching the functionalities and features required for the UE from the PCRF.

The criteria for TDF-U selection includes load balancing between TDF-Us. 

The TDF-C may support the Sx Load Control feature. 
5.12.5.2
Selection of TDF-C in Unsolicited Mode
In case that TDF is operating in unsolicited application reporting mode, upon IP-CAN session establishment, the PCRF does not establish an Sd session towards the TDF-C, and therefore TDF-C does not establish the Sx session towards DTF-U. Once traffic starts, and the TDF-U detect that an application needs to be reported to the PCRF (based on a predefined ADC rule), and will establish an Sx session towards the TDF-C, which, in turn, establishes an (unsolicited) Sd session towards the PCRF.

In case that predefined rules are configured only on the TDF-C, then TDF-U MAY support the following process: When new IP address is detected by a TDF-U, for which no Sx session exist, the TDF-U will trigger the initiation of an Sx session towards the TDF-C, which in turn may provision the exact list of applications on which reporting needs to be done based on its predefined ADC rules.

The session will be established towards the TDF-C to which the TDF-U is connected.
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