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Abstract of the contribution: This contribution provides comparison of solution for attach for Untrusted Non-3GPP. 
1. Discussion 

Some interim agreements for untrusted non-3GPP access were approved in S2-166252. It also includes some open issues for untrusted non-3GPP access, e.g.:
a)
Details of the Attach procedure: (a) NAS messages in EAP packets, (b) NAS messages in IKEv2 packets, (c) interworking between IKEv2 and Attach, (d) NAS Attach sent over IP after initial UE authentication at IPSec tunnel establishment.
The comparison among the four alternatives is described in table below:
	
	(a) NAS messages in EAP
	(b) NAS messages in IKEv2
	(c) IWK between IKEv2 and Attach
	(d) NAS Attach sent over IP after initial UE authentication

	NAS transfer between UE and N3IWF
	NAS in EAP in IKEv2

	NAS in IKEv2
	No
	NAS in 
IP/UDP in IPSec

	NAS transfer via NG2
	NAS in NG2 message
	NAS in NG2 message
	NAS in NG2 message
	NAS in NG2 message

	Time to transfer NAS
	Within the second IKE_AUTH Request message.
	Within the first IKE_AUTH Request message.
	Upon receiving the second IKE_AUTH Request message.
	After authentication.

	EAP impact
	A new EAP method is required.
	-
	-
	-

	NG1 impact
	-
	-
	NG1 is supported between the N3IWF and CN CP.
	-

	NG2 impact
	-
	-
	-
	NG2 is enhanced to transfer EAP message.

	CN CP function requirement
	- (Same behaviour as attach via 3GPP access.)
	Supports EAP-based authentication for non-3GPP access.
	-
	1) Supports EAP-based authentication. 
2) Authentication is triggered by EAP signalling. 
3) Upon receiving Attach Request, the CN CP checks whether authentication is already complete.

	N3IWF function requirement
	N3ASF acts as EAP server; forwards NAS messages between the UE and CN CP.
	N3ASF forwards NAS and EAP messages between the UE and CN CP.
	N3ASF acts as EAP server; generates NAS message on behalf of the UE; transfers related parameters between NAS message and EAP/IKEv2 message.
	N3ASF forwards NAS and EAP messages between the UE and CN CP.


From the above table we can see that:
Option a) requires a new EAP method for carrying NAS and standard work in IETF is foreseen.

Option b) requires the CN CP to support EAP-based authentication and decides to use it upon receiving Attach Request.

Option c) requires more impact in the N3IWF. NG1 is not supported between the UE and the N3IWF but is supported between the N3IWF and the CN CP.
Option d) requires the CN CP to support EAP-based authentication. The signalling sequence and CN CP behavior during attach procedure is different from 3GPP attach. NG2 is enhanced to transfer EAP message.
Regarding the target of access agnostic and minimize the standard work, it is proposed to adopt Option b).

2. Proposals

Proposal 1: It is proposed to accept the solution based on alternative of “NAS over IKEv2” for untrusted WLAN access.

































































































































































































































































































































































































































































































































