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Abstract of the contribution: Propose the update of the interim agreement on overall architecture based on the common view of the candidate solutions and progress of related open problems.
1 Proposal

The overall architecture needs some clarification for further update.
1) The functions: The functionalities, SEAF (security anchor function), SCMF (security context management function) are mapped to a standalone authentication function (AUF). This makes the AUF provides authentication for both 3GPP and non-3GPP. Therefore, achieving access agnostic and avoid mixing the functionalities in the AMF.
2) The representation: Architecture diagram/description should show the potential interactions among NFs.
3) The roaming architecture: How the CP NFs in HPLMN and VPLMN interact with each other need to be decided. 
It should be noticed that above aspects need to be considered per the progress of the open problems in SA2#118.
2 Proposal
The following consolidated architecture is proposed to be captured in the TR 23.799. 
* * * First changes * * * *
8.12
Interim Agreements on the Overall Architecture
8.12.1
Architecture principles
Key architecture principles:

-
Separate the UP and CP functions, allowing independent scalability and evolution.

-
Allow for a flexible deployment of UP and CP functions, i.e. central location or distributed (remote) location.

-
Modularize the function design, e.g. to enable flexible and efficient network slicing.

-
Supporting unified authentication framework for UEs which may support only subset of NGS functionality (e.g. not supporting mobility)

-
Separated mobility management and session management. Separated MM and SM enables independent evolution and scaling.

-
Support a flexible information model with subscription and policy separated from network functions and nodes.

-
Minimize access and core network dependencies by specifying a converged access-agnostic core with a common AN - CN interface which integrates different 3GPP and non-3GPP access types.

-
Principles for procedures defined as a service shall follow the agreement on Key issue#7 stated in Section 8.7.

-
The architecture shall support capability exposure.

Editor’s note: How the above principles will be exhibited in architecture figure is FFS.
Interim agreements on overall architecture are as follows:

1.
In Rel-15, MMF and SMF functions should be standardized as separate functions with standardized interactions.

2.
NAS MM and SM protocol messages terminate in MMF and SMF respectively. This is independent of whether SM protocol terminates in the H-SMF or V-SMF.

3.
NAS SM messages are routed by MMF.
8.12.2
Non-roaming reference architecture
The NG-CP functionality:

-
NF Repository Function (NRF): It provides NFs registration and discovery functionality so that peer NG-CP NFs can be discovered and communicate with each other. 

Editor's note: whether NRF is an enhancement of DNS and whether it needs to be specified by SA2 is FFS.

Editor's note:
the architecture impact related with security functionalities (ARPF, AUSF, SCMF and SEAF) will be updated based on SA3 work. 
-
Access and Mobility Management Function (AMF): Handles the UE level access and mobility management including UE network access control, UE Location management and UE reachability management.  It supports the UE access the network via multiple access types including 3GPP access and non-3GPP access. The AMF terminates the NG1 reference point and also the NG2 reference point.
-
Authentication Function (AUF): Authenticate the UE access.  Maintain the security contexts that are applicable for the UE, i.e. CP-CN Signalling Protection (NAS), CP-AN Signalling Protection (AS), and User Plane Protection. AUF contains the functionalities of Security Anchor (SEA) and Security Context Management (SCM) defined by SA3.
Editor's note: whether AUF is a separated function or collocated with AMF is per discussion of SA2#118. 
-
Session Management Function (SMF): Supports Allocation of UE IP address, User plane function selection and control, etc. It may also consist of the control part of enforcement of QoS related rules and session related Charging and Lawful Intercept. SMF controls the NG User Plane Function via NG4
-
Policy Control Function (PCF). It interacts with other NG-CP functions such as SMF, AMF to provide dynamic policies e.g. for QoS enforcement, charging, access control, traffic routing, etc.

-
Network Capability Exposure function (NEF): provides a means to securely expose the services and capabilities provided by 3GPP network interfaces. The NEF provides a means for the discovery of the exposed service capabilities. 
NOTE 1: Detailed framework of NEF is per progress of the system architecture. For simplicity, the NEF is not shown in the reference point model and the roaming architectures.

Editor's note:
the list of the functionalities above may be updated based on the progress of related Key Issues.



[image: image2.emf]UE NG-(R)AN NG-UP

AF

AMF

SMF

PCF

UDM

DN

NG6

NG-CP

NG5

NRF NEF

NG3

NG2

NG4

AUF

NP1

NP2

NP3

NP4

NP5

NP6


Figure 8.12.2-1: Non-Roaming NextGen Architecture
The following reference points and interfaces are defined:
NG1:
Reference point for the control plane between NG UE and AMF.

NG2:
Reference point for the control plane between NG (R)AN and AMF.

NG3:
Reference point for the user plane between NG (R)AN and NG-UP.

NG4：
Reference point between SMF and NG-UP Functions

NG5：
Reference point between PCF function and Application Function

NG6:
Reference point between the NG-UP and the data network. Data network may be an operator external public or private data network or an intra-operator data network.

NG7:
Reference point between NG-CP function and NG Unified Data Management.
NP1, NP2, NP3, NP4, NP5, NP6, NP7: Service-based interfaces exposed from NG-CP functions such as AUF, AMF, SMF, PCF, NRF, NEF, and UDM through which other NG-CP functions can invoke them for service. 

The above defined general-purpose interfaces show that the functions in CP can potentially interact with each other. Those interfaces are extensible so that the CP-NF can support new services and the interfaces are also reusable through service/API calls. 
NOTE: 
Each NF can interact with others directly. However it does not preclude the specific cases where the control plane messages are routed via an intermediate function (e.g. like a DRA).
Editor’s note: Other reference points are FFS.
UDM. It stores UE related data, e.g., subscription, policy (e.g. on QoS and charging).
NG Core User Plane (NG-UP) function, a generic user-plane function supporting various operations and functionalities such as: 
-
External PDU session point of interconnect (e.g. IP)

-
Packet routing & forwarding

-
Traffic handling (e.g. QoS enforcement)

-
Anchor point for Intra-/Inter-RAT mobility (when applicable)
-
Lawful intercept (UP collection)

-
Optional functionalities such as Packet inspection
Multiple NG-UP functions may be used to serve one PDU session. A UP function may exist in the user plane path to offload the traffic through local routing.
8.12.x
Roaming reference architectures
8.12.x.1
Roaming architectures for local-breakout scenarios
For the local-breakout case, shown as Figure 8.12.x.1, the visited CP function fetches UE home subscription/policy data from UDM. The CP functions in VPLMN find the UDM or HPLMN CP functions via NRF. 
Editor's note:
there is alternative that the CP NFs in the visited network obtains user subscription information through the UDM of the visited network. This need to be decided per progress of SA2#118.
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Figure 8.12.x.1-1 Roaming reference architecture - local breakout scenario
8.12.x.2
Roaming architectures for home-routed scenarios
The Figures 8.12.x-2 depicted the reference architectures for Home-routed scenarios.
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Figure 8.12.x.2-1 Roaming reference architecture – home routed scenario
NG9:  Reference point between VPLMN UP function and the HPLMN UP function.
8.12.y
Supported architectures reflected by reference point model

The service-based architecture defined in Section 8.12.2 can be used to realize reference point based architectures which reflect the interactions of the NFs in this Section.  This does not preclude to reuse these general purpose service-based interface for different interactions in future release.
Editor's note: this section can be updated based on the agreement of the discussion on the reference point high-level architectures, e.g., in Section 7.
8.12.y.1
Non-roaming reference point model
This section shows valid interactions between CP NFs through the reference points defined among them, depicted as the Figure 8.12.y-1.
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Figure 8.12.y-1: Reference points between CP NFs (Non-roaming case)

NG10:
Reference point between AMF and SMF. 
NG11:
Reference point between AMF and AUF.

NG12:
Reference point between UDM and AUF, through which AMF obtains user subscription data related with authentication.

NG13:
Reference point between UDM and AMF, through which AMF obtains user subscription data e.g., mobility related data.
NG14:
Reference point between UDM and SMF, through which SMF obtains user session related subscription data.

NG15:
Reference point between UDM and PCF, through which PCF obtains user policy data.
NG16, NG17:
 Reference point between PCF and AMF, SMF respectively.

Editor's note:
whether the reference points exists, e.g., NG17 are FFS.
Editor’s note: It is assumed that SMF obtains user subscription information directly from UDM via NG14 (not through AMF). This needs confirmed per progress of SA2#118.
8.12.y.2
Roaming architectures with reference point model
This section shows the interactions between CP NFs through the reference points defined among them for local-breakout and home-routed scenarios.
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Figure 8.12.y.2-1 Roaming architecture with reference point model - local breakout scenario
Editor’s note: It is assumed that SMF obtains user subscription information from AMF. This needs confirmed per progress of SA2#118.
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Figure 8.12.y.2-2 Roaming architecture with reference point model – home-routed scenario
Editor’s note: It is assumed that SMF in HPLMN obtains user subscription information from UDM. This needs confirmed per progress of SA2#118.
Editor’s note: It is assumed that SMF obtains subscription information from AMF in VPLMN, therefore no reference point exist between VPLMN SMF and UDM. This needs confirmed per progress of SA2#118.
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