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1
Discussion

In TR 23.799, solution 6.1 specifies the following:
-------------------------------------------------------------

When the UE attempts to establish a PDU session before receiving a request from an application (e.g. during the initial attach), or the application does not request an SSC mode, or the UE does not have a policy for the specific application, then the UE cannot determine an SSC mode as defined above (in bullets 1, 2). In this case:

-
If the UE is provisioned with a default SSC mode (e.g. as part of the policy shown in Figure 6.6.1.1.5-2), then the UE requests the PDU session with the default SSC mode. The default SSC mode can be one of the three SSC modes discussed in the previous clause. For example, a fixed IoT sensor or even a smartphone may be provisioned with default SSC mode 2.

-
If the UE is not provisioned with a default SSC mode, then the UE requests the PDU session without providing an SSC mode. In this case, the network determines the SSC mode of the PDU session (e.g. based on subscription data and/or network policy) and provides the selected mode back to the UE.
-------------------------------------------------------------

Based on the above description, it is proposed that some clarification about default SSC mode operation with and without provisioning by SSCMSP is added in the Interim Agreements about SSCMSP. Also, it is proposed that the rules used by SSCMSP can be updated by the operator when it is needed.
2
Proposal

The following solution is proposed to be updated to TR 23.799.

***** Start of Change # 1 *****

8.6
Interim Agreements on Key Issue #6: Support for session and service continuity and efficient user plane path
The following bullets are the current status of agreements on key issue 6:
1.
It shall be possible for the operator to provision the UE with SSC Mode Selection Policy (SSCMSP). This policy includes one or more SCCMSP rules which can be used by the UE to determine the type of SSC mode associated with an application or group of applications. The SSCMP may include a default SSCMSP rule that matches all applications. When an application requests data transmission (e.g. opens a network socket) and the application itself does not specify the required SSC mode, the UE determines the SSC mode associated with this application by using the SSCMSP and:

a)
If the UE has already an active PDU session that matches the SSC mode associated with the application, then the UE routes the data of the application within this PDU session unless other conditions in the UE do not permit the use of this PDU session. Otherwise, the UE requests the establishment of a new PDU session with an SSC mode that matches the SSC mode associated with the application.
b) 
The SSC mode associated with the application is either the SSC mode included in a non-default SSCMSP rule that matches the application or the SSC mode included in the default SSCMP rule, if present. If the SSCMSP does not include a default SSCMP rule and no other rule matches the application, then the UE requests the PDU session without providing the SSC mode. In this case, the network determines the SSC mode of the PDU session.

The SSCMSP rules provided to the UE can be updated by the operator.
***** End of Change # 1 *****
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