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INTRO/DISC
In conclusion section of TR 23.702, the following is still open:

For Key Issue 4 in Rel-14, any of the solutions 4.1, 4.2 and 4.3 can be selected for normative specification.
This paper proposes a conclusion to this area (KI4).

For the UE side handling, it has already agreed that:

-For the IMS services, the UE shall immediately inform the IMS domain about the 3GPP PS Data Off (de)activation using a 3GPP PS Data Off indication in the initial REGISTER request and subsequent to that via a re-REGISTER request that includes an indication to the effect.
So this paper is focusing on the network aspect (see figure 1):
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Figure 1. Network (IMS) aspect of PS OFF

There are 2 aspects to be discussed: (PS service provisioning and blocking enforcement).

On provisioning aspect: S-CSCF is aware of the IMS services to be exempted. It is either done by

A1. via HSS, during Cx procedure at the initial IMS registration (solution in 4.3). 

A2. via (O&M) local configuration in the S-CSCF (solution in 4.1).

We propose to handle this similar to non SIP service as in KI#3. In Rel-14, service is based on static provisioning (option A2) to minimize impacts, with the clarification that the configuration in S-CSCF is applied to all VPLMNs. The list of IMS services to be exempted is realized using IMS Service Communication Identifier values (ICSIs). In Rel-15, HSS can provide the list of exempted service via Cx (option A1) and this can override the static provisioning in the S-CSCF (i.e. the S-CSCF maintains only one list per registration). HSS based solution allow flexibility to have different list of exempt services per VPLMN. 
On terminating service blocking enforcement aspect: Should be this be done by SIP AS or S-CSCF.
B1. SIP AS (e.g., T-ADS). SIP AS is aware of the PS exempt service list and on/off status via 3rd party registration over ISC. 

B2. At the S-CSCF.

First, we propose that the SIP AS can use PS exempt service list and on/off indication to handle domain selection propose. Specially, T-ADS should take this information into account (i.e, determine the IP-CAN selection via WLAN or to select CS Domain at the first attempt, etc). 
Furthermore, this principle can also be applied to other SIP AS like IP-SM-GW because the current spec in TS 23.204 already required that ” “the IP-SM-GW performs domain selection function to determine the preferred domain for delivering the message according to operator policy and user preferences.” 
However for service blocking responsibility, nothing should prevent SIP-AS, as part of the service logic, to also enforce the terminating service blocking due to PS exempt service. However, this should be viewed as optional part of the SIP AS service logic execution. The final service blocking should be done centrally by S-CSCF. In summary, nothing can prevent SIP AS (B1) to block terminating service based on exempt service list to 3GPP PS accesses (2G/3G/LTE) but S-CSCF should carry the final responsibility to ensure PS exempted service over 3GPP PS accesses is really blocked.
Text proposal

It is proposed to reflect the changes shown below in TR 23.702.
SA2 discussion resulted in the following principles for REL-14

1. SIP AS based enforcement for DL.

2. SIP AS is configured locally with the list of exempted services
3. PS on/off status from UE is sent to SIP AS via ISC 
***** Start of the text *****
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Conclusions

Editor's note:
This clause is intended to list conclusions, which are agreed during the course of the study item activities.
It is concluded that:

For Key Issue 1 in rel.14, solution 1.6 with the following specificities is adopted for normative specification work: 

If the UE is pre-configured with the list of PS Data Off exempted non-SIP and SIP services and exempted APNs, then:

· When the UE requests a new PDN Connectivity, the UE shall include in the PDN Connectivity Request message the PCO with a specific parameter value indicating whether PS Data Off is activated or deactivated:

· When the user changes its PS Data Off status, the UE shall send a Bearer Resource Modification Request message per PDN connection.

· For the IMS services, the UE shall immediately inform the IMS domain about the 3GPP PS Data Off (de)activation using a 3GPP PS Data Off indication in the initial REGISTER request and subsequent to that via a re-REGISTER request that includes an indication to the effect.

For Key Issue 2 in Rel-14, the following solution is adopted for normative specification work:

· The UE is pre-configured with the list of PS Data Off exempted non-SIP and SIP services and exempted APNs, either using Device Management or UICC provisioning. The list of exempted services is the same for all VPLMNs the home operator has roaming agreements with. The managed object to configure PS Data Off exempted non-SIP and SIP services will be standardized by CT1 and CT6.

For Key Issue 2 in Rel-15, the solution shall assume a separate list of PS Data Off exempted services per VPLMN (per TS 22.011). The solution has not been selected, but at least one solution described in clause 6.2 can satisfy this additional requirement. Hence it is agreed to determine the solution to adopt for normative specification during the normative work. 

For Key Issue 3 in Rel-14, the following solution is adopted for normative specification work: 

· For uplink , the non-SIP services are controlled by the UE, based on the list of PS Data Off exempted services that are pre-configured in the UE per KI#2 solution; 

· The PGW/GGSN shall inform the charging system about the PS Data Off UE status received from the UE in the PCO for online and offline charging over Gy and Gz;

· For downlink, the non-SIP services using a PGW/GGSN in the VPLMN are not enforced, however the non-SIP services using a PGW/GGSN in the HPLMN are enforced using a list of exempted APNs and associated filters that are pre-configured at the PGW or PCRF or GGSN. For simplicity the PGW/PCRF or GGSN in the HPLMN are configured with same exempted APNs and associated filters for all VPLMNs. 

For Key Issue 3 in Rel-15, the PGW/GGSN may be pre-configured with the list of PS Data Off exempted APNs and associated filters, based e.g. on static operators roaming agreements when possible. For the case when detailed roaming agreements cannot apply or when the home operator wants to dynamically control the PS Data Off exempted APNs and associated filters in a VPLMN, the following additional feature is adopted for normative specification work to satisfy the Local Break Out roaming case requirement where the list of non-SIP services for a VPLMN is controlled by the HPLMN: 

· For downlink, the list of PS Data Off exempted APNs and associated filters are sent from the HSS to the MME/SGSN during Attach/TAU/RAU procedure (or using Insert Subscriber Data when the list is modified by the operator), and then PS Data Off related information is sent from the MME/SGSN to the PGW/GGSN in the Create Session Request message during the PDN connection establishment for new PDN connections, or in the Modify Bearer Request for established PDN connections. 

· If the PGW/PCRF or GGSN has been pre-configured with the list of PS Data Off exempted APNs and associated filters, based e.g. on operators roaming agreements and receives PS Data Off related information from the MME, the information received from the MME takes precedence over the pre-configured list.

For Key Issue 4 in Rel-14:
· In Rel-14, SIP- AS is configured with a list of IMS services that can be Data Off exempt when the 3GPP PS Data Off feature is activated for a UE. This list applies to any VPLMN the UE is in. The IMS service exempt list is realized using IMS Service Communication Identifier values (ICSIs) where possible. SIP AS is required to ensure that non exempted services are blocked over 3GPP PS accesses (2/3/LTE) when PS Data Off feature is activated .
NOTE:
If the ICSI cannot identify the service then it might be necessary to include additional local policy details (e.g, MMTEL voice, MMTEL video, etc). 
· T-ADS (as SIP AS) should take this information into account (i.e, determine the IP-CAN selection via WLAN or to select CS Domain at the first attempt, etc).
· In Rel-15, the list of IMS services that can be Data Off exempt is conveyed from HSS. It is TBD how this informaiton is to be provided to SIP AS (e.g,. via Sh, or ISC/Cx) 
· S-CSCF provides the the PS Data Off UE status indication to SIP AS via ISC. SIP AS may use this information instead of the local static list from Rel-14.for terminating domain selection. Specially, T-ADS should take this information into account (i.e, determine the IP-CAN selection via WLAN or to select CS Domain at the first attempt, etc). 
· 
***** End of the text *****[image: image2.png]
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