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	Reason for change:
	It is defined in the TS 23.203 Annex W (informative) that:

“The PCRF/OCS activates the event trigger or credit reauthorization trigger for Change of UE presence in Presence Reporting Area or both as defined in clause 6.1.3 or clause 6.1.4. This trigger the reporting when the UE enters or leaves each PRA in the PRA set without providing the complete set of individual PRAs.”
When PRA set is applied and subscribed by the PCRF/OCS to reporting Change of UE presence in each of the PRAs belonging to the PRA set, the PCRF/OCS will send the PRA id that identifies the set of PRAs to the PGW, and the PGW will activate towards the MME/SGSN the relevant IP-CAN session procedure for reporting when the UE enters or leaves a Presence Reporting Area. Since the PRA set is configured in the MME/SGSN, the MME/SGSN will be able to report to the PGW of UE change in any of the PRAs belonging to the PRA set.
However, if PCRF/OCS subscribes the report of the change of PRAs in a set of PRA, the PCEF cannot differentiate whether the reported PRA changes are relevant to PCRF or OCS. Then it may send the report of PRA changes to both the PCRF and OCS, which then increases the load in Gx/Gy.
Since multiple PRAs are supported for each UE, the increased load in Gx/Gy interface can’t be ignored.
To resolve the above mentioned problem, there are 2 options:
· Option 1: PGW maintains a table for the composition of set of PRA, and derives from the identifier of the received PRA the identifier of set of PRA
· Option 2: MME reports the identifier of the set of PRA in addition to the change of each PRA within the set

Since option 1 increases the complexity in the PGW, it is recommended to adopt option 2.
With the clarification on how MME reports the PRA change when set of PRA is activated, the informative Annex should be change to to normative Annex, because it requires normative protocol changes.
In addition, the TS 23.203 Annex W (informative) also said that “Only one PRA set may be provided per IP-CAN session.” However, the definition of set of PRA should be flexible enough so that the common sets of PRA can be applied to various IP-CAN sessions of different UE, then there could be more than one set of PRA provided per IP-CAN session. So the restriction should be removed.

	
	

	Summary of change:
	· It is clarified that if set of PRA is activated, MME should report the identifier of the set of PRA to the PGW as well as the change of each PRA within the set. 
· Restriction of only one set of PRA is provided per IP-CAN session is removed.

· Annex W is changed to normative.
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* * * First Change * * * 

6.4 IP‑CAN bearer and IP‑CAN session related policy information

The purpose of the IP‑CAN bearer and IP‑CAN session related policy information is to provide policy and charging control related information that is applicable to a single IP‑CAN bearer or the whole IP‑CAN session respectively. The PCRF provides the IP‑CAN bearer and IP‑CAN session related policy information to the PCEF and BBERF (if applicable) using the PCC rule and QoS rule (if applicable) provision procedure. The IP‑CAN bearer related policy information may be provided together with rules or separately.

Table 6.4 lists the PCC related IP‑CAN bearer and IP‑CAN session related policy information.

Table 6.4: PCC related IP‑CAN bearer and IP‑CAN session related policy information

	Attribute
	Description
	PCRF permitted to modify the attribute
	Scope

	Charging information
(NOTE 2)
	Defines the containing OFCS and/or OCS addresses.
	No
	IP‑CAN session

	Default charging method
(NOTE 2)
	Defines the default charging method for the IP‑CAN session.
	No
	IP‑CAN session

	Event trigger
	Defines the event(s) that shall cause a re-request of PCC rules for the IP‑CAN bearer.
	Yes
	IP‑CAN session

	Authorized QoS per bearer (UE-initiated IP‑CAN bearer activation/modification)
(NOTE 1)
	Defines the authorised QoS for the IP‑CAN bearer (QCI, GBR, MBR).
	Yes
	IP‑CAN bearer

	Authorized MBR per QCI (network initiated IP‑CAN bearer activation/modification)
(NOTE 1)
(NOTE 3)
	Defines the authorised MBR per QCI.
	Yes
	IP‑CAN session

	Revalidation time limit
	Defines the time period within which the PCEF shall perform a PCC rules request.
	Yes
	IP‑CAN session

	PRA Identifier(s)
	Defines the Presence Reporting Area(s) to monitor for the UE with respect to entering/leaving
	Yes
	IP-CAN session

	List(s) of Presence Reporting Area elements (NOTE 4)
	Defines the elements of the Presence Reporting Area(s)
	Yes
	IP-CAN session

	Default NBIFOM access
	The access to be used for all traffic that does not match any existing Routing Rule
	Yes (only at the addition of an access to the IP-CAN session)
	IP-CAN session

	NOTE 1:
Depending on the bearer establishment mode; only one Authorized QoS information has to be used.

NOTE 2:
These attributes should not be provided to BBERF.

NOTE 3:
This attribute is only applicable when the IP‑CAN supports non-GBR bearers that have a separate MBR (e.g. for GPRS).

NOTE 4:
The list of PRA elements shall be a short list of elements.


Upon the initial interaction with the PCEF, the PCRF may provide Charging information containing OFCS and/or OCS addresses to the PCEF defining the offline and online charging system addresses respectively. These shall override any possible predefined addresses at the PCEF. If received by the PCEF, it supersedes the Primary OFCS/OCS address and Secondary OFCS/OCS address in the charging characteristics profile.

Upon the initial interaction with the PCEF, the PCRF may provide Default charging method indicating what charging method shall be used in the IP‑CAN session for every PCC rule where the charging method identifier is omitted, including predefined PCC rules that are activated by the PCEF. If received by the PCEF, it supersedes the Default charging method in the charging characteristics profile.

Upon every interaction with the ERF, the PCRF may provide event triggers for the IP‑CAN session. Event triggers are used to determine which IP‑CAN bearer modification causes the ERF to re-request PCC rules. The triggers are listed in clause 6.1.4.

The semantics of the authorized QoS per bearer (UE-initiated IP‑CAN bearer activation/modification) and the authorized MBR per QCI (network initiated IP‑CAN bearer activation/modification) are captured in clause 6.2.2.4.

The Revalidation time limit defines the time period within which the PCEF shall trigger a request for PCC rules for an established IP‑CAN session.

Upon every interaction with the PCEF, the PCRF and the OCS may activate / deactivate reporting changes of UE presence in Presence Reporting Area by setting / unsetting the corresponding event trigger or credit reauthorization trigger by providing the PRA Identifier(s) and additionally the list(s) of elements comprising the Presence Reporting Area for UE-dedicated Presence Reporting Area(s), as described in clauses 6.1.4 and 6.1.3, respectively.

The PCEF shall combine the requests from PCRF and the OCS 
when the Change of UE presence in Presence Reporting Area is armed, i.e. when the PCRF or the OCS subscribes to reporting change of UE presence in a particular Presence Reporting Area and the reporting change of UE presence in this Presence Reporting Area was not activated before, the PCEF shall activate the relevant IP‑CAN specific procedure which reports when the UE enters or leaves a Presence Reporting Area (an initial report is received when the IP‑CAN specific procedure is activated). The PCEF reports the PRA Identifier(s) and indication(s) whether the UE is inside or outside the Presence Reporting Area(s), and indication(s) if the corresponding Presence Reporting Area(s) is set to inactive by the serving node to the PCRF and/or the OCS.

NOTE:
The serving node can activate the reporting for the PRAs which are inactive as described in the TS 23.401 [17].

When neither the PCRF nor the OCS are subscribed to change of UE presence in Presence Reporting Area for a particular Presence Reporting Area, the PCEF shall deactivate the relevant IP‑CAN specific procedure which reports when the UE enters or leaves a Presence Reporting Area.

The PCEF stores PCRF or OCS subscription to reporting for changes of UE presence in Presence Reporting Area and forwards the PRA Identifier(s) and indication(s) whether the UE is inside or outside the Presence Reporting Area(s) received from the serving node according to the corresponding subscription. When a PRA set identified by a PRA Identifier was subscribed to reporting changes of UE presence in Presence Reporting Area by the PCRF and/or OCS, the PCEF additionally receives the PRA Identifier of the PRA set from the serving node, along with the individual PRA Identifier(s) belonging to the PRA set and indication(s) of whether the UE is inside or outside the individual Presence Reporting Area(s).
* * * Next Change * * * 

Annex W (Normative):
Grouping of Presence Reporting Areas into a PRA set

The operator may decide to provide policy and charging control differentiation in a large number of PRAs. This large number of PRAs may be grouped into a PRA set that is identified by a PRAid as any other Core Network pre-configured PRA. The PRA set only includes Core Network pre-configured PRAs. 
The PCRF is configured with the list of PRA ids within a PRA set. The PCRF provides the PRA id that identifies the set of PRAs, instead of each individual PRA id, within the IP-CAN session information and at the time the event trigger is armed to the PCEF and BBERF (if applicable) and within the TDF information to the TDF (if applicable). The set of PRAs are identified by a PRA id as any other PRA.

The PCRF/OCS activates the event trigger or credit reauthorization trigger for Change of UE presence in Presence Reporting Area or both as defined in clause 6.1.3 or clause 6.1.4. This triggers the reporting when the UE enters or leaves each PRA in the PRA set without providing the complete set of individual PRAs. In order for the PGW to differentiate whether the received report is subscribed by the PCRF or the OCS, the MME also includes in the report the identifier of the PRA Set for which the reported individual PRA belongs to. The PCEF, when the BBERF is deployed, or the TDF may request the PCRF to activate the event trigger for Change of UE presence in Presence Reporting Area.
* * * End of Changes * * * 

