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Abstract of the contribution: This contribution discusses and analyse the interconnection model of three proposal and propose an interim agreement for the interconnection of Network Functions.
1. Discussion
At SA2#117, there are the two questions related to the interconnection of NFs via the intermediate NF, i.e. MRFF or IRF. It is expected to conclude it in SA2#118. 
	Question #7/1a: Should we support an MRFF as an optional function for facilitating communication between 2 NFs for every communication?

	Background:

· Refer: TR 23.799 architecture option 4
· The communication between the baseline NextGen System is performed by making use of a Message Routing and Forwarding Function (MRFF). Basis for all information exchange between NFs and between NFs and the UDM is the MRFF where all Control plane functions and User plane functions are able to retrieve, share, or modify information located on the UDM representing a shared data layer

	Question #7/1b: Is IRF mandatory for all communications between 2 NFs, excluding NG2 and NG4? 

	Background:

· Refer: TR 23.799 architecture option 1; 

· IRF is comparable to MRFF that IRF is needed for every communication, but IRF excludes NG2 and NG4.


The alternative proposal is to support the interconnect NF directly. It is also listed as one open question to be checked in SA2#118. 

	Question #7/1c: Should direct communication between 2 NFs within the CP that need to interact with each other for a procedure be supported? Without excluding that a need for an intermediate function (e.g. like a DRA) may be identified for specific cases. 

	Background:


For the Direct Communication model the NF discovery and selection is done via the NRF. After that the NF can communicate with other NFs directly.
To support the interaction between the NF, it needs two basic functionalities, i.e. the NF Discovery and selection, and interconnection. Per that consideration, we do analysis on each proposal.   
1.1
NF selection and Discovery 
For the Direct communication model, this functionality is supported via the NRF (NF Repository Function). The NRF can be arranged as the hierarchical layer like today DNS approach. So we do not see any big issue on that.
For the IRF/MRFF solution, it is understood they all include part of the NF discovery and selection mechanism on the IRF/MRFF NF: 
· For the MRFF mechanism, when the NF-A wants to interact with NF-B, it just sends the message to the MRFF without indicating which NF-B is to be connected. 

· For the IRF mechanism, when NF_A instance needs to send message to NF_B, the message that NF_A send to IRF include the NF type of NF_B, and IRF may discover the NF_B instance according to NF_B type. Then the IRF will bind the relation between NF_A and the target NF_B instance.   

From above description, some issue need to be discussed: 

· How to circulate the query message? Two proposals just mention the NF-A send the message to the IRF, the IRF will deliver the message to the NF-B. However if there are more than one IRF/MRFF in the network (e.g. a big network like in China/ USA), how the IRF/MRFF know where to circulate this query message is unclear.
· Where the DB is stored which record the mapping between the NF type and identity (i.e. IP address)? For the MRFF it is clear all the NF registered itself into the MRFF, so the MRFF maintain the DB. For the IRF it is assumed the mapping is stored in a similar way. Therefore, the IRF/MRFF involve two task, i.e. DB management and communication, which makes the IRF/MRFF heavy and complex. This seems unsuitable as two quite different role exist in one NF.

· How the service awareness query is supported? To support discovering of target NF, some service related parameter also need be taken into account, e.g. UE location, PDU session type, network slice ID and other parameters. If we combined this function into the IRF/ MRFF NF, it means the IRF/MRFF needs to know how to use these parameters to discover the target NF instances according to the corresponding NF type and service parameter. This requires additional logic on the IRF/MRFF.
Per above consideration, the requirements of the NF discovery and selection are quite different comparing to the NF interconnection. It is better to separate these two functions. 
Observation 1:  NF selection and discovery is a quite different task comparing to the communication among NFs. Mixing up the two tasks into one NF does not show any benefit. Instead it introduces several issues to be resolved. 
1.2 Communication among the NFs

For the Direct communication model, the communication among NFs are direct. Each NF maintain the communication linkage with other NF and context in a per UE and/or per NF request basis
For the MRFF/IRF proposal, the interconnections between two NF are indirect, i.e. via the IRF/MRFF. The source NF does not know where the target NF is. The IRF/MRFF records the binding between the target NF instance and UE, i.e. only the IRF/MRFF knows the target NF instance. The binding information is generated dynamically between NFs includes the following cases:

· UE type binding: The binding between NFs that serving the same UE. The UE Identity can be the binding key.

· Non-UE type binding: this type of binding is required due to the interaction between NFs for non-UE services such the subscription and notification on congestion event in the specified network area.

For the UE type binding information, it is similar as the DRA in the EPC network. However there are some differences: 
· How to support the multiple IRF/MRFF case? In EPC DRA is deployed per realm (normally equal to one PLMN). For the NextGen system if all the communication need go through via the IRF/MRFF, it should not be restricted to only one. If in one PLMN, there are more than one IRF/MRFF, it need to be investigated how to store the binding information and each NF can point to the same IRF/MRFF, e.g. whether the binding information need be synchronized among all IRF/MRFF in one PLMN. 
· Binding information maintenance work, in the EPC network, the DRA is used to query the some quite static Node, e.g. PCRF/ HSS, which is not changed frequently. However in the NextGen all the NF need register its binding on the IRF/MRFF, the binding need support to be changed dynamically. For example, UE may move inside the network, the related NF (e.g. AMF/SMF) served the UE can be changed. In such case, it means the binding between the UE and NF need be updated. When handling the massive UE mobility event, the interaction signalling between NF instance and IRF will greatly increase. And IRF/MRFF becomes the potential bottle neck for efficiency and performance.
· Roaming support. In EPC the DRA is deployed per realm (normally equal to one PLMN), it does not need to establish the binding across the PLMN. However as the communication can go across the PLMN, thus the IRF/MRFF need support the binding across the PLMN. Similar process like below need be investigated. 

[image: image1]
For the non-UE type binding information, as mentioned in 6.7.1.2.2, it is used for exchange information between two NFs, like the congestion status information. In that case, it may be more suitable to let two NF directly exchange information ant not via the IRF/MRFF. As if we keep the binding but change target NF without source NF aware, the information/value exchanged do not make any sense. 
Observation 2: the communication via the IRF/MRFF using the binding mechanism have several issues to be resolved. Some further investigation is need.  
Another issue to be considered for the IRF/MRFF approach is that:

· A single point of failure. If the IRF/MRFF is down, no communication can go. 
· The extra level of indirect communication may result in decreased performance, e.g. latency. 
Conclusion: For the interconnection of CP NFs, the direct interconnection is mandatory. 
2. Proposal

It is proposed to add the agreements for KI_7 to the TR 23.799.
* * * Start of changes * * * * 
8.7
Interim Agreements on Key Issue #7: Network function granularity and interactions between them

Interim agreements for Key issue #7 "Function Granularity and Interconnection of them" are as follows:

1.
Any two NFs interacts with each other directly while avoiding the functional and signalling impact on unrelated NF. It is mandatory to support one CP NF interconnects with other NF directly.
NOTE 1:
This does not preclude to pass information via a third NF if two NFs do not interact directly, e.g. if MM received subscription information from SDB then it can pass it to SM if there is an interaction between MM and SM (e.g. during PDU connection establishment procedure).

2.
In order to facilitate utilization of the capability (s) of one NF the capability (s) of NFs are exposed as a service to other NF, wherever applicable, (e.g. by following the guidelines defined in Annex E). As such the NF provides a service based interface to other NFs.

NOTE 2:
It is expected that SA2 will specify the services and functionalities that one NF supports, and CT WGs define the data model of service interface, i.e. information elements included in service interface.
NOTE 3:
To support different variants of a service and to enable the invoking NF to discover the expected service, the service need be uniquely identified.
3.
The feasibility to expose NF capabilities as service will be evaluated on a case by case basis when specifying each procedure. The service based interfaces should be considered for the interconnection between CN CP NFs. The NG1, NG2, NG4 interface are not considered to support the service based interface.
4.
The NF selection and discovery shall be supported to enable NF selection and discovery, including:
-
The NF selection and discovery function maintains the function profile of the deployed NF instances, e.g. the type of the NF.

-
When deploying/removing one NF instance, the information of the NF instance is updated.
-
One NF shall be able to utilize NF type and other service parameters to discover the expected NF instance (s), and the NF selection and discovery function provides the IP address or the FQDN of NF instance(s) to the NF.
NOTE 4:
whether it utilizes the NF Repository function or an enhancement of the DNS server to reach this functionality is left for CT WG to determine.
* * * End of Changes * * * 
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