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Abstract of the contribution: This contribution proposes to add interim agreements on network slicing, considering the session management aspects within the network slicing.
Introduction

This contribution proposes to add interim agreements on network slicing, considering the session management aspects within the network slicing. 
Discussion

In the current interim agreements for network slicing, the concept of group B architecture which consists of common or shared functions between multiple network slices and slice-specific functions which is not shared between slices. This “two-level” architecture therefore requires for the UE and the network to select each parts, common and non-common parts during the network slice selection procedure.
While the selection of the common parts, aka CCNF, is based on UE provided NSSAI, and optionally UE subscription and capabilities, selection for slice specific functions are not clear at the moment. One common understanding might be that the slice specific functions includes session management functions (SMFs). So it seems beneficial to connect the selection of slice-specific parts, or 2nd level selection, and the PDU session establishment. Without active PDU session, there’s no use for the non-common slice to be selected. Even though policy or security related functions can be slice specific, those functions are valid only if the active PDU session is established or being established. When the PDU session establishment procedure also conducts the non-common slice selection, the latter procedure doesn’t have to be specified redundantly.
Proposal 1. Non-common slice selection is conducted along with PDU session establishment.

While the NSSAI which is used for selection of CCNF, is based on the slice/service type and complementing information, the SM-NSSAI is not clear. Some solutions argues that SM-NSSAI needs DNN (Data Network Name) while others argues that it needs slice/service type also.

If we considers SMF selection or non-common slice selection is related to PDU session establishment, DNN is inevitable parameter for this procedure. The point is whether DNN is enough for distinguishing session endpoint or data networks that can be same or different per slices. In this proposal, we considers two scenarios as follows:
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Figure 1. Unique DNN per single DN
1. Specific data network (DN) is connected via a specific SMF. (Figure 1)
If one DN is only accessible via specific SMF, then DNN itself is enough for distinguishing and selecting specific SMF. One DNN is representing a unique connection point to a single DN. So in this case, SM-NSSAI only needs DNN. 

[image: image2.emf]UE RAN CCNF

SMF 1

(DNN #1)

SMF 2

(DNN #2)

(same)

DN

Slice A

Slice B

DNN #1

DNN #2


Figure 2. Multiple DNN per single/identical DN
2. Specific DN can be connected via multiple SMF. (Figure 2)
If one DN is accessible via multiple SMF, e.g. SMF1 can provide service to the internet DN, while SMF2 also provides same DN service, DNN might not be enough for distinguishing those functions. For example, if the UE wants to use the internet service and includes only DNN in the session establishment request, the CCNF or the selection function cannot make a good decision only with a single parameter. 

One solution can be the well-configured DNN structure. Even for the same DN, it can be possible that multiple DNNs represent a single DN, e.g. “internet.3gpp” and “internet.bbf” can be representing the identical “Internet” data network, but different gateway functions. With this approach, if the operator well-organizes the DNN it uses for multiple slices, DNN itself is enough for the SMF selection. This approach does not requires any additional parameter for the SMF selection other than DNN. In the initial selection for CCNF already implies the selection of service type and some complementing information, no additional parameter is required.
Based on the analysis above, we would like to propose the following:
Proposal 2. SM-NSSAI includes a DNN that can be distinguished per service, assuming that multiple DNN can represent same data network.
While the current agreement focuses on the slice selection and the required parameters for it, it is not clear whether the UE and/or the network requires an explicit identifier for a specific slice instance that the UE is connected to. So far, the following identifiers can be considered in terms of network slicing.

· UE Temp ID: this is allocated after the successful initial selection, and used for finding serving CCNF.

· PDU session ID: identifies a specific PDU session within the UE or the PLMN, depending on its structure.

From the UE’s point of view, those two identifiers can be collectively represent each parts of network slice instances, common part (CCNF) and non-common part (SMF, etc.). So the UE doesn’t require any additional parameter for distinguishing slice instances it is connected to. It is hard to find a suitable use case where an explicit identifier for certain slice instance is required, but the network’s maintenance and managing purpose such as overload control and policy enforcement may be one case, which depends on the outcome of other key issues.
Proposal 3. UE is not required to recognize the identifier of slice instance that the UE is connected.

Editor’s Note: Whether explicit slice ID is required within the core network for managing purpose is FFS
Proposal
It is proposed to add the following changes to TR 23.799.

* * * * Start of 1st Change * * * *
8.1
Interim Agreements on Key Issue #1: Network slicing
The following bullets are the current status of agreements on the network slicing:

1.
The network slice is a complete logical network (providing Telecommunication Services and Network Capabilities) including AN and CN. Whether RAN is sliced is up to RAN WGs to determine.

a)
AN can be common to multiple network slices.
b)
Network slices may differ for features supported and Network Functions optimisations use cases

c)
Networks may deploy multiple Network slice instances delivering exactly the same optimisations and features as per but dedicated to different groups of UEs, e.g. as they deliver a different committed service and/or because they may be dedicated to a customer.
2.
A UE may provide network slice selection assistance information (NSSAI) consisting of a set of parameters to the network to select the set of RAN and CN part of the network slice instances (NSIs) for the UE.
a)
The NSSAI can have standard values or PLMN specific values for the slice/service type.

b)
The UE may store a configured NSSAI per PLMN.
c)
If the UE stores NSSAI for the ID of the PLMN that the UE accesses, the UE provides NSSAI in RRC and NAS. The NSSAI indicates slice/service type(s), which refers to the expected network behaviour in terms of features and services. The RAN uses NSSAI for routing the initial access to a CCNF (see bullet 4 for CCNF definition).

The UE may provide NSSAI in RRC and NAS that is complementing the slice/service type(s) further by differentiation for selecting from the potentially multiple network slice instances that all comply with the indicated slice/service type(s).
Editor's note:
whether RAN uses NSSAI for purposes other than routing, e.g. select RAN behaviour, is FFS

Editor's note:
whether NSSAI in RAN and NAS are exactly the same, is FFS what parameters are needed for selecting the RAN slice is for RAN
d)
If the UE doesn't store any Accepted NSSAI for the ID of the PLMN that the UE accesses, the UE provides the configured NSSAI in RRC and NAS, if the UE stores a configured NSSAI. The UE provides the NSSAI configured for the PLMN, if it has one. Otherwise, it provides a configured default NSSAI, if it has one. RAN uses NSSAI for routing the initial access to a CCNF. If the If the UE doesn't store any NSSAI for the ID (Accepted or configured) of the PLMN that the UE accesses and also no configured default NSSAI, the UE provides no NSSAI in RRC and NAS, and the RAN sends NAS signalling to a default NF.
Editor's note:
whether RAN uses NSSAI for purposes other than routing, e.g. select RAN behaviour, is FFS
e)
After (initial) slice selection, attachment provides the UE with a Temp ID that is provided by the UE in RRC during subsequent accesses to enable the RAN to route the NAS message to the appropriate CCNF, as long as the Temp ID is valid. In addition the serving PLMN may return an Accepted NSSAI that the UE stores for the PLMN ID of the serving PLMN. If the UE stores an Accepted NSSAI for the PLMN ID of the serving/selected PLMN, it indicates this one always, when NSSAI needs to be indicated.

Editor's note:
what the Accepted NSSAI is specifically referring to, is FFS
f)
For a "Service Request" the UE is registered/updated and has a valid temp ID, which is sufficient in the RAN to route the request to the serving Common CP NF. It is assumed that the slice configuration doesn't change within the UE's registration areas.

Editor's note:
whether and how there is additional info for routing the Service Request to a serving SM-NF is FFS.

Editor's note:
whether NSSAI is needed in addition may depend e.g on using it for RAN behaviour, which is FFS
g)
For enabling routing of a TA update request the UE includes always Accepted NSSAI and a complete Temp ID in RRC,
Editor's note:
whether Accepted NSSAI and complete Temp ID are always used by the network is FFS.

h)
"SM NSSAI" that the UE shall include in the PDU session establishment Request, shall enable the selection of an SM-NF. SM-NSSAI includes a DNN that is distinguished per service, assuming multiple DNN can represent same data network.

Editor's note:
Whether this "SM NSSAI" is used to select functions other than SM-NF is FFS.
3.
If a network deploys network slicing, then it may use UE provided network slice selection assistance information to select a network slice. In addition, the UE capabilities and UE subscription data may be used.

4.
A UE may access multiple slices simultaneously via a single RAN. In such case, those slices share some control plane functions, e.g. MMF, AUF. These common functions are collectively identified as CCNF (Common Control Network functions).
5.
The CN part of network slice instance(s) serving a UE is selected by CN not RAN.
6.
With reference to Annex D: move forward with Group B type of solution in rel-15 (Group C is subsumed under Group B). Group A is not pursued in R15.
7.
It shall be possible to handover a UE from a slice in NGC to a DCN in EPC. There is not necessarily a one-to-one mapping between slice and DCN.

Editor's note:
Interworking slicing with EPS is FFS

8.
The UE need to be able to associate an application with one out of multiple parallel established PDU sessions. Different PDU sessions may belong to different slices.

Editor's note:
it is FFS whether those are identified by DNN or SM-NSSAI+DNN. PDU session identification in a PLMN supporting network slicing may also require alignment with Key issue #4.
x.
Non-shared slice selection is conducted along with PDU session establishment.
y. The UE is not required to recognize the identifier of slice instance that the UE is connected.

Editor's note:
Whether explicit slice ID is required within the core network for managing purpose is FFS.
* * * * End of Changes * * * *
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