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Abstract of the contribution: This contribution proposes an interim agreement on the network slice reselection, and proposes to clarify some functionalities and evaluate in the existing solution 1.8.
Introduction

This document proposes to update solution 1.8, adding the following changes:
1. The first editor’s note regarding applicability to other solutions in the solution description part is re-formatted as a NOTE. Also the second editor’s note is removed.

2. An editor’s note in subclause 6.1.8.2 on slice reselection due to the mobility is specified as an implication in the text.

3. Intra C-CPF Network Slice Change procedure in subclause 6.1.8.3.1, and Inter C-CPF Network Slice Change procedure in subclause 6.1.8.3.2, are updated for more detailed procedure and clarification.
Also the evaluation for this solution has made at the end of the solution.

Based on the basic principle of network slicing, the isolation between slice (instances), the UE context regarding network slices cannot be directly shared by multiple slices. So if the CCNF or the non-common part of slice needs to be changed, the reselection procedure should be deactivation-reactivation or detach-reattach like procedure, rather than seamless handover like procedure with context transferring between slices.
Proposal
It is proposed to add the following changes to TR 23.799.

* * * * Start of 1st Change * * * *
6.1.8
Solution 1.8: Network slice instance reselection

This is a solution for key issue 1 on support for network slicing. The NW slice architecture considered in this solution is based on solution 1.3. This solution identifies the scenarios and principles for network slice instance reselection.
NOTE:
This solution can be applied on top of existing solutions based on the group B architecture in Annex D.



6.1.8.1
Definition and categorization of slice reselection

Network Slice reselection: Once the UE is connected to a network slice, there may be some scenario for the UE or the network to change the network slice providing service to the UE. In this case, the network slice needs to be reselected for receiving services from the network. Network slice reselection is categorized into Inter-C-CPF reselection and Intra-C-CPF reselection based on whether the serving C-CPF changes or not.
Intra C-CPF slice reselection: If the UE needs to change the network slice which the UE is connected within the serving C-CPF, only CNI is changed for the UE while the C-CPF remains the same. In this case, MM contexts may not change but SM contexts changes to different non-common CNI.

Inter C-CPF slice reselection: If the UE needs to change the network slice which the UE is connected with change of the serving C-CPF, the UE needs to change both C-CPF and CNI and reselect the network slice for receiving services. SSC may not be guaranteed with the inter-C-CPF reselection.

6.1.8.2
Scenarios for slice reselection

The network slice reselection/change scenarios can be grouped, but not limited to, as follow:
1.
Slice reselection due to the mobility (UE location change)

This scenario can happen when the UE moves into different service area which has connections with different network slice set. This means that the serving AN is changed and the target AN doesn't support all deployed slices of the network, which implying that an AN cannot support all deployed slices in that PLMN. Mobility to different PLMN (e.g. roaming scenario) also causes slice reselection due to the mobility.

2.
Slice reselection due to the network maintenance issue

A node consisting a network slice fails for some reason (e.g. node failure, network congestion) and the network needs to change the serving node for the UE. For example, if a serving C-CPF has network congestion, the network may trigger the network slice reselection for guaranteeing certain level of QoS.

Editor's note:
Whether this scenario is relevant is FFS.
3.
UE requested service change

The UE may request to change service that the UE is receiving, which may lead to the network slice reselection. This scenario can happen when the UE supports multiple services and the services cannot be served without change of network slice. For example, the UE using V2X services may need to receive CriC service which is provided in an isolated slice instance, which trigger an inter C-CPF reselection.

4.
Network requested subscription/policy change

The network may request to change service that the UE is receiving, which may lead to the network slice reselection. The network initiated service change may be triggered by the change of UE subscription information or policy.

6.1.8.3
Function description

6.1.8.3.1
Intra C-CPF Network Slice Change




Figure 6.1.8.3.1-1: Intra C-CPF Network Slice reselection procedure
1.
After the initial selection for network slice (e.g. initial attach, new service request), the UE is connected to CNI-1.

2.
Due to some reason specified in 6.1.8.2, the UE needs to change the network slice which the UE is connected. The UE may send Slice Update Request (current UE Temporary ID, requested NSSAI or SM-NSSAI) to the network. This request message may contain explicit new session request message or just may contain required parameters for new session setup such as requested SM-NSSAI.
2-1. Due to some reason specified in 6.1.8.2, the network needs to change the network slice which the UE is connected.
3.
NSSF in C-CPF performs CNI reselection based on similar criteria for initial selection, e.g. DNN, Service Type. Also C-CPF interacts with the Subscriber Repository and/or authentication functions for additionally authorizing the UE to the newly selected CNI.

4.
C-CPF performs Delete Session procedure with CPF and UPF in CNI-1.
 This step may be conducted similar to PDN connection disconnect/Bearer resource deactivation with re-activation procedure in EPC according to TS 23.401 [2]. 
5.
Note that step 5 and step 6 is optional depending upon the network's deployment. If the slice reselection is triggered by the network, C-CPF sends session deactivation request to the UE, which contains re-activation indicator and new Accepted NSSAI if required.

6.
The UE deactivate the former PDU session and sends new session request message with received Accepted SM-NSSAI.

7~9. C-CPF sets up a new PDU session to the selected CNI in step 3.

10.
After the session setup is completed, the network sends Slice Update Complete message to the UE. This may contains new UE Temp ID, if changed, and piggybacked SM message (new session ID, new DNN) for notifying completion of session setups.
11.
After the intra C-CPF slice reselection procedure is completed, the UE is connected to CNI-2 without changing C-CPF.

6.1.8.3.2
Inter C-CPF Network Slice Change
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Figure 6.1.8.3.2-1: Intra C-CPF Network Slice reselection procedure
1.
After the initial selection for network slice (e.g. initial attach, new service request), the UE is connected to CNI-1 via initially selected C-CPF.

2.
Due to some reason specified in 6.1.8.2, the UE needs to change the network slice which the UE is connected. The UE may send Slice Update Request (current UE Temporary ID, requested NSSAI or SM-NSSAI) to the network. This request message may contain explicit new session request message or just may contain required parameters for new session setup such as requested SM-NSSAI.

2-1. Due to some reason specified in 6.1.8.2, the network needs to change the network slice which the UE is connected.

3.
NSSF or CCPSF in the source C-CPF performs slice reselection based on similar criteria for initial selection, e.g. DCN ID, UE Usage Type, Service Type, DNN, etc. If the serving C-CPF cannot accommodate the requested change of service, CCPSF can decide to change serving C-CPF and select new C-CPF. Then C-CPF interacts with the Subscriber Repository and/or authentication functions for authorizing the UE to the newly selected C-CPF. Authentication and/or Authorization for the target C-CPF may be skipped upon the operator's policy and the slice change scenario.

4.
C-CPF performs Delete Session procedure with CPF and UPF in CNI-1.
 These steps may be conducted similar to session deactivation part of the detach procedure with re-attach in EPC according to TS 23.401 [2]. 
5.
The source C-CPF sends detach request to the UE, which contains re-attach indicator and new NSI parameter if required.

6.
The UE deactivate the former PDU session and remove all the contexts with the source C-CPF. Then the UE sends attach request to the target C-CPF with the new Accepted NSSAI.

7.
The target C-CPF selects the suitable CNI as per requested NSI parameters. The target C-CPF may fetch some part of the UE's context instead of fetching from the Subscriber Repository.

8~10. C-CPF sets up a new PDU session to the selected CNI in step 7.

11.
After the session setup is completed, the network sends Attach Accept message to the UE. This may contains new UE Temp ID, if changed, and piggybacked SM message (new session ID, new DNN) for notifying completion of session setups
12.
After the inter C-CPF slice reselection procedure is completed, the UE is connected to new CNI via new C-CPF.

6.1.8.4
Solution evaluation


This solution proposes a group B based solution for Key Issue 1 (support of network slicing) on WT 1: Network Slice Instance Selection and Association, especially regarding network slice reselection scenario. This solution specifies possible scenarios which may trigger the change of network slice which the UE is connected after the initial selection. Also this solution proposes reselection procedure for each scenarios.

Benefits:

· Even though this solution is based on the architecture of solution 1.3, the scenario and the overall procedure for re-selection can be applied to other solutions with group B architecture in Annex D.
· Re-selection procedures are aimed to guarantee isolation between each slice instances, which prevents any intervention between different slice instances.
· Reselection procedures can reuse initial selection procedure and functionality, along with session management procedure, which diminish the complexity of the functionality.
* * * * Start of 2nd Change * * * *
8.1
Interim Agreements on Key Issue #1: Network slicing
The following bullets are the current status of agreements on the network slicing:

1.
The network slice is a complete logical network (providing Telecommunication Services and Network Capabilities) including AN and CN. Whether RAN is sliced is up to RAN WGs to determine.

a)
AN can be common to multiple network slices.
b)
Network slices may differ for features supported and Network Functions optimisations use cases

c)
Networks may deploy multiple Network slice instances delivering exactly the same optimisations and features as per but dedicated to different groups of UEs, e.g. as they deliver a different committed service and/or because they may be dedicated to a customer.
2.
A UE may provide network slice selection assistance information (NSSAI) consisting of a set of parameters to the network to select the set of RAN and CN part of the network slice instances (NSIs) for the UE.
a)
The NSSAI can have standard values or PLMN specific values for the slice/service type.

b)
The UE may store a configured NSSAI per PLMN.
c)
If the UE stores NSSAI for the ID of the PLMN that the UE accesses, the UE provides NSSAI in RRC and NAS. The NSSAI indicates slice/service type(s), which refers to the expected network behaviour in terms of features and services. The RAN uses NSSAI for routing the initial access to a CCNF (see bullet 4 for CCNF definition).

The UE may provide NSSAI in RRC and NAS that is complementing the slice/service type(s) further by differentiation for selecting from the potentially multiple network slice instances that all comply with the indicated slice/service type(s).
Editor's note:
whether RAN uses NSSAI for purposes other than routing, e.g. select RAN behaviour, is FFS

Editor's note:
whether NSSAI in RAN and NAS are exactly the same, is FFS what parameters are needed for selecting the RAN slice is for RAN
d)
If the UE doesn't store any Accepted NSSAI for the ID of the PLMN that the UE accesses, the UE provides the configured NSSAI in RRC and NAS, if the UE stores a configured NSSAI. The UE provides the NSSAI configured for the PLMN, if it has one. Otherwise, it provides a configured default NSSAI, if it has one. RAN uses NSSAI for routing the initial access to a CCNF. If the If the UE doesn't store any NSSAI for the ID (Accepted or configured) of the PLMN that the UE accesses and also no configured default NSSAI, the UE provides no NSSAI in RRC and NAS, and the RAN sends NAS signalling to a default NF.
Editor's note:
whether RAN uses NSSAI for purposes other than routing, e.g. select RAN behaviour, is FFS
e)
After (initial) slice selection, attachment provides the UE with a Temp ID that is provided by the UE in RRC during subsequent accesses to enable the RAN to route the NAS message to the appropriate CCNF, as long as the Temp ID is valid. In addition the serving PLMN may return an Accepted NSSAI that the UE stores for the PLMN ID of the serving PLMN. If the UE stores an Accepted NSSAI for the PLMN ID of the serving/selected PLMN, it indicates this one always, when NSSAI needs to be indicated.

Editor's note:
what the Accepted NSSAI is specifically referring to, is FFS
f)
For a "Service Request" the UE is registered/updated and has a valid temp ID, which is sufficient in the RAN to route the request to the serving Common CP NF. It is assumed that the slice configuration doesn't change within the UE's registration areas.

Editor's note:
whether and how there is additional info for routing the Service Request to a serving SM-NF is FFS.

Editor's note:
whether NSSAI is needed in addition may depend e.g on using it for RAN behaviour, which is FFS
g)
For enabling routing of a TA update request the UE includes always Accepted NSSAI and a complete Temp ID in RRC,
Editor's note:
whether Accepted NSSAI and complete Temp ID are always used by the network is FFS.

h)
"SM NSSAI" that the UE shall include in the PDU session establishment Request, shall enable the selection of an SM-NF.
Editor's note:
Whether this "SM NSSAI" consists of slice/service type and complementing info or something else is FFS.

Editor's note:
Whether this "SM NSSAI" is used to select functions other than SM-NF is FFS.
3.
If a network deploys network slicing, then it may use UE provided network slice selection assistance information to select a network slice. In addition, the UE capabilities and UE subscription data may be used.

4.
A UE may access multiple slices simultaneously via a single RAN. In such case, those slices share some control plane functions, e.g. MMF, AUF. These common functions are collectively identified as CCNF (Common Control Network functions).
5.
The CN part of network slice instance(s) serving a UE is selected by CN not RAN.
6.
With reference to Annex D: move forward with Group B type of solution in rel-15 (Group C is subsumed under Group B). Group A is not pursued in R15.
7.
It shall be possible to handover a UE from a slice in NGC to a DCN in EPC. There is not necessarily a one-to-one mapping between slice and DCN.

Editor's note:
Interworking slicing with EPS is FFS

8.
The UE need to be able to associate an application with one out of multiple parallel established PDU sessions. Different PDU sessions may belong to different slices.

Editor's note:
it is FFS whether those are identified by DNN or SM-NSSAI+DNN. PDU session identification in a PLMN supporting network slicing may also require alignment with Key issue #4.
x.
If the serving network slice instance, including the CCNF and/or the non-shared part of network slice, needs to be changed, the UE context cannot be directly transferred between the network slice instances.

* * * * End of Changes * * * *
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