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The content of § 5.3 is split up into multiple contributions

1) Overview + User  plane Function and N4 + AMF involvement for PDU session related signalling.
2) Single PDU session with one N6 interface to the Data Network + Single PDU session with multiple N6 interfaces to the Data Network + Multiple PDU sessions.
3) Non-3GPP access specific functionalities + Roaming.
4) 3rd party control of the activation of a PDU session.
5) Application control of traffic routing.
The SMF may authorize the PDU session based on the DN credentials provided by the UE over NAS.
NOTE2:    Generation of the DN credential between the UE and the DN is out of scope of 3GPP.
2
Proposal

It is proposed to modify TS 23.501 as follows… 

* * * * Next Change * * * * (all text is new)
5.3.9 
DN control on the establishment of a PDU session

At the establishment of a PDU Session to a DNN 
· The user may be authenticated by the DN.  
Editor’s Note: the definition of the user is FFS

· The DN may authorize the PDU session establishment. 
Such DN authentication and /or authorization takes place for the purpose of PDU session authorization in addition to: 

· The 5GC access authentication handled by AMF and described in sub-clause 5.2.1
· The PDU session authorization with regard to subscription data retrieved from UDM enforced by SMF. 

Based on local policies the SMF may initiate DN authentication and/or authorization at  PDU session establishment. 
The UE provides over NAS SM information required to support user authentication by the DN.
NOTE1: 
The way for the UE to acquire such information is not defined
Editor’s Note:
The details of the NAS SM information provided by the UE for authentication/authorization of the PDU session are for FFS and depend on SA3 security design. 

Editor’s Note:
The extent of specification work in 3GPP to enable such authorization/authentication depends on SA WG3 work and is FFS.
When SMF adds an PDU session anchor (such as defined in sub-clause  5.3.5)  to a PDU session DN authentication and / or authorization is not carried out but SMF policies may require SMF to notify the DN when a new prefix or address  has been added to or removed from a PDU session.



Indication of PDU session establishment  rejection is transferred by SMF to the UE via NAS SM.
At any time, a DN may  revoke the authorization for a PDU session 
· 
· 
* * * * End of Change * * * *
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