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Abstract of the contribution: This contribution proposes the principle to add principle and template into 23.501 annex to regulate how to describe service.

*************************Start of Change**************************
Annex X (informative): Principles for service description in Service Based Architecture
Principle 1: Trying to simplify NF’s functionality 

The provided service is split from registration, discovery and authorisation. And each NF’s service should be defined as light weight.

Principle 2: Concentrate on NF’s own functionality
For a light-weight modular NF in 5G System, all the description for one service should only focus on the NF’s own functionality (e.g., the service processing, status in the NF) while ignoring the requester’s status. 
Principle 3: Define information category. 
As the structured information will be introduced in 5G System, it is considered to mention the category of information which needs to be involved to perform the service.

NOTE 1: information category is the resource in the NF which needs to be involved to perform the service (e.g. needed to acquire, modify, or delete the PDU Session Policy in PDU Session Policy Inquiry service)

Principle 4: Using security impact and integrity impact to describe the characteristics of the service. 

The functionality for each service needs to describe, moreover, it needs to describe the change of resource state e.g. security impact and integrity impact for each service, which helps to choose get/put/delete… HTTP messages in stage-3 work. But it does not need to mention put/get/delete… http type for each service, which will be defined in Stage-3.

NOTE 2: Security impact is that the request of service and the visiting of relevant resource does not change the state in the NF.  

NOTE 3: Integrity impact is that the operation on the same resource in the NF at multiple times corresponds to the same response and the resource state in NF is only changed one time. 
Principle 5: Each service is realized via a message pair including enough parameters
Each pair of message should include specific parameters to compose the accurate pointer to the resource related to service. The parameters in input/output message should align with P2P procedure.
Principle 6: Duplication of the service description from P2P description should be avoided 
Annex Y (informative): Template for service description in Service Based Architecture
Service Name: 

-   Service Provider:  

-   Information Catergory: 


-   Input Message: 


-   Output Message: 
-   Service Description: 
· Security impact: 

· Integrity impact: 

NOTE 1: information category is the resource in the NF which needs to be involved to perform the service (e.g. needed to acquire, modify, or delete the PDU Session Policy in PDU Session Policy Inquiry service)
NOTE 2: Security impact is that the request of service and the visiting of relevant resource does not change the resource state in the NF.  

NOTE 3: Integrity impact is that the operation on the same resource in the NF at multiple times corresponds to the same response and the resource state in NF is only changed one time.
*************************Start of Change**************************
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