SA WG2 Temporary Document

Page 1

SA WG2 Meeting #118-BIS
S2-170278
16 - 20 Jan 2017   Spokane, WA, USA
(revision of S2-17xxxx)
Source:
ZTE
Title:
Untrusted Non 3GPP access protocol stack
Document for:
Approval

Agenda Item:
6.5.10
Work Item / Release:
5G_ph1 / Rel-15
Abstract of the contribution:

This contribution propose protocol stack for Untrusted Non 3GPP access.
Proposal

Add the following text to the TS 23.501.

*************** Start of changes *********************

8
Control and User plane Protocol Stacks

Editor’s note: This is a place holder to include control and user plane protocol stacks if there is a need to capture the same in stage 2 specification (similar content as TS 23.401 section 5.1 expected). Need for this section is FFS.
8.1
General

8.2
Control plane Protocol stacks
8.2.x
Control Plane for untrusted non 3GPP Access.
8.2.x.1
UE-AMF via N3IWF
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Figure 8.2.x.1-1: Control Plane for attach procedure via N3IWF
Legend:

-
N2 Application Protocol (N2-AP): Application Layer Protocol between the N3IWF and the AMF.
-
The N3IWF creates a N1 NAS Attach Request message on behalf of the UE and send this message over N2 to AMF
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Figure 8.2.x.1-2: Control Plane via N3IWF once N1 NAS security has been exchanged
Legend:

-
N2 Application Protocol (N2-AP): Application Layer Protocol between the N3IWF and the AMF.
-
A dedicated IPSec tunnel over Y2 is established after the N1 NAS security has been exchanged to transfer N1 NAS message between UE and AMF.

-
The N3IWF relays the N1 NAS signalling between the dedicated IPsec tunnel and N2-AP.
Editor’s Note:
The name of N2-AP and the usage of SCTP on N2 should be confirmed with RAN3.
8.3
User Plane Protocol stacks
8.3.x
User Plane for untrusted non 3GPP Access.
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Legend:

-
N3: This protocol tunnels user data between N3IWF and the UPF. This tunnel is per PDU session.

-
The N3IWF relays the user data between the IPsec tunnel over Y2 and corresponding N3 tunnel.
-
The SMF controls the user plane tunnel establishment and establishes a tunnel between N3IWF and UPF per PDU session.

Editor’s Note:
In home routed scenario, it is FFS whether the N3IWF terminates the N9 interface so that there is no another UPF in visited network..

Editor’s Note:
It is FFS whether the IPsec tunnel over Y2 is per PDU session or per QoS flow.

Figure 8.2.x-1: Protocol stack for the User plane via N3IWF
*************** End of changes *********************
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